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Notice:

OMRON products are manufactured for use according to proper procedures by a qualified operator
and only for the purposes described in this manual.

The following conventions are used to indicate and classify precautions in this manual. Always heed
the information provided with them. Failure to heed precautions can result in injury to people or dam-
age to the product.

&DANGER! Indicates information that, if not heeded, is likely to result in loss of life or serious injury.

/N\WARNING Indicates information that, if not heeded, could possibly result in loss of life or serious injury.

& Caution Indicates information that, if not heeded, could result in relatively serious or minor injury, dam-
age to the product, or faulty operation.

OMRON Product References

All OMRON products are capitalized in this manual. The word “Unit” is also capitalized when it refers
to an OMRON product, regardiess of whether or not it appears in the proper name of the product.

The abbreviation “Ch,” which appears in some displays and on some OMRON products, often means
“‘word” and is abbreviated “Wd” in documentation in this sense.

The abbreviation “PC” means Programmable Controller and is not used as an abbreviation for any-
thing else.

Visual Aids

The following headings appear in the left column of the manual to help you locate different types of
information.

Note Indicates information of particular interest for efficient and convenient operation
of the product.

1,2,3... 1. |Indicates lists of one sort or another, such as procedures, checklists, etc.

In this manual, operating procedures are described with corresponding display screens as shown below.

C:\>copy ¢ c:\

1 file(s) copied Input a character string using the keyboard, and then press

the Enter Key.
C:\>

© OMRON, 1989

All rights reserved. No part of this publication may be reproduced, stored in a retrjeval system, or transmitted, in any

form, or by any means, mechanical, electronic, photocopying, recording, or otherwise, without the prior written permis-
sion of OMRON.

No patent liability is assumed with respect to the use of the information contained herein. Moreover, because OMRON is
constantly striving to improve its high-quality products, the information contained in this manual is subject to change
without notice. Every precaution has been taken in the preparation of this manual. Nevertheless, OMRON assumes no
responsibility for errors or omissions. Neither is any liability assumed for damages resulting from the use of the informa-
tion contained in this publication.
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About this Manual:

This manual describes the installation and operation of the S3200-NSB11-E SYSMAC NET Support
Board for IBM PC/AT or compatible computers and includes the sections described below.

Please read this manual carefully and be sure you understand the information provided before attempting
to install and operate the SYSMAC NET Support Board.

PART 1: SETUP

Section 1

Section 2
Section 3

The first part provides a summary of parts, a description of the SYSMAC NET, and

other information, such as hardware settings, software installation, and commu-

nications tests.

summarizes the parts of the Support Board and outlines restrictions and precautions
related to the SYSMAC NET Support Board and Support Software.

provides information on the SYSMAC NET, FINS communications, and software.

explains setup procedures such as board settings, mounting, software installation,
and operating tests.

PART 2: UTILITIES The second part describes utilities that can be used when a problem occurs during
operation checks following instaliation or during normal operation of the SYSMAC

Section 4

Section 5

Section 6

Section 7

Section 8

Section 9

NET System.

explains routing tables and the procedure for operating the routing table setting util-
ity. Be sure to read this section if the system consists of multiple networks.

describes the Diagnostic Utility, which is used to check operationwhen the SYSMAC
NET System is installed and to troubleshoot the system when errors occur.

describes the procedure for executing loop tests. Refer to this section when execut-
ing a communications test, such as those performed after setting up SYSMAC NET
communications on an 1BM PC/AT or compatible computer.

describes the Node Configuration Utility, which performs various settings related to
NSUs (Network Service Units) and local bridges mounted in SYSMAC NET Sys-
tems. Make sure that NSUs and local bridges are set correctly by referring to this
section while setting the devices.

describes procedures for operating the version display utility, the status display util-
ity, and the packet partitioning utility.

describes a program used to test communications with other nodes using the SYS-
MAC NET datagram service.

PART 3: PROGRAMMING The second part describes program development using FINS communica-

tions and datagram communications, including protocols and interfaces.

Sample programs are provided.

Section 10 describes the datagram service. Use the datagram service when communicating

with nodes that do not support the FINS protocol, such as C-series PCs.

&WARNING Failure to read and understand the information provided in this manual may result in
personal injury or death, damage to the product, or product failure. Please read each
section in its entirety and be sure you understand the information provided in the section

and related sections before attempting any of the procedures or operations given.

ix






SECTION 1
Parts Check and General Precautions

This section providesa list of parts and also lists restrictions and precautions related to the SYSMAC NET Support Board and

Support Software. Make sure that you have all listed parts before you get started, and read this section carefully prior to using
the Board and software.

F ) R o ¢ - 1 o) 2
B < 4 (o) ¢ T PP 2
1-3  Precautions



Restrictions

Section 1-2

1-1  Parts Check

Thank you for purchasing this OMRON product. Make sure that you have the
correct product and that ail parts have been included. In the rare event that you
find that a part is missing, be sure to contact the dealer from whom you pur-
chased this product.

SYSMAC NET Support Board and Support Software

Name

Appearance Remarks

SYSMAC NET Support Board

The SYSMAC NET Support Board is used for
o IBM PC/AT or compatible computers. It in-
o/ cludes one bracket as an accessory.

SYSMAC NET Support
Software

The SYSMAC NET Support Software is pro-
vided on one 3.5-inch 2HD floppy disk.

Make sure that you have read and understood
the user agreement before opening the soft-
ware packagse.

Manual and User Agreement

Name

Form Remarks

S$3200-NSB11-E SYSMAC
NET Support Board Operation
Manual

Includes information from Support Board set-
tings to program development, including the

$3200-NSB11-E following parts:
SYSMAC NET Setup
Support Board Utilities

Programming
OPERATION MANUAL!

1-2 Restrictions

Prohibited ltems Related to
the Software

The following restrictions are given for the SYSMAC NET Support Software and
manual. Make sure that you read and understand these restrictions to avoid any
infringement of rights.

« The soffware and manual are sold solely for individuai use by the purchaseron
one and only one purchaser system. Copying the software and manual for oth-
er than the purchaser’s usage is strictly prohibited.

» The software was produced solely for the application described in this manual.
We bear no responsibility for damage resulting from using the software with
equipment and parameters not specified in this manual.

s The software and manual may change without notification to improve their
quality. .

¢ Single copy use is always a condition when purchasing software. Corporate
and other purchasers are free to make software backup copies for the system
when the customer has systems consisting of multiple terminals. The purchas-
er is, however, prohibited from making copies for use on other systems.

e Any software that is developed with the purchased software may be sold with-
outrestriction. However, the software thatis sold may not contain all or any part
of any software owned by others.

e Free software upgrades will not be provided when the purchaser changesto a
higher-grade system. The purchaser’s must buy new software in this case.



Precautions

Section 1-3

User Agreement and User
Registration Card for the
Software

1-3 Precautions

Using Multiple Boards

Suppling Power to the
Central Power Supply

Power Start/Stop
Procedures

Power Lines

Serial Ports

A user agreement and user registration cards for the software have been in-
cluded. This is to ensure that the purchaser will constantly be kept abreast of the
most recent version of the application software that the purchaser is using.
Therefore, please take the time to read through the user agreement and then fill
outand return the user registration cards for the software before using the soft-
ware for the first time.

Failure to return the registration cards may delay responses to purchaser inqui-
ries, and may cause purchasers to miss out on software upgrades. Do notbreak

I

reqistration cards. Please fill out user registration cards for each software prod-
uct.

Be sure to take the following precautions when operating a SYSMAC NET Sup-
port Board.

Only one SYSMAC NET Support Board can be mounted in an IBM PC/AT or
compatible computer. However, one SYSMAC LINK Support Board can also be
mounted at the same time.

The Central Power Supply uses an interruptible system, so power to the SYS-
MAC NET Support Board will shut off when AC power to the Central Power Sup-
ply is shut off. The power supply to the Central Power Supply thus must not be
linked to the power supply to the IBM PC/AT or compatible computer.

When poweris supplied both from a Central Power Supply and from the IBM PC/
AT or compatible computer, the power from the Central Power Supply takes
priority. The network may temporarily shut down, therefore, ifthe Central Power
Supply is turned off during network operation. Power from the Central Power
Supply mustbe started before the network is started. By the same token, be sure
to turn off power from the Central Power Supply first before shutting down the
network. Do not insert or remove a Support Board with the power turned on.

Although optical fiber cables are used for transmission paths, power lines can be
affected by noise, static electricity, and other electrical disturbances. Take prop-
er precautions when wiring the Central Power Supply.

If data is received on simultaneously via the serial port of an IBM PC/AT or com-
patible computer and the SYSMAC NET interface, the data atthe serial port may
be corrupted. Reduce the baud rate of the serial port if this happens.






SECTION 2
General Description

This section provides information on the SYSMAC NET, FINS communications, and Support Software. The section 2-3 Net-
work Configuration will serve as reference in configuring networks.

2-1 Features

................................................................ 6
2-2  SPECIfICALIONS .4\ttt ettt e e 6
2-3  Network Configuration .. .........u.veineninvrsinenrnrrernreaeanrannnnnns 7
2-3-1  Single-level NetwOrKS ... .vvvuerrent it er it s iaeeenaeeeannss 7
2-3-2  Multiple Level Networks 8
24 Software Configurations 9
0

2-5 Communication FEatlures ... ...vviuutvnititt et et et e et 1

............................................



Specifications

Section 2-2

2-1 Features

Communications at 2M bps

Data Transfers up to 2 KB
Optical Fiber Cables

N:N Communications with
up to 126 Units
Powerful RAS Functions

FINS Message
Communications

C and BASIC Libraries

Datagram Service

Useful Utilities

The SYSMAC NET System is a token ring LAN designed for factory automation
that communicates at 2M bps.

A maximum of 2K bytes of data can be transferred at one time.

Transmit paths feature optical fiber cables, which are not susceptible electrical
disturbances, such as noise and static electricity. (Proper precautions must be
taken with power lines when a Central Power Supply is used, however, to pre-
vent possible electrical disturbances.)

N:N communications are possible for up to of 126 nodes mounted in a single net-
work.

Errors occurring in the network are detected and the network is protected by
RAS functions, such as automatic loopbacks and node bypasses.

The FINS (Factory Inteliigent Network Service) protocol enables command/re-
sponse data communications between PCs, FA computers, and other comput-
ers.

C language and BASIC libraries are supported for FINS message communica-
tions program development. (C language: Microsoft C V6.0; BASIC:1BM compil-
er/2 V1.0, Microsoft QuickBASIC V4.5)

Adatagram service is supported to allow communications with nodes thatdo not
support FINS communications.

A number of utilities required for network control, such as node diagnosis, rout-
ing table settings, loop tests, node configurations, are provided as standard
equipment.

2-2 Specifications

Communications
Specifications

ltem

Specification

Communications system

N:N token ring

Network configuration

2-core optical fiber loop

Transmission system

Manchester code, base band

Baud rate

2M bps

Transmission paths

2-core plastic-clad optical fiber
2-conductor composite power lines (0.75 mm?)

Number of nodes

126 maximum (per network, not including 1 Line
Server)

Node separation

1 km maximum (3 km with repeaters)

Communication services

Datagram and RAS services as well as FINS message
communications

Message length

2K bytes maximum

Communication buffer

Transmission buffers: 1 message

capacity Reception buffer : 2K bytes, 15 messages
RAS functions Automatic loopback

Node bypass by Central Power Supply
Power supply 1.1 Aat5 Vi5%

(With Central Power Supply: 0.8 A)

Environment

Operating ranges (In an IBM PC/AT or compatible)
Temperature: 5to45°C

Humidity: 8% to 80% (With no condensation)
Storage ranges (In an IBM PC/AT or compatible)
Temperature: -20t0 65 °C

Humidity: 8% 1o 85% (With no condensation)




Network Configuration Section 2-3

2-3 Network Configuration

The SYSMAC NET System is supported in single-level and multiple-level con-
figurations and is fully compatible with the SYSMAC NET Link Units on SYS-
MAC C-series and CV-series PCs.

FINS message communications are normally used to communicate with SYS-
MAC CV-series PCs, while the datagram service is used to communicate with

the SYSMAC C-series PC and other nodes that do not support FINS commu-
nications.

Examples of network configurations are given below.

2-3-1 Single-level Networks

IBM PC/AT

1BM PC/AT
or compatible P

or compatible

=] #
= ¢
SYSMAC NET 8

I Line Server

CV500 C2000H

1BM PC/AT
or compatible

Note When configuring a network, be sure to include a Line Server.



Network Configuration

Section 2-3

2-3-2 Multiple Level Networks

IBM PC/AT 4
C200H I or compatible
l Line Server
C1000H CV1000 C2000H
1 I ' Line Server
" IBM PC/AT
CV500 or compatible C2000H
SYSMAC LINK
” |BM PC/AT
C200H CV1000 or compatible
SYSMAC BUS/2
CH— I I | ]
CV500 CV500 /O

If FINS communications are used, communications are possibie across up to 3
network levels, including both SYSMAC NET and SYSMAC LINK Systems.



Software Configurations

Section 2-4

2-4 Software Configurations

CP_3200 BIOS

Datagram Service Driver

BASIC I/F

Diagnostic Service Driver

Diagnostic Utility

The following illustration shows the SYSMAC NET software configuration for
IBM PC/AT or compatible computers. (I/F = interface)

User applications

Diagnostic utility BASIC IFF

Diagnostic service driver Datagram service driver (DGIOX)

CP-3200 BIOS

SYSMAC NET Support Board

The CP_3200.SYS (BIOS) /O module supports send and receive functions for
the SYSMAC NET Support Board. The minimum memory capacity required
here is about 12K bytes.

The DGIOX.SYS IO module supports Datagram Service functions for the SYS-
MAC NET System. The minimum memory capacity required varies with the
number and size of the transmission and reception buffers. The BIOS described
above is required for DGIOX operation.

The BASIC interface is a programming language interface provided to simplify
datagram communication via user applications. The BASIC language is sup-
ported.

The DIAG32.SYS I/0 module supports SYSMAC NET diagnostic service func-
tions. The minimum memory capacity required is about 13K. The BIOS de-
scribed above is required for diagnostic service driver operation.

The diagnostic utility checks the status of nodes mounted in the SYSMAC NET
System by performing echo back and other tests to diagnose nodes.



Communication Features , Section 2-5

2.5 Communication Features

Token Ring SYSMAC NET System is a token ring LAN. The token ring system is used for
communications with nodes connected in the shape of aring. Atokenrepresent-
ing the right to transmit moves around the network enabling the node holding the
token to transmit. The transmitting node generates a token at the end of trans-
mission, and thus passes the right to transmit to the next node. If the token is
passed to a node that doesn’t have data to transmit, the token is immediately
passed to the node with the next highest address.

Transmit

Receive
nodse

node

BB Freo token [ senddata Busy token

Loopbacks The SYSMAC NET System supports a loopback function. The ioopback function
automatically creates a new transmission path on a backioop that s used to pre-
vent the entire network from shutting down in the event of a break in the trans-
mission path along the ring.

Line Server

Break in optical
fiber line

Node Bypass Function The SYSMAC NET System supports a node bypass function. The node bypass
function bypasses faulty nodes in order to prevent the entire network from shut-
ting down when a node within the ring is notworking. (A Central Power Supply is
required to support the node bypass function.)

Malfunction atnode 2

10



SECTION 3
Setup

This section explains setup procedures such as board settings, mounting, software installation, and operating tests. Perform
the setup procedure carefully while referring to this section.

3-1 Setup Procedlre .. .......euvuieiinii 12
3-2  Hardware SEHNgS .. ...uueuntitaar et 12
3-2-1 Block Names and Functions ...............uuueenineeneeinsnenni, 13
3-2-2  Node Address SEtNgS . . ... vvrrvre et e eee e, 14
3-2-3 /O Address SEHings ..........oevuriiniinei e 14
3-2-4  InterruptLevel SEtiNgs ... .ovivniniun e e 15
3-2-5  Summary of Factory SEIngs . ........veervunen e, 16
3-3 Mounting the Board . .........oeueiniini s e 17
3-3-1  Removing the COVET ... .e.iuit ittt 17
3-3-2  Installing the BOArd ..........vuvunninnieeiee e iee e, 17
3-3-3  Mounting the COVEr ...\ vuurnirnte et eee e 18
34 Cable CoNNECHONS .\ vuvvreett ettt et e e e e oo 18
3-4-1  Mounting the Cable Bracket ............ov.uuueresinn 18
34-2  Optical Fiber Cables and Power Lines .............ovioveiinonnonnnn., 18
3-5  Software Installaion ... .........ooeiiniuiiniee e 21
3-5-1  Executing the Install Program (INST32M) ...ovvineinvnsee e, 21
3-52  CONFIG.SYS CRECK .o vee ettt tee et e e e 27
3-5-3  Fle Check ..ottt it e, 29
3-6  TestSFOHOWINZ SEUP . ...ovvtueniii ittt 30
3-6-1  SYSEMRESEL ...ttt ettt et e 30
3-6-2  Check Using the Version Display Uity . .. ...ovuvuvuneneernnn o, 30
3-6-3  Status Information Check ..........iuiuiienn e 31
3-6-4  LOOD TSt o\ttt 31
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Hardware Settings Section 3-2

3-1 Setup Procedure

The following procedure describes the setup for communicating through a SYS-
MAC NET Support Board installed in an IBM PC/AT or compatible computer and
connected to a SYSMAC NET network.

Refer as needed to any or all of the manual sections given below while perform-
ing the setup procedure.

l Check the OS l __________ Make sure that DOS/V is installed
in the 1BM PC/AT or compatible.

r Set the Board J ---------- See 3-2 Hardware Settings.

r Mount the board, connect cables J __________ See 3-3 Mounting the Board and
3-4 Cable Connection.

I Instali the software J ---------- See 3-5 Software Installation.

Resetthe system | ----ooeome See 3-6 Testing Following Satup.

[ Test operation l ---------- See 3-6 Testing Following Setup.

[ Set the routine table J __________ See _Section 4 Routing Table
Setting Utility.

[ - |

Note The routing table setting is not necessary when using a single network.

3-2 Hardware Settings

Follow the procedure below to set the hardware. Be sure fo refer to 3-2-1 Block
Names and Functions when setting the hardware.

| Set the node address I ---------- See 3-2-2.
‘ Set the I/O address J ---------- See 3-2-3.
f Set the interrupt ievel J ---------- See 3-2-4.

12



Hardware Settings Section 3-2

3-2-1 Block Names and Functions

An external view of the Board showing the setting switches, LED indicators, and
other components is shown below.

8
SLt
St2
I OO 0cso
RSW4 RSW5 RSW3
Power supply connector
Name Function
RSW1, 2 Sets the node address.
RSWS, SP4 Sets the interrupt level.
RSW4, 5 Sets the VO address.
Su1 Upstream optical connector.
SL2 Downstream optical connector.
LED indicators Displays the power supply and loop status.
Power supply connector Connects the power supply line.
LED Indicators Indicator Status Funetion
Name Color
V2: Power | Red Lit Lit when power is supplied by the central
supply power supply.
Not lit Unlit if no power is supplied by the central
power supply.
NCD: . Green Lit Lit when connected to a normal loop.
Connection Not it Unlit if not connected to a normal loop.
BCD: ] Orange Lit Lit when connected to a back loop.
Connection Not lit Unlit if not connected to a back loop.
Short Pins Use the factory settings for SP1, SP2, and SP3 as shown below.
Short pin Factory setting
SP1 Short
SP2 Short
SP3 Open
RSW?2 ~ RSW1

SL1

hil’]
e

sL2

it el 173
Biiih
ooeersa |

s

RSW4 RSW5 RSW3

Power supply connector

13



Hardware Settings

Section 3-2

3-2-2 Node Address Settings

The node addresses are ysed to identify nodes. Do not use the same node ad-
dress more than one within a single network.

Node addresses are set using 2-digit hexadecimal numbers (01 to 7Ep) rang-
ing from 1 to 126 in decimal. Addresses are seton RSW1 and RSW2, and must
be set with hexadecimal numbers. '
Use a small straight flat-blade screwdriver to carefully set addresses without
damaging the switch groove.

The example below shows a setting of 12 (0Cy) (factory setting).

Leftmost Rightmost
4894 & ‘O,\ 894 )
© e} Lg 8
< O
-2) [2)
I3 °ro%”
RSW1 RSW2

St

il OO

RSW4 RSWE RSW3

Power supply connector

Note 1. The factory setting for the node address is 00y. Be sure to set the node ad-
dress for each node.

2. Do not use the same address more than once in a single network.
3. Do not use address 00y or addresses 7Fy and higher for any node.

3-2-3 1/0 Address Settings

14

The IO address used by the Board can be set. The factory setting can be used
as long as no other option boards are being used.

The /O address is set on RSW4 (Leftmost) and RSW5 (Rightmost) within a

range from 000y to 3F0y. Use RSW4 and RSW5 to set the leftmost two digits of
the 1/O address (i.e., the XX part of XX0y).
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The example below shows a setting of 300y {factory setting).
Leftmost Rightmost
489 288
B2 | | P
0 o ‘g 8
< O
) )
SI53” °I53”
RSwW4 RSW5
RSW2 RSWi LED@
L ==
St BSD
BRD
SO SL2
1] -z

RSW4 RSW5 RSW3

Power supply connector

Note 1. Setaunique I/O addresses within a range from 000y to 3F0 when another

option board (e.g., SYSM

AC LINK Support Board) is being used.

2. The rightmost digit of the address is fixed at 0, but actually XX0y to XXFy are

used.

3-2-4 Interrupt Level Settings
The interrupt ievel used by the Board can be set. The factory settings can be
used as long as no other option boards are being used.

The interrupt level is set on short pin SP4 and rotary switch RSW3. Make sure
thatboth are set to the same level. The only possible settings here are 10, 11 and
15; do not use any other interrupt level.

Do not set the same level for any other option boards.

Short pin SP4 and rotary switch RSWa3 settings correspond to the interrupt lev-
els as shown in the following table.

Interrupt level Short pin SP4 and rotary switch RSW3
10 A
11 B
15 F

15
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The example below shows interrupt leve! INT10 (factory setting).

4
SP4
AR 0
D ...... A’

FECBAS76543

RSW3
’EDW’ DE“" tep =
St BSD
BRD
1 mmp
RSWARSWERSW3

Power supply connector

Note 1. Make sure that SP4 and RSW3 are set the same.
2. Do not set the same level used for other option boards.

3-2-5 Summary of Factory Settings

The factory settings for short pins and rotary switches are given below.

Short Pin Settings Short pin Factory setting Meaning
SP1 Shorted Do not change the
SP2 Shorted settings of SP1 to SP2.
SP3 Open
SP4 Only A shorted interrupt level INT10
Rotary Switch Settings Rotary switch Factory setting Meaning
RSW1 0 Node address 00y
RswW2 0
RSW3 A Interrupt level INT10
RSW4 3 /O address 300y
RSW5 0

:

[
L]

SL1t

8ss
PPP

SL2

O=e

RSW4 RSW5RSWI

Power supply connector

16
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3-3 Mounting the Board

3-3-1 Removing the Cover

1, 2, 3... 1. Turnoff power to the computer as well as any displays or printers connected
to the computer.

2. Unplug all power cords from the electrical outlets.

3. Remove the cover from the computer according to directions in the manual
that came with it.

3-3-2 Installing the Board

The following is a generalized procedure for mounting the Board. Refer to direc-
tions in the manual that came with the computer for details on specific comput-
ers.

1, 2, 3... 1. Lookinto the computer and locate an expansion connector without a board
mounted to it.

2. Remove the screws from the expansion slot cover using a flat-blade screw-
driver, and remove the cover.

3. Remove the power connector and the dust cover on the front panel of the
Board.

4. Hold the Board with the top of the Board facing you. Insert the Board so that
one end lines up with the adapter guide and the other end lines up with the
expansion slot guide. Make sure that the Board is inserted all the way into
the connector.

5. Tighten down the screws loosened in step 2.

A Adapter guide

Note The Board cannot be mounted with the power and optical connectors attached.

17
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3-3-3 Mounting the Cover

1,2, 3... 1. Place the cover onto the computer
2. Tighten the cover screws.
3. Connect all disconnected cords and cables to the rear of the computer.

Note Leave angap of atleast5 cm on either side of the computer to keep the comput-
er from overheating.

3-4 Cable Connections

3-4-1 Mounting the Cable Bracket

Mount the cable bracket as described below to secure the optical fiber cable and
power line.

1,2, 3. 1. Remove the screws (M3 x 2) mounted to the front panel of the Board.

&

{2 Gty (=T

 ———
%——O =

/ ¥

8 8

2. Usethe screws removedinstep 1. (M3 x 2) to secure the cable bracket to the
front panel of the Board as shown in the figure below.

3-4-2 Optical Fiber Cables and Power Lines

Transmission Path Wire the SYSMAC NET Support Board (S3200-NSB11-E) with optical fiber
cables.

18
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Also wire a power supply line to the Central Power Supply (§3200-CPS03) to
provide power to the network. The figure below shows a wiring example.

CN2

/ /5L2 CV500-SNT31
L1 D

Central Power
Supply

Line Server

Connect the optical fiber cable from SL1 to the upstream node’s SL2 connector
and the optical fiber cable from SL2 to the downstream node’s SL1 connector as
shown above.

Connecting Optical Fiber Follow the procedure below to connect the optical fiber cables and power line to
Cables and Power Line the SYSMAC NET Support Board (S3200-NSB11-E).

1,2, 3.. 1. Useaflat-blade screwdriver to secure the power line o the power connector
as shown in the figure below. Make sure that the conductive part of the pow-
er line is not protruding from the connector.

2. Connectthe optical fiber cable on the upstream side to SL1, connect the op-
tical fiber cable on the downstream side to SL2, and connect the power con-
nector to CN2 using the appropriate cables and connectors.

3. Secure the cables with the clinchers.

Power supply connector

(Red)

T
iyl R -
/// /J/ Clincher

/] I
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Note At the end node, connect the power line to CN2 as shown below.

From the upstream node

T

Ao

Connecting Diagram for SYSMAC NET Cables

From SL2 on the upstream node From the Center Power Sup-

ply or the upstream node

B N
(Back loop)  (Normal loop) @ @
a v
/—_\> (W)
Optical fiber X
( Composite cable supply line
/ T

-

oo

ore) Cet) owz) baw)

CCW

e {_\
. ower
Optical fiver|) ( supply line )
A A 4

s N9 @

(Back loop) (Normal loop)  To the downstream node
To SL1 on the downstream node
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At the end node, connect the power line to CN2 as shown below.

From the upstream node

@ ?
3-5 Software Installation
Software installation is required for basic software, datagram service software,
and the FINS library.

If the CONFIG.SYS file does not contain ANSL.SYS, then use an editor to add
the following line:

DEVICE=C:\DOS\ANSI.SYS
Screens will not display properly without ANSI.SYS.

3-5-1 Executing the Install Program (INST 32M)

Execute the install program as described below and input numerical figures
when prompted on the screen. The software installation automatically updates
the CONFIG.SYS and AUTOEXEC.BAT files.

Once the required items are input and the program ends, the basic software and
datagram service will be in the SN3200 directory. The CONFIG.SYS and AUTO-
EXEC.BAT files will also be updated.

The following explanation is for a standard IBM PC/AT or compatible computer
with floppy disk drive “A" and hard disk drive “C.”
Starting Up the Install Program (INST32M)
1,2,3.. 1.insertthe SYSMAC NET Support Software into drive A,
2. input INST32M>, at the drive A prompt.

NN

A:\>INST32M /E (B

21
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The following screen is displayed.

* % % ¥ & & & ¥ % SYSNET INSTALL PROGRAM * * * Version 1.05

<NOTES> When install program executes, 'CONFIG.SYS', 'AUTOEXEC.BAT'

are made in root directry

If these files already exist,naxt treatment will be done

1.The present fail is preserved as the file name of

extention mark '.ORG'

2.In case the information of SYSNET don't exist
yet,these information will be added

3.1If the information of SYSNET already axist

these information will be renewed

Do you want to install? [¥/N]

3. Input Y.

Do you want to install? ([¥/N] H Y

Installing the Basic Software
4. The following screenis displayed. Since the floppy diskis inserted indrive A,

input A-.

Insert disk of SYSNET in drive

Drive name A

22
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5. Input of the install destination is requested next. Since the software will be
installed on drive C, input C-.

Insert disk of SYSNET in drive

Drive name A

Specify drive name of the entered side(installed side)

Drive name HY

8. The following inquiry is displayed on the lower part of the screen. Input Y-.

Do you use basically software of SYSNET ?
(¥/N] : Y

“Copying” is displayed and loading begins. The following screen is dis-
played when the software is loaded.

7. Since new installation will be selected here, just enter 2

Select New entered or renewal of entered

{new: 0 renewal: 1] )

CONFIG.SYS and AUTOEXEC.BAT Settings
8. On the following screen, input the number of buffers and files. In this exam-
ple 20, and 20+ are input.

Enter the Parametor of CONFIG.SYS

buffers (present value=20] 20

files (present value=20] 20

Reference Information

Number of buffers: The number of system buffers that the OS will use.
Number of files: The number of files that the OS can open at once.
For further details, refer to your DOS manual.

23



Software Installation

Section 3-5

9. Input parameters of SYSMAC NET link driver on the following screen.

Entar the parametor of

SYSNET Driver
1/0 address

[ OH =~ FFOH presents OR) ¢ 0
Interrupt

[INT 00H <~ INT OOH present=INT OOH]

Network Address
[ 00H - 7FH present= OOH]

Language of Dtilities
{0 :JAPANESE 1 :ENGLISH]

Concentrator connection

[0 :none,l :exist]

Automatic setting of Routing table
{0 :none,1 :exist}

/O Address:

Interrupt:.

Network address:

Language of Utilities:

Concentrator Connection:

Automatic Setting of Routing Table:

The /O address used to access the SYSMAC
NET Support Board. Input the value setonthe
Board (normally 3007).

The interrupt level for SYSMAC NET commu-
nications. Skip this item since the defaultvalue
set on the Board is used.

Input the network address. Here, 07 is input.

Specify whether the messages output to
screenwill bein Japanese or English. Input ei-
ther number. Input 1 for this example.

Normally a concentrator is not used with the
SYSMAC NET System, so input 0.

If “Exist” is selected here, the routing
table setting command will be stored
in the AUTOEXEC.BAT file so the
routing table will be set automatically
in the SYSMAC NET link driver when
the computer is started up.

A routing table is not set in this exam-
ple, so input O>.

Reference Information

e« Refer to 3-2-3 /O Address Settings for more information on /O addresses.
o Refer to 3-2-4 Interrupt Level Settings for more information on interrupts.

o See Section 4 Routing Table Setting Ultility for more information on routing

tables.
Loading the Datagram Service (UDP/IP)

10. The following inquiry will come up. input Y.

24
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The following screen is displayed.

Do you use datagram service? [¥/N) H Y

Insert the datagram service floppy in drive :A

and press [RET] key

11. Since the datagram service software is included in the SYSMAC NET Sup-
port Software, just enter 5.

“Copying" is displayed on the lower part of the screen, and loading begins.
The following screen is displayed when the software is loaded.

transmitting file (TFTP) sarvice [0: DON'T, 1: DO } (1]
Auto restart [0: DON'T, 1: DO ]

buffer size of datagram {1-2000] byte

number of datagram buffer [1-32)

number of datagram buffer with ACK [0-32])

12. Input the datagram service parameters given below on the above screen.

Transmitting File (TFTP) Service: The transmitting file (TFTP) service is
notsupported at this time, so input 0.

Auto Restart: There is no need to enter anything
here.

Buffer Size of Datagram: Here, 20007 is input

Number of Datagram Buffers: The number of datagram buffers must

set high enough to allow for the data-
gram communications load. Here, 3
is input.

Number of Datagram Buffers with ACK: The number of datagram buffers with
ACK is not supported at this time, so
input 0.

The following service loading screen is displayed after all the items in step
12 areinput. Since these services are notpresently supported, they must be
handled as described below.
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13. Input N3 on the next screen.
Do you use file server service (server station)?
[¥/N] H N
14. Input N- on the next screen.
Do you use file server service (requester station)?
{¥/N] : R
15. Input N on the next screen.
Do you use TCP aervice
[¥/R} t N
16. Input N3 on the next screen.
Do you use name service?
[Y/N] H N
Summary of Settings The following display shows the settings made with the Install Program.

26

ContenParametoxr of SYSNET Driver I/0 Address

Pltamat.ox of COFIG.SYS Buffer 20
Filas 20
300
Interrupt 00
Network Address 00
Output message English
Connection with F.C. bl

Automatic fixture of Routing table ****

Using Service

Datagram USE
Buffer size 2000
Number of datagram buffer 3
Number of datagram with ACK buffer ]

Transmitting file (IFTFP) b
Auto restart b

File server(servar) bbbt
Auto restart whwe

File server(requester) LA A4

Name service vas
Auto restart i

TCP sexvice b

Are you sure? {Y/N]
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17. Check the setting details, and input Y- if they are correct.

Are you sure? [Y/N] Y

Updating CONFIG.SYS and AUTOEXEC.BAT
18. Input Y- on the following screen.

CONF1G.SYS and AUTOEXEC.BAT will be made

Are you sure ?  [Y/N] T Y

When the files are created, the following screen is displayed.

CONFIG.SYS and AUTOEXEC.BAT will be made
Are you sure ? [Y/N] HE 4

<<FINKISH OF MAKING>>

* Extract the system disk of SYSNET,

restart computer

The software installation is now completed. Restart the system to use the
SYSMAC NET Support Board.

Note Refer to 3-6 Tests Following Setup and perform the communications tests be-
fore actually communicating for the first time.

3-5-2 CONFIG.SYS Check

Make sure that CP_3200.SYS, DIAG32.SYS, and DGIOX.SYS are properly
listed in the CONFIG.SYS file.
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CP_3200.SYS (SYSMAC
NET Link Driver)

1,2, 3...

DIAG32.SYS (Node
Diagnostic Response)

DGIOX.SYS (Datagram
Service)

1, 2, 3...

28

Input TYPE CONFIG.SYS5 at the prompt for the root directory of drive C.

C\>TYPEL_CONFIG.SYSLD

BUFFERS = 20
FILES = 20

DEVICE =\ SN5200\CP.3200.5YS IO0300H.NETOOHMO.LO
DEVICE =\ SN3200\DIAG32.5YS
DEVICE =\ $N3200\DGIOX SYS /R2000,03,A00

Make sure that the three lines above were added correctly.
The following explains the parameters.
DEVICE = \SN3200\CP_3200.SYS 100300/, /NETQQH, M0, LO
1 2 3 4
1. I/O address (I/OxxxxH}

The same value must be set as the hardware setting.
xxxx: 0000 to 03F0 (4-digit hexadecimal)

2. Network address (NETxxH)

The same value must be set for all nodes in the same network.
xx: 00 to 7F (2-digit hexadecimal)

3. Display language (Mx)

The display language specifies the language used to display utility mes-

sages.
x=0: Japanese, x=1: English

4. Concentrator connection Y/N (Lx)
Normally a concentrator is not used, so specify 0.
x=0: No, x=1: Yes
DEVICE =\SN3200\DGIOX.SYS
No parameters are required.

DEVICE = \SN3200\DGIOX.SYS /B2000, 03, AQQ
1 2 3
1. Buffer size
1 to 2000 {Decimal)
2. Number of reception buffers
1 t0 32 (Decimal)
3. Number of datagram buffers with ACK
0 (Not supported)
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3-5-3 File Check

Make sure that the files listed below have been copied to the SN3200 directory
after installation is completed.

Input the following at the prompt for the SN3200 directory.

C:\SN3200>DIR | MORE

or
C:\SN3200>DIR/W
File List DIAG32.SYS 13684  90-06-27 5:52
PCDSPLTM.C 10862  92-07-08 7:01
CP_3200.SYS 9973  92-07-15 3.33
PCDSPLTM.EXE 10434  92-06-18 1:01
STAT32.EXE 18897  91-11-06 3:.03
RT2_2 230  89-06-20 11:22
RT2_1 237  89-05-12 10:34
VERMNG 2545  91-09-26 19:58
RT1_1 119 89-05-12 10:33
RTi_2 119 89-06-20 11:15
LTEST.EXE 33954  90-04-04 2:05
RT1_3 119 89-12-19 18:52
SCAE2 1731 89-04-07 9:42
SCAE1 1611 89-04-07 9:42
SCA7 1916  91-08-30 13:11
SCA5 2038  89-12-21 17:00
SCA4 1942 89-12-21 17:04
SCA3 1791 89-02-10 17:49
SCA2 1611 89-04-07 9:43
SCA1 1505  89-02-10 17:48
SCAE7 2152 910702 1348
SCAES 2107  89-12-21 17:03
SCAES 2107  89-12-21 20:54
SCAE4 2007  89-12-21 20:54
SCAE3 1879 89-04-07 9:39
SBE1 297 89-12-21 16:59
SBE2 443 90-05-29 16:53
SBEE1 260  89-04-10 15:37
SBEE2 374  90-05-29 16:49
SBF1 297  89-12-21 16:57
SBF2 443 90-05-29 16:53
SBFE1 260  89-12-21 17:08
SCAS 2038  91-11-26 8:59
SBFE2 374  90-05-29 16:49
DIAGMT32.DAT 1 92-07-08 19:27
DGTESTM.EXE 43925  89-12-15 1:01
PCDSPMSM.C 11634  92-04-21 17:56
ROUTE.DAT 1 920708 18:56
DGSUB.BIN 13628  90-06-18 2:11
CONF32.EXE 22065  91-11-05 18:26
INST32M.EXE 103070  92-02-19 1:.05
VER32.EXE 11385  91-11-06 3:03
PCDSPMSM.EXE 8659  89-12-05 1:01
DGSUB.OBJ 8972  90-06-18 2:11
RTREAD.EXE 16848  90-06-25 3:02
OPTCONF.EXE 28129  89-12-21 13:27
RTSET.EXE 15154  92-07-09 16:48
TBLCONF.EXE 30337  89-12-20 22:23
CUT32.EXE 9133  89-12-11 3:01
DIAGMT32.EXE 179426  91-09-16 5:54
ATDSPBAM.BAS 3344  92-05-14 6:22
CONFIG.SMP 86  90-04-25 9:21
DGIOX.SYS 11449  92-07-09 2:14
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3-6 Tests Following Setup

Perform the following tests after setting the hardware and installing the software
in arder to diagnose whether the setup was correct or not.

3-6-1 System Reset

1,2, 3.. 1.Ifthereis a floppy disk in drive A, remove the disk at this time.

2. Press DEL while holding down both the CTRL and ALT keys to reset the sys-
tem. Make sure that the following screen is displayed after the DOS system

starts up.
SYSNET CP3200 V 30R 33
LOADED BIOS.

The following screen is displayed if the resident DIAG32.8YS module for
node diagnosis was properly installed.

DIAGNOSTIC SERVICE driver is now active

Error Messages The following message is displayed if there is an error in SYSMAC NET driver
parameters.

(irregular parameter of BIOS)

The following message is displayed if the setup was not correct.

(WARNING NSB-11 ADAPTER CARD NOT INSTALLED)

The following message is displayed if DIAG.SYS installation was incorrect.

Faile to load DIAGNOSTIC
SYSNET BIOS is not existed

If any of these messages is displayed, correct the CONFIG.SYS parameters as
well as the NSB rotary switch and short pin settings, and then restartthe system.

3-6-2 Check Using the Version Display Utility

The version display utility displays information set for the SYSMAC NET link
driver. Check to make sure that the settings are correct.

Input VER32- at the prompt for the SN3200 directory.

C:\SN3200> VER32
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The screen below is displayed.

oo SYSNET VERSION INFORMATION * * * Version 3.03
Type
Version 3.0
Revision 3.3

Packet Length (MAX) 2048 Byte
Interrupt Number 10
1/0 Address 0300H
Intexxupt Process Address
Offset 1FBBH Segment 1lB25H
C:\SN3200>

Refer to 8-1 Version Display Utility for details on the display.

3-6-3 Status Information Check

3-6-4 Loop Test

Status information can be displayed on SYSMAC NET linkdriver settings or indi-
vidual node status. Check the network address, local node address, and loop
status.

Input STAT32+ at the DOS prompt.
C:\SN3200> STAT32

The following screen is displayed.

v SYSNET STATUS INFORMATION * * * Version 3.03

Net work Addreas = 000

Node Address = 018
Optical LAN * normal
Power = OFF

80 D3 12 A4 01 2A 2D VER=V 3,0,R 3.3

Illegal Interrupt 0

Receive Interrupt Error 0
Number of Send Interrupt Error 0
Total send 0 Error in Receiva Process 0
Normal send 0 PCB Packet Typs Unmatch 0
Total raceive 0 Illegal Loop 0
Normal receive 0 Can't Use The Send Buffer 0
Send Execute 0 Recsive Data Short o
Send Requast 0 Send Time out [+]
IP Send 0 Receive Time out 0
¥hen you have the option to set the /P,you can look at the

C:\SN3200> counter of every PROTOCOL.

Check the board settings, CONFIG.SYS file parameters, and optical fiber
cables if a loop error is indicated.

Refer to 8-2 Status Display Ulility for details on this display.

The loop test determines whether a computer that has been set up can commu-
nicate on the network or not.
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1,2,3..

In the loop test, 2K bytes of test data is transmitted from the computer onto the
network using the address of the local node (i.e., the computer). The received
data is compared to the transmitted data, and the resuits are displayed.

The procedure for the test is given below.

1, Input LTEST-, at the prompt for the SN3200 directory.
C:\SN3200> LTEST

The following initial screen is displayed.

«** SYSNET LOOP TEST UTILITY PROGRAM *** Version 2.05

This program tests the SYSNET by cpmparing data
transmitted for own node and recelved data.
2k byte test data is changed its copmposition of format every time.

< Press [P) or (G) key to start >

{P} key----> Print out the result of the test.
(3] key~---> Not to print.
[ESC) key----> Exit from this test.

2. Input G to start the loop test. Input P to print out the test results. The results
are printed out when the test is completed.

3. Press the Escape key when a sufficient number of tests has been performed
to end the test and display the results.

network address = 00h
node addesss = 12h
loop status = D3h
Start Date 1992/10/15 Time 11:13:50 data = 3Fh

Total Normal Time out Abnormal) length Abnormal data
64 64

Message :

4. Press any key while test results are displayed on screen to end the utility and
display a prompt.
Refer to Section 6 Loop Test Ulility for procedures when messages are dis-
played or errors are indicated.



SECTION 4
Routing Table Setting Utility

A routing table must be set for communications with interconnected (i.e., remote) networks when more than one network is
connected in a system. Refer to this section to set the routing table.

4-1  General DesCHPLON .« . vt 'te e tete e e ne e aeeetis e e ean e, 34
42 WhatIsaRouting Table? . ... ..utuin ittt it et i it 34
4-2-1  ROUHMG ..ottt et ettt e et e et i eneanrnes 34
4-2-2  Routng TADIES .. .o iutii et i e e 34
4-2-3  Network and Node Addresses .........oveverirenrnneinnennennennnn. 35
4-2-4 TP AdAIESSES .. .\teuii ittt e e, 35
4-3  Editing Routing Table Files .. ....cuuiieir it ini it eieie e iarannenns, 36
4-4 Reading and Setting Routing Tables ..........couveiiiiiiiin ... 36
4-4-1 Routing Table Settings . . . ....uuuirenr it ittt e, 36
4-4-2 ReadingRouting Tables . . ... .ovuen v eeeeanans, 38
4-5  Automatic Routing Table Settings ........ovvutiruiniineinreernrerannnnnnn.. 39
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4-1 General Description

Small-scale LAN systems can be constructed with just one network, but larger-
scale systems often must be constructed with multiple networks.

A routing table is required when muitiple networks are connected together so
that nodes on one network can communicate with nodes on the other networks.
The routing table setting utility simplifies the process of setting routing tables and
reading routing tables that are set.

This section describes routing, routing tables, network addresses, and node ad-
dresses, and explains the procedure for using the routing table setting utility.

4-2 What Is a Routing Table?
4-2-1 Routing

A node in one network cannot communicate with a node mounted in another net-
work in the same way that it communicates with other nodes within its own net-
work. Here communications must go through at least one gateway or a bridge.

Therefore the gateway or bridge to go through must be setin order to communi-
cate with nodes in the other network. Routing refers to a function that directs
communications through a specified gateway or bridge when transmitting to oth-
er networks.

4-2-2 Routing Tables

A routing table lists paths from the transmitting node to the receiving node. The
information listed in the table consists of the network address of the communica-
tion destination as well as the address of the first gateway (first hop address).

In the network shown below, for example, node 1 on network 1 is fo communi-
cate with a node on network 2. Here, the following information must be listed in
the routing table.

Destination network address: 2
Gateway address (First hop address): 3

Transmission
source

Network 1 Network 2

Figures in boxes indicate node addresses.
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4-2-3 Network and Node Addresses
A network address is assigned to each network in order to enable routing. The
assigned network address must notbe the same as any other network address.

A network with multiple nodes uses a unique node address for each node. The
same node address cannotbe used twice within the same network, although the
same node address can be used again in different networks.

Wrong: Must not be the same

l l

Network address 1 Network address 2 Network address 1

Local bridge Local bridge

@
May be the same

Wrong: Must
not be the same

4-2-4 |P Addresses

The network and node addresses described above together form what is known
as an internet protocol (IP) address. An IP address is represented by 4 bytes
{32 bits) allocated to the network and node addresses. There are three ways to
allocate bits. The SYSMAC NET System uses Class A.

IP Address Format

0 1 78 31
Class A [0 NA (7 bit) LA (24 bit)

012 15 16 31
ClassB | 1| 0 NA (14 bit) LA (16 bit)

0123 23 24 31
ClassC [ 1] 1{0 NA (21 bit) LA (8 bit)

NA: Network address
LA:  Local address (Node address)

The node address set for the SYSMAC NET Support Board and the network ad-
dress set for the SYSMAC NET link driver are used unaltered in the IP address
so thatthe SYSMAC NET network and node addresses can be obtained directly
from the IP address.
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SYSMAC NET Address Format
Network address (1 byte) Node address (1 byte)

I I 004 l | 11y

Fixed values

4-3 Editing Routing Table Files

Routing data is stored in a data file (ROUTE.DAT) to set routing tables.

The following describes the procedure for storing routing data for node address
#1 (IBM PC/AT or compatible computer) using the network configuration shown
below as an example.

IBM PC/AT or compatible

Network 3 Network 1 Network 2

1, 2,3... 1. Startthe editor and open the ROUTE.DAT file located in the SN3200 direc-
tory.
2. Enter one piece of the routing table on each line. Here, input the following.

02000000,03 Indicates initial transmission to the gateway at
03000000,06 node 3 when transmitting to network address 2.
=

e Write the network address in hexadecimal in section A. The network address is
expressed in bytes 1 to 4. Class A IP addresses are used in SYSMAC NET
Systems, so set the network address in the first byte and insert zeroes in the
next three bytes to make four data bytes.

o Use a comma to separate the network and gateway addresses.
e Enter the gateway address in hexadecimal in section B.
Note a) A maximum of 80 lines can be stored in a routing table file. Aner-

ror will be generated if the table contains more than 80 lines or no
lines when the routing table is set.

b) The network address may be 2 or more bytes long when connect-
ing to a LAN system other than SYSMAC NET System. The rout-
ing table setting utility can set network addresses ranging from 1
to 4 bytes.

4-4 Reading and Setting Routing Tables
4-4-1 Routing Table Settings

The following procedure is used to set routing tables.
1,2,3... 1. Input RTREAD- at the SN3200 directory prompt.

C:\SN3200>RTREAD
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The RTREAD selection menu is displayed.

e SYSNET RTREAD * e Version 3.02

1 : SET THE ROUTING PARAMETER.

2 : DISPLAY THE ROUTING TABLE.

Enter your requirement.

2. Enter 1. Data will be read from the ROUTE.DAT file, and set in the routing
table for the SYSMAC NET link driver. The following message is displayed if
the routing table is set correctly.

Set up Parameters ROUTING TABLE.

3. Press the Escape key to display the RTREAD selection menu.
4. Press the Escape key again to quit and display a prompt.
Note a) Refer to 4-3 Editing Routing Table Files and store routing data in
the ROUTE.DAT file before attempting to set a routing table.
b) Create or copy the ROUTE.DAT file to the directory from which
RTREAD will be executed.
Error Messages One of the following messages is displayed when there is an error.
Create a ROUTE.DAT file if the following error appears.

ROUTE.DAT file not found.
Make a ROUTE.DAT file by “EDLIN®,

Ifthe following error appears, the number of records in the ROUTE.DAT file may
disagree with the actual number of addresses, or a character that is not hexade-
cimal (0 to F) may be entered as an address. Use an editor to correct the
ROUTE.DAT file.

Illigal Parameter in ROUTE.DAT file.
Make a ROUTE.DAT file by "EDLIN*.

{ Exsample. )

01000000,09

80210000, 10
| trm—mmm———— >GATEWAY Node Address’
e b I >Retwork Address
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Note 1. Aroutingtabie setwith the routing table setting utility is not saved when com-
puter power is turned off. Set the routing table each time the system is
started.

2. Refer to 4-5 Automatic Routing Table Settings for information about setting
a routing table automatically when the computer is started.

- Reference Information

Japanese or English language displays can be selected by attaching the option
when inputting the command as shown below. If no option is selected, the lan-
guage set in the CONFIG.SYS will be displayed.

C:\SN3200> RTREAD/Ep English
C:\8N3200> RTREAD/J7 Japanese

The displays can also be switched by entering CTRL + E onthe RTREAD selec-
tion menu.

4-4-2 Reading Routing Tables

The following describes the procedure for reading routing tables.

1,2, 3... 1. Afterexecuting RTREAD, enter 2 from the RTREAD selection menu shown
below.

. SYSNET RTREAD . Version 3.02

1 : SET THE ROUTING PARAMETER.

2 : DISPLAY THE ROUTING TABLE.

Enter your requirement.

The following screen is displayed with proper execution.

Network Address {Hex) GATEWAY Node Address (Hex)
0z 2.9
03 oc

2. Press the Escape key to display the RTREAD selection menu.
3. Press the Escape key again to quit and display a prompt.
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The following screen is displayed if there is no routing table.

Return status :FFFF

ROUTING. TABLE not found.

Ifthe return status is not 0, then the SYSMAC NET link driver is malfunctioning.
Check to see if the SYSMAC NET link driver is loaded properly in the CON-
FIG.SYS.

4-5 Automatic Routing Table Settings

1,2 3..

Note

The following procedure can be used to automatically set the routing table when
the computer is started.

1. Write the routing data in the ROUTE.DAT file.

2. Write RTSET in the AUTOEXEC.BAT file.

3. Move the ROUTE.DAT file to the root directory.

4. Move the RTSET.EXE file to the root directory.

5. Restart the computer.
The foliowing message is displayed if the routing table is set correctly.

v SYSNET RTSET k. Version 3.03

Set up Parameters ROUTING TABLE,

Reference Information

o Refer to 4-3 Editing Routing Table Files for the procedure for editing
ROUTE.DAT files.

o Step 2. is not necessary if automatic setting of the routing table is selected in
the install program (INST32M). Refer to 3-5-1 Executing The Install Program
(INST32Mj for further details. ’

° The routing table is set if RTSET- is entered from a prompt for the directory
containing ROUTE.DAT and RTSET.EXE. This function is the same as 4-4-1
Routing Table Settings.

The ROUTE.DAT and RTSET.EXE files must be moved to the root directory in
order to set a routing table automatically.
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SECTION 5
Diagnostic Utility Program

This section describes the Diagnostic Utility Program, which is used to check operation when the SYSMAC NET System is
installed and to troubleshoot the system when errors occur,
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5-1 Introduction

Read Node Status

Dump Memory
Set Comment
Echo Back Test
Broadcast Test

Configuration

Loop Construction
Check/Display

When using the SYSMAC NET System for inter-node communications, itis im-
portant to have operations to perform operational tests after installation and to
correct the errors that might occur during regular communications operations. In
addition, itis important to have various statistical data for network management.
The Diagnostic Utility Program provides these operations.

All of the nodes connected to the SYSMAC NET System will respond to diagnos-
tic requests from the Diagnostic Utility Program. The network administrator can
use this utility program to determine the status of the network and identify any
problem spots.

The Diagnostic Utility Program can be broadly divided into the following 7 opera-
tions.

Displays LAN-related information for the specified node or all nodes. The load
conditions of each node can also be dispiayed so any errors that occur can be
identified.

Displays the contents of memory from a specified node.
Inputs comments to distinguish nodes.

Performs a echo back test with the specified node, transmitting and receiving
back arbitrary test data. This operation can be used to determine whether the
network can carry out normat communications with other nodes.

Sends test data to all nodes. This operation can be used to determine whether all
of the nodes are receiving normally and locate problem nodes.

Sets the Diagnostic Utility Program’s reception wait timer value and the display
format for the Read Node Status operation.

Determines the order of the active nodes in the network and lists the status ofthe
nodes in the network.

5-2 Menu Structure

Main Menu

42

The following diagram shows the menu structure for the Diagnostic Utility Pro-
gram. Read 5-3 Starting and Exiting the Ulility Program and 5-4 Basic Opera-
tions before proceeding to a particular operation.

—]

—2]

mE

1. All Nodes
Read Node Status 2. From the Specified Node to the Last One
Dump Memory I 3. Tt'\e Specified Node
4. Display the Status Table
Set Comment 5. Clear the Status Table

6. Diagnostic Table Read

]

Echo Back Test J

—s]

Broadcast Test J

—6]

Configuration J

—7]

Go-ahead Pollin
Loop Construction Check }——‘E °

Center Polling

—e]

Loop Construction DisplayJ

o

Quit J
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5-3  Starting and Exiting the Utility Program

This section explains how to start and exit the Diagnostic Utility Program.

5-3-1 Starting the Utility Program

To start the utility program, change to the “SN3200" directory and enter
“DIAGMT32."

C:\SN3200>DIAGMT32

The following menu will be displayed. A process can be entered by pressing its
corresponding number, 1 through 8.

x R % SYSNET DIAGNOSTIC UTILITY PROGRAK x* % X Version 5.54

. READ NODE°S STATUS

. DUKP HEMORY

. SET COMMENT

. ECHO BACK TEST

. BROADCAST TEST
CONFIGURATION

. LOOP CONSTRUCTION CHECK

. LOOP CONSTRUCTION DISPLAY
. QUIT (Not registered)

WD 00T U LR

Enter your requirement.
Press [ESClkey to exit.

Note lItis possible to select Japanese or English displays by adding an option when

starting the utility program. If the option is omitted, the language set inthe CON-
FIG.SYS file (English) will be displayed.

C:\SN3200> DIAGMT32 /E ........ English

C:\SN3200> DIAGMT32 /J ........ Japanese

The display language can be toggled from the main menu by pressing the Con-
trol+E Keys.

5-3-2 Exiting the Utility Program

Exiting by Pressing “9”

Exiting by Pressing Escape

Exit the utility program by pressing the Escape Key or the “9” Key from the main
menu. If another display is shown, press the Escape Key repeatedly to return to
the main menu and exit. There are some differences in exiting by pressing Es-
cape or “9.”

When the Read Node Status or Loop Construction Display operations have
been performed, the information is recorded and can be displayed again later.
This information can be displayed again any number of times during program
execution, but all of the information will be cleared when the utility program is
exited by pressing “9.” Also, any comments set with the Set Comment operation
won't be registered.

Whenthe utility program is exited by pressing the Escape Key, the information is
written to the DIAGMT32.DAT file in the system volume. For example, if the
Read Node Status operation is performed and the utility program is exited by
pressing the Escape Key, the information set with the Read Node Status opera-
tion can be displayed by the Display the Status Table operation. Comments will
also be registered.
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5-4 Basic Operations

This section describes the operations used to input data, move between input
fields, and output to the printer. These operations are the same regardless of
where they are used.

5-4-1 Inputting Values

The following parameters have common input conditions when they appear as
input fields.

Network Address Network addresses range from 0 to 127 (decimal). The network addressis used
to identify the network. Specifying “0” for the destination network address indi-
cates the local network. For example, if the local network address is “5”" it can be
indicated by entering either “5" or “0” for the destination network address.

Node Number Node numbers range from 1 to 126 (decimal). Up to 126 nodes can be con-
nected in one network. input the node number of the node which you want to
test.

Segment The segment ranges from 0 to FFFF (hexadecimal).

Offset The offset ranges from 0 to FFFF (hexadecimal). The segment and offset spec-

ify addresses in the other node's memory.

Ifthe other node is an x86 series (Inte!) node, the segment and offsetare usedas
they are.

If the other node is an NSU or Bridge and the CPU is a 68000-series (Motorola)
CPU, specify the segment and offset by the following method:

Segment: 0100
Offset: 8000

018000+~ The actual address is 18000.
The actual address is the segment x 256 plus the offset.

5-4-2 Moving Input Fields

After inputting a value for an item or after selecting “Y” (Yes) or “N” (No), move to
the next item by pressing the Return Key. If there are multiple numeric inputs,
press the Escape Key to go back to the previous item to change the value that
was input.

For items that provide a specific selection of settings, the input field will move to
the next item when a number is input to make a selection.

5-4-3 Outputting to the Printer

Depending on the process, the results of processing can be displayed on the
screen and simultaneously output to the printer. The following message will be
displayed at the end of a process if the process supports printing.

Do you want to print the report ? {y/n?

When the message is displayed, enter “Y” to output the results to the printer; en-
ter “N” to display the results without outputting the data to the printer.

5-4-4 Common Display Contents

The following information on the local node will be displayed at the top of the
screen.

1,2,3.. 1. The local network address
2. The local node number
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3. Information on the status of the LAN, as shown in the following table.

Loop status Display code
Power not supplied. Power supplied.
Normal loop D3y F3y
Upstream loopback DBy FBy
Downstream loopback D7y F7y
Loop error DFy FFy

5-5 Read Node Status

Data cannot be transferred to and from another node if that node’s configuration
is not correct. It is important to verify that the other node’s configuration is set
correctly before transmitting. The required information can be obtained with the
Read Node Status operation.

5-5-1 Read Node Status Information

Loop Status (Optical LAN)

The information that can be obtained with the Read Node Status operation is
described below.

It can be determined whether the loop’s status is normal, upstream loopback, or
downstream loopback. All of the nodes are normal if a SYSMAC NET System
loop is connected as shown in the following diagram.

Node 1 Node 2
)] 9]

| Line Server
j Normal loop
———e
(3) 4)
Node 3 Node 4

If the connection between nodes 1 and 2 is broken, node 1 would become an
upstream loopback, node 2 would become a downstream loopback, and the oth-
er nodes would be normal.

In this way it is possible to know how each node is actually connected. When an
upstream loopback or downstream loopback is displayed in the results of a Read

Node Status operation, the optical fiber cable might not be connected properly.
Check the cable connections.
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Node Identifier (Type)

Comments

46

In the SYSMAC NET System, each node is given a 3-character identifier. For
example, an IBM PC/AT or compatible is registered as “ICA.” This operation al-
lows the type of node to be identified.

Identifier Node

ICA FC55, PC/AT, or AX (PC-DOS or MS-DOS)
TAA OMRON Programmable Controller

VAA LUNA-FA, FX9200, or YEWMACS500

AAA FASMIC

FAA FMR or Panacom M (MS-DOS)

FBA FMR (iRMX86)

FCA FMR (iRMX286)

FDA FMR (0S/2)

1AA PS/55 (MS-DOS)

IDA PS/55 (MS-DOS Microchannel)

IEA PS/55 (OS/2 Microchannel)

JAB YEWMAC300

NAA PC9801, PC-286, or PC-386 (MS-DOS)

NAB PCogo1, PC-2886, or PC-386 {(MS-DOS)

NAC PC9801 (0S/2)

OAA if800

PAA PANAFACOM C-280, or FACOM IVA OPERATE 7000
PBA PANAFACOM C-280EX, or FACOM Tmkl! OPERATE 7000mkii
PCA PANAFACOM C-380EX, or FACOM Z{mkll) OPERATE 8000(mkil)
RAA uPORT-Ii, FA286, Techno-PRO, FA286

UAA Ustation

SAB BSC-procedure Datagram

SAC Asynchronous BASIC-procedure Datagram
SBB Ethernet G/W DL Router

SBC SN-3200 to SN3300 G/'W

SBD Remote Bridge

SBE Local Bridge

SBG Ethernet Gateway IP Router

SBH X 25 Gateway

SBI Remote Bridge IP Class A

SCA Asynchronous Non-procedure Datagram

SCB Asynchronous Non-procedure Virtual Circuit
SCC Asynchronous Non-procedure Permanent Datagram
SCD Address Memory-type Datagram

SDA HDLC-procedure Datagram

VAB SN3500 IP Router

JAC Yokogawa Electronics Programmable Controller
DAA Mitsubishi Electronics Programmable Controller
AAB Fuiji Electronics Programmable Controller

HAA Sharp Programmable Controller

YAA Yaskawa Electronics Programmable Controller

The comments for each node are displayed simultaneously when the results of
the Read Node Status operation are displayed. Refer to 5-7 Set Comment for
details on registering comments.

The comments are convenient for locating a problem node if comments such as
the mounting location have been registered for each node.
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IP Addresses (IP Type)

Loop Test Information

Inthe SYSMAC NET System, the IP address is expressed in 4 bytes, as shown
below.

Fixed value Fixed value

| | oo | [ 1o ]

l |

Node address Network address
(hexadecimal) (hexadecimal)

Evenif communications are successful in node diagnostics, they may be unsuc-
cessful with other programs. One possible cause is a mistake in the network ad-
dress setting. The first byte of the Read Node Status operation’s IP address can
be checked to see whether such a mistake was made.

Refer to 5-9 Broadcast Test for details.

5-5-2 Read Node Status Menu

Operations

Procedure

1,2 3.

The Read Node Status menu will be displayed when “1. Read Node Status” is
selected from the main menu.

* ¥ % SYSNET DIAGNOSTIC UTILITY PROGRAM * % %

¢ < READ NODE STATUS > >

. ALL NODES

. FROW THE SPECIFIED NODE TO THE LAST ONE
. THE SPECIFIED NODE

. DISPLAY THE STATUS TABLE

. CLEAR THE STATUS TABLE

. DIAGNOSTIC TABLE READ

@ o e

Select from 1 to B by numeric key.
Press [ESClkey to exit

The following six operations can be selected from the Read Node Status menu.
1. Access the status, maintenance, and broadcast test information for all
nodes.

2. Access the status, maintenance, and broadcast test information in order
from a specified node.

3. Accesses the status, maintenance, and broadcast test information for a
specified node only.

4. Displays the above information (accessed by operations 1 through 3) (this
information is recorded in a table in memory).

5. Clears the status table.

6. Displays the contents of the specified node’s diagnostic table.
Press the corresponding operation number to execute one of the six Read Node
Status operations. The Read Node Status menu will be displayed again when

the selected operation is completed. Press the Escape Key to return to the main
menu.
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5-5-3 Operation 1: All Nodes

1,2 3.

Information will be read for all nodes in the specified network when “1. All Nodes”
is selected from the Read Node Status menu. The procedure is as follows:

1. Enter “1" at the Read Node Status menu to select “1. All Nodes.” The follow-
ing display will appear.

NODES

* x n ALL
1 Node address 12

® % X
Network Optlcal LAN D3

Node = 1 ~-> 128

Enter Network

Press [ESClkey to exit.
Do you want to print the report ? <y/n>

2. Enter the desired network address. (Just press Return to specify the local
network.)

3. Indicate whether the resuits should be output to the printer.
(Enter “Y" to output the results to the printer, “N" to cancel.)
The status of nodes 1 through 126 in the specified network will be listed in
order, as shown in the following diagram.

X %k %X
Network

READ NODE'S STATUS x % %
1

Node address 12 Optical LAN D3

% {===Loop test----)
1 P type count
81808111 (short) [

E2 23
E 223
*kk
XK
FRK
XK
L 12 4
Lt
RKX
OFF
g

KAk

*EK
*EE
KR
AKX
*XE
REX
R
L3
E 234
NAA
XK
kX

01988C1H1 )
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15 Timeout ET T 31

Refer to 5-5-1 Read Node Status Information for details on the information
provided in the table.

The gray section in the above display may be displayed as a “Display termi-
nals limit to set the comment data.” or “Display terminals limit to respond.”
Refer to 5-10 Configuration for details.

The “0” under the number of loop tests (count) might not be displayed for
some nodes.
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The number of loop tests is displayed as a 4-byte counter when the other
node’s node diagnosis operation is version 5.51 or higher, and a 2-byte
counter when the other node’s node diagnosis operation is pre-version
5.51. “Short” will be displayed with the 2-byte counter.

4. When the operation is completed, press any key to return to the Read Node
Status menu. (Press the Escape Key to abort the operation while in prog-
ress, then press any key to return to the Read Node Status menu.)

5-5-4 Operation 2: From the Specified Node to the Last One

Information will be read from the specified node to the last node in the specified
network when “2. From the Specified Node ..." is selected from the Read Node
Status menu. The procedure is as follows:

1,2,3.. 1. Enter“2" atthe Read Node Status menu. The following display will appear.

% % ® FROM THE SPECIFIED NODE TO THE LAST ONE » #= »
Network 1 Node address 12 Optical LAN D3

Enter Network

Enter Node Addrass.

Press [ESClkey to exit.

2. Enter the network address of the network that the node is in.
3. Enter the node number of the first node fromwhich information is tobe read.
4. Indicate whether the results should be output to the printer.

The status of the specified node through the last node in the specified net-
work will be listed. The format of the list is the same as the one shown in
5-5-3 Operation 1: All Nodes, but starts at the specified node.

The operation can be aborted while in progress by pressing the Escape Key.
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5-5-5 Operation 3: The Specified Node

When “3. The Specified Node" is selected from the Read Node Status menu, the
utility program will display the response status in hexadecimal and ASCllin addi-
tion to the node status information provided by operations 1 and 2. The proce-
dure is as follows:

1,2,3.. 1.Enter*3"attne Read Node Status menu. The foliowing display will appear.

* X % THE - SPECIFIED NODE * % &
Network 1 Node address 12 Optica! LAN D3

_Enter Network

Enter node address.

2. Enter the network address of the network that the node is in.
3. Enter the node number of the desired node.
4. \ndicate whether the results should be output to the printer.

Information from the specified node will be listed, as shown in the following
diagram.

% x THE DIAGNOSTIC TABLE DISPLAY * x %
Network 1 Node address 12 Optical LAN D3

Network g
(--=Loop test==-==)
Neode Optical LAN Pwr.- Type Comnent 1 P type count
a1 Normal OFF UAA 81988111 {short) ]
geBg C8 82 B1 A1 38 38 36 38-39 35 36 38 56 28 35 2E ....6808000808Y 5.
2618 ag 2C 52 28 3@ 2E 39 26-38 37 38 39 3] 38 55 41 6,R 8.8 878916UA
a829 41 26 81 86 ®1 11 28 20-88 #2 91 ES 94 58 28 24 A Lo ol X

8839 20 20 28 28 20 26 28 26-89 08 SF 82 1C 86 68 f@
8848 g6 86 00 08 89 o8 Ap 00-00 04 80 9B B2 8P 00 48
2858 gg 89 B9 84 98 8P 8¢ B2~3E TF 53 56 55 37 28 56
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The programmers of the communications software use this data for analy-
sis. The primary information it contains is shown in the foliowing table.

Byte position Contents
0 DMA status
1 LAN status
2 Local node number
3 Network address
1210 23 SYSMAC NET link driver
30 to 32 Node identifier

5-5-6 Operation 4: Display the Status Table

1,2,8..

The status table will be displayed when “4. Display the Status Table” is selected
from the Read Node Status menu. The status table contains the resuits recorded
during the execution of previous Read Node Status operations.

The format of the table is the same as the one shown in 5-5-3 Operation 1: All
Nodes. Six asterisks “******" will be displayed in the loop status column for any
nodes that weren’t accessed in previous Read Node Status operations.

The procedure is as follows:

1. Enter “4” at the Read Node Status menu.
2. Indicate whether the resulits should be output to the printer.

% X % "READ NODE'S STATUS * % %
Network 1 Node address 12 Optical LAN D3
(---Loop test-=--)
Node Optical LAN Pwr. Type Conment I P type count
g1 Normal OFF UAA B1ege11l {short) )
82 Timeout BRE XK
83 Timeout L2 S I 22
84 Timeout *KE XXX
85 Timeout XK OEREK
88 Timeout k¥ KKk
87 Timeout KK RRX
a8 Timeout XK ERk
88 Timeout EEK  EXK
18 Timeout L 2
11 Timeout LL I 23
12 Normal OFF 1ca g1o80ClLL g
13 Tigeout Ak XKk
14 . Timeout Rk gk
15 Tizeout KK XXK

3. Press any key except the Escape Key to display information for the next
nodes. When ail of the nodes have been displayed a message will be dis-
played indicating the operation has been completed.

Press any key to return to the Read Node Status menu. (Press the Escape
Key to abort the operation while in progress and return to the Read Node
Status menu.)

Note If operation “3. The Specified Node” is executed after operation “1. All Nodes”

has been executed, the table entry for the specified node will be refreshed but
the rest of the table will remain unchanged. The entire table is refreshed only
when operation “1. All Nodes” or operation “2. From the Specified Node ..." is
executed.

51



Read Node Status

Section 5-5

5-5-7 Operation 5: Clear the Status Table

1,2, 3.

The contents of the previously recorded status table (except the comments) will
be cleared when “5. Clear the Status Table"is selected from the Read Node Sta-
tus menu. The procedure is as follows:

1. Enter “5” at the Read Node Status menu. The following confirmation prompt
will appear.

x* % CLEAR STATUS TABLE * ¥ ¥

Clear all data.
Are you sure ? <y/n>

2. Enter “Y" to clear the status table, “N" to cancel the operation. The Read
Node Status menu will be displayed.

Note The comments must be cleared with the Set Comment operation, located in the

main menu. Refer to 5-7 Set Comment for more details.

5-5-8 Operation 6: Diagnostic Table Read

52

1,2, 3.

All nodes connected to the SYSMAC NET System (except the C500-SNT31-V4
and earlier nodes) have a diagnostic table that records the number of data trans-
fers and errors for the node. The diagnostic table’s counters will be read and dis-
played when “6. Diagnostic Table Read” is selected from the Read Node Status
menu. ‘

When communicating with another node, this operation can be used to analyze
activity and problems. For example, if a node isn't receiving, the counters can be
checked with this operation to determine whether the transmitter wasn't trans-
mitting or the receiver wasn't able to receive even though the transmitter was
transmitting. Also, protocol counters can be displayed for specified protocols.

The procedure is as follows:

1. Enter “8” at the Read Node Status menu.

2. Enter the network address of the network that the desired node is in.
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Display Information

1,2, 3..

Redisplay

Comparison Display

Software Compatibility

Protocol Counter Display

3. Enter the node number of the desired node. The diagnostic table will be
listed, as shown in the following diagram.

LI THE DIAGNOSTIC TABLE READ x % %

Network 1 Node address 12 Optical LAN D3
Network 4
{---Loop test=-~=)
Node Optical LAN Per. Type Conmnent I P ctype tim count
12 Normal OFF 1cA 91698C11 ]
LAN Software Version vV 3.8,R 3.2 Iliegal interrupt ']
DIAG Yersion V5,52 Recelve Interrupt Error 8
Number of Send Interrupt Ervor 8
Total send 61 Error in Receive Process ]
Normal send 61 PCB Packet Type Unmatch 2
Total receive 24 Illegal Loop ']
Normal receive 23 Can’t Use The Send Buffsr )
Send Execute g Receiive Data Short 9
Send Request 8 Send Time out ]
1P Send 81 Recsive Time out [}

upper data :
This Time :95/82/21 11:82:44

LESC):Exit R:Redisp C:Differance Pr.Counter(1:UDP 2:DIAG 3:LTEST 4:TCP 5:ETC

The number of transmissions, receptions, and errors show statistical informa-
tion for all of the data counted by the SYSMAC NET link driver. Refer to Appendix
3for details. The following kinds of errors should be considered when errors are
counted on the right side of the display.

1. Incorrect data was transmitted from the other node.

2. There is an error in the NSB.

3. There is an error in the transmission path.

4. Data processing isn't being carried out in the other node.

5. Processing isn't correctin the local node (a malfunction due to noise, for ex-
ample).

Itis important to perform other tests such as the echo back and broadcast tests
and use these results in conjunction with the diagnostic table information.

if “R"is entered at the diagnostic table display, the diagnostic table will be dis-
played again for the node specified in step 3 in the procedure above.

If “C" is entered at the diagnostic table display, the diagnostic table will be dis-
played again for the node specified in step 3 in the procedure above. The differ-
ence between the previous results and the new results will also be displayed.

The following table shows the Units that support the Diagnostic Table Read
operation. A “Yes" in the table indicates that the diagnostic table can be read
from that Unit (NSB).

Model Diagnostic Table Read
C500-SNT31-00 (C Series) No
CV500-SNT31 (CV Series) Yes

41,7 %2," *3," or “4” is entered at the diagnostic table display, the counters for
UDP, DIAG, LTEST, or TCP protocol will be displayed. When specifying another
packet type, enter “5” and then input the packet type in hexadecimal.
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The diagnostic table for each packet type will be displayed when “1,”“2,"“3,” or
4" has been entered. The following example is a display for *1” (UDP).

RHEXE DIAGNOSTIC TABLE READ EEEs 2
Network 1 Node address 12 Optical LAN D3
Network g

Packet Type (Hex) ! 11 (UDP)
Number of .

Send Packet Count
Receive Packet Count

Send Busy

Send Data Size Overflow
Send Data Size Too short
Node Address Error
‘Receive Busy

Receive Packet Overflow
Receive Packet (IP Length)
Send Interrupt Error

»
w

PRONaRNSBW &

This time :85/82/21 11:88:88
SC1:Exit R:Redisp C:Difference

If “R” is entered, the counter for each protocol will be read again and the new
data will be displayed.

1f“C” is entered, the new data will be displayed along with the difference between
the previous data and the new data.

When errors occur for only a specific packet type, it is possible that a program
using that packet type is the source of the problem. Check the local node using
that packet type or the program in the other node.

5-6 Dump Memory

5-6-1
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introduction

This operation can display the contents of another node’s memory. The memory
contents are displayed in 256-byte blocks.

When the other node is a personal computer operating with MS-DOS, the seg-
ment and offset specify the personal computer's physical address; the contents
of the physical address will be displayed as they are. With some models, the
contents of the memory in the NSB will be displayed.

When the other node is a personal computer operating with 0S/2, the data atthe
virtual address will be displayed, not the data in the physical addresses.
There are some models that don't support the dump memory operation. Many
communications software developers use this operation for problem analysis
and don't reveal the function of the data stored in particular addresses.
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5-6-2 Operation

1,23.

The procedure for the Dump Memory operation is listed below.

1. Enter “2” at the main menu to select “2. Dump Memory.” The following dis-
play will appear.

* %% DUMP MEMORY L
Network Node address 12 Optical LAN D3
< < Dunp nwmemory >

Network Address
Node Address
Start Address Segment

Offset

2. Enter the network address (decimal) of the network that the desired node is
in.

- Enter the node number (decimal) of the desired node.

. Enter the start segment in hexadecimal.

. Enter the start offset in hexadecimal.

. Indicate whether the results should be output to the printer.
Data from the specified node will be listed, as shown below.

(o220 62 I - OV

x ¥ % Dump memory v * X %
Network 1 Node addreas 12 Optical LAN D3
Network a Node address 12

6800:9808 A7 4F EB B8 38 88 88 FD-F¢ 98 8@ FD 38 69 88 FD
88080:00180 36 89 80 FD 53 068 78 27~43 7A 68 66 36 89 83 FD
8088:06828 38 86 88 FD AC BF DB BF-E7 IF AF 28 45 18 AF 28
2690:0838 3D 18 88 FD 37 89 8¢ FD-37 89 84 FD 37 49 88 FD
2888:8048 36 89 86 FD BE BC 09 D7-69 23 88 FD F7 22 88 FD
BBEQ:6050 37 89 88 FD 37 B9 88 FD-37 89 88 FD 37 B9 8¢ FD
BEOB: 8868 68 #D DB #F 86 15 88 FD~4D 85 68 68 55 95 4C 26
8889:8876 . 68 85 88 FD 38 89 88 FD~EC 27 8B FD #8 82 88 FD
6960:080888 68 11 EB 88 9D B8 4C 26-2F 81 AE 48 3C 81 AE 48
2866:58908 DA 84 AE 48 1D 13 EB 68-9E 89 4C 28 6C 5C EB 08
8B80:8BA8 66 11 EB 08 12 84 68 60-66 11 EB 68 66 11 EB B8
#6089 :88B0 66 11 EB 88 68 11 EB 68~57 82 AE 48 50 14 EB 838
8880:06CH EA 87 11 EB 88 11 EB 88-66 1l EB #8 66 11 EB 08
2008:8808 66 11 EB 28 66 11 EB B38-66 11 EB 58 66 11 EB 48
9606 :80E8 66 11 EB 88 66 11 EB 88-66 11 EB #8 66 11 EB 88
8888:60F9 66 11 EB 58 66 11 EB #8-66 11 EB 98 66 1] EB B8

[ESCI:Exit 1:Alter your requirement 2:Forward 3:Backward 4:Redisp

7. The following options will appear at the bottom of the screen. Press the cor-
responding key to select that option.

Escape: Return to the main menu.

1: Reset the dump parameters starting with the node number.
2: Dump the next 256 bytes of data.

3: Dump the previous 256 bytes of data.

4: Redisplay the same 256 bytes of data.

55



Set Comment

Section 5-7

5-7 Set Comment

5-7-1

Introduction

The nodes in each network can be identified by their node numbers, butitcan be
difficult to locate each node when there are a lot of nodes in the network. This
operation can be used to assign a 20-character comment to nodes to identify
them according to their location, duty, model, or any other factor.

The comments are stored in a file on disk and displayed along with the node
number when the Read Node Status operation is executed. If the order that the
nodes are registered is different from the actual order of the nodes in the net-
work, the nodes won’t be displayed correctly when the Loop Construction Dis-
play operation is executed. See 5-12 Loop Construction Display for details.
The procedure for inputting comments in the local network is different from the
procedure for other networks, as described below.

5-7-2 Inputting Comments in the Local Network
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1,23..

Use the procedure below to input comments for nodes in the local (self) network.

1. Enter“3” atthe main menuto select“3. SetComment.” The following display
will appear.

% % ¥ SET COMMENT * ok %
Network 1 Node address 12 Optical LAN D3

You can set trivial comment to each node within 28
characters. Comments are independent by network address.
1f you set self network coﬁmenl. you must appoint

order of node.

Enter network address.

(in case of self network. enter # .}

Press [ESClkey to exit.
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2. Enter “0” to proceed; the following confirmation prompt will be displayed.
(To return to the Set Comment menu, press the Escape Key.)

X ¥ X% SELF NETWORK COMMENT SET ¥ % x

Enter node No. and it’'s comment from line sever(SL2Z slide).
Order of nodes are entried by order of {nput.

Last input node is recoganized as next line server.

Do you want to clear the comment data ? <Y/N>

3. Enter “Y” fo clear all of the data and bring up the comment input field shown
in the following diagram.
Enter “N” to display the existing comment. Enter “N” when modifying or ad-
ding to comments.

Note If you enter “Y" accidentally, input “9” at the next display to return to
the confirmation prompt without clearing any data.

X % ¥ SELF NETWORK COMMENT SET % % %

node address === comment ---
+ LINE §V +

Enter your requirement.
liappend 2:modify 3:delete 4:insert G:up G:doum 9:quit [ESCl:exit
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4. The following options will appear at the bottorn of the screen. Press the cor-
responding key to select that option.

1: Append data to the end of the registered data.

(Enter “1" when inputting new comments.)

Change a registered node’s comment.

Delete a registered node.

Insert a new node between registered nodes.

Display the next page, if there are 2 or more pages.

Display the previous page, if there are 2 or more pages.

Cancel the changes made up to this point and return to the status
pefore the Input Comment operation was executed.

Escape: Record the changes made and exit the input Comment operation.

coahwon

Enter “1” when inputting new comments. Up to 20 characters can be input.
Directions will appear at the bottom of the screen when an optionis selected
or comments are input.

After the comments have been input, press the Escape Key to returnto the
main menu. Press the Escape Key again to exit the Diagnostic Utility Pro-
gram.

Note if “9" is pressed to quit instead of the Escape Key, any changes that
were made won't be saved.

5-7-3 Inputting Comments in Other Networks
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1,2, 3.

Use the procedure below to input comments for nodes in other networks.

1. Enter “3” atthe main menu to select“3. Set Comment.” The following display
will appear.

% % % SET COMKENT * % ¥
Network 1 Node address 12 Optical LAN b3

You can set trivial comment to each node within 28
characters. Comments are independent by network address.
If you sel self network comment, you must appoint

order of node.

Enter network address.

(In case of self network., enter 8 .}

Press [ESClkey to exit.
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2. Enter the network address of the desired network.

* ¥ % SET COMMENT x % x
Network 1 Node address 12 Optical LAN D3

Network address 3

Node Address:
Comzant :

If you want ta clear the comment, enter
‘868" as node address.
Press any key to start,
Press (ESClkey to exit.

3. The comment input field will be displayed when the node number is entered.
If a comment has been registered for the specified node, it will be displayed
in the input field.

4. Input the comment and press Return. The display will return to Set Com-
ment menu.

5. Press the Escape Key to return to the main menu. (Press the Escape Key
again to exit the Diagnostic Utility Program.)

Note 1f“9"is pressed to quitinstead of the Escape Key, the comment that
was input won't be saved.

5-8 Echo Back Test

5-8-1

Introduction

This test transmits 2,000 bytes of test data to the specified node. The specified
node returns that test data, the original data is compared to the returned data,
and the resuits are displayed.

By the results of comparison between the original data to the returned data, the
network administrator can verify that the test data hasn’t been changed in the
round-trip to and from the specified node.
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5-8-2 Operation
The procedure for the Echo Back Test is listed below.

1,2, 8.. 1. Enter“4” atthe main menuto select “4. Echo Back Test.” The foliowing dis-
play will appear.

* % % ECHO BACK TEST LI
Network 1 Node address 12 Optical LAR D3

Enter Network address
Enter node address of Dest.

Press [ESClkey to exlt.

2. Enter the network address of the network that the desired node is in.

3. Enter the node number of the desired node. The echo back test will begin
when the node number is entered, and the results will be displayed as
shown below.

3 ECHO BACK TEST % % X
Network 1 Node address 12 Optical LAN D3

Start 95/62/21 11:17:23
Stop : 95/82/21 11:17:33
Network address . . ']
Node address of Destlnation 1 Transfer data 8862
Coug; Nog:al Timsout Invalid length Invalid data

Press any key to exit.

The number of packets received will be displayed if the received data length
or contents differ from the transmitted data.

The test will continue even if a token loss occurs.

Refer to 5-8-3 Displayed Information and Diagnosis for details on the in-
formation displayed.

4. Press the Escape Key to terminate the test.
5. Press any key to return to the main menu.
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5-8-3 Displayed Information and Diagnosis

Test Count and Normal

Reception Timeout

Invalid Length

Invalid Data

1,2 3.

1,23.

The meaning of the information displayed at the bottom of the screen is de-
scribed below.

When the “Count” and “Normal” values are the same, the other node is receiving
and transmitting data normally. Atthe least, communications with the other node
are verified at the basic software level.

When the Echo Back Test is normal and there is an error in communications with
the program, a problem in the higher-layer UDP protocol or program is likely.

A timeout indicates that the response data wasn't received even though the
timeout value specified in the configuration had passed. The following causes
are possible.

1. When reception of the test data is always timed out, check whether the pow-
eris off atthe other node oritis unable to perform node diagnosis. Check the
other node’s operation. Also check whether a mistake was made in connect-
ing the optical fiber cables. Recheck the connections at each node and Line
Server.

2. Itis possible that the timeout value is too small, so that the test data is being
transmitted normally from the other node, but the local node is timing out
before that data arrives. (The test data returns after the timeout.)

In this case, increase the timeout value. Refer to 5-10 Configuration for de-
tails on the setting the timeout value.

3. ltis possible that the data is being lost enroute due to an error in the trans-
mission path.
When the timeout occurs in only about 1% or less of the attempts, a loop-
back might have occurred because an optical connector became discon-
nected or the power was interrupted in a node other than the one being
tested. In this case, the test data might be lost.
When the other node is not the cause and a problemis suspected in the net-
work, perform a broadcast test. Refer to 5-9 Broadcast Test for details.

Itis also possible to discover where the test data was lost by performing the
Diagnostic Table Read operation (in the Read Node Status menuy), checking
the diagnostic tables for the local node and destination node as well as the
diagnostic tables for each protocol.

4. When the transmission path and nodes are normal, but too many other
packets have been received at the local node or destination node, the test
data will be lost.

This might be caused by a difference in levels between the capability of the
node’s CPU or the operating software. Also, it may be that the destination
node was unable to do the communications processing because it was busy
processing the program.

This counter indicates that the length of data returned is different fromthe iength
of data transmitted. it is possible that there is an operational error in the destina-
tion node’s basic communications software (SYSMAC NET link driver or the
software in the NSB's ROM). Doublecheck the settings.

This counter indicates that the content of the returned test data is different from
the transmitted data. The following 2 causes should be considered:

1. Wheninvalid datais returned even though no timeouts have occurred, there
might be a faulty node in the network or an operational error in the destina-
tion node’s basic communications software. Doublecheck the settings.

2. Wheninvalid data is returned after a timeout occurred, it is possible that the
data yvasn't corrupted but that the previously transmitted test data was re-
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turned after the timeout occurred. Increase the timeout value and try the test
again.

5-9 Broadcast Test

5-9-1 Introduction

Precautions

1,2, 3.

5-9-2 Operation

62

This section describes the broadcast test, which transmits the same test data to
all of the nodes in the local network.

When data has been transmitted to another node but not received and you sus-
pect that the packet has been lostin the transmission path, this test allows youto
pinpoint where the packet was lost.

The broadcast test cannot be used 1o test another network connected through a
Unit such as a Bridge; it is only used to test the network to which the transmitting
node belongs.

In the broadcast test, the broadcast packet (node number = FF) is transmitted
from the transmitting node to all of the other nodes in the network.

When the other nodes receive the packet, they check the packet’s class and in-
crement the counter by one if itis the same class as the previous packet, or start
counting from 1 ifitis different from the previous packet. The date and time inthe
broadcast packet are also recorded in the local node’s memory.

Take the following precautions when performing broadcast tests.

1. Make sure that there is only one node transmitting a broadcast test in the
network. The test results won't be reliable if 2 or more nodes execute a
broadcast test at the same time.

2. Itis easier o find the faultin the network if the test data transmission interval
is shortened, but a packet might be lost in nodes that receive a lot of applica-
tion (user data) packets. Therefore, it might be necessary to performthe test
when the application programs aren’t being executed.

3. When the reception status display is selected and the local node’s reception
countis displayed, packets are transmitted to the local node and inspected.
There might be a negative effect on other processes if the reception status
display is operating and the local node is receiving a lot of packets. Do not
use the reception status display uniess it is really necessary.

There are two operations in the broadcast test. The first transmits test data to the
other nodes in the network and the second operation receives data back to the
jocal node to check the reception resuits (the reception status display).
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Transmission of Test Data

1,2, 3.

Use the following procedure to perform the broadcast test.

1. Enter “5" at the main menu to select “5. Broadcast Test.” The following dis-
play will appear.

® k % BROADCAST TEST * % %
Network 1 Node address 12 Optical LAN D3

1 : Transmit

2 : Receive

Enter number.
Press {ESClkey to exit.

2. Enter “1” to start the broadcast test. The following display will appear.

* % % BROADCAST TEST x X %
Netmork 1 Node address 12 Optical LAN D3

Class (A - )
Count (Max =9989)
(4 = Aging)

Interval (Max =9999)
({B.lmpsec])

Press [ESClkey to exit.

3. Enter the class (A to Z) and press Return. The class is an identifying code
attached to the frame. When more than one test is performed, use a different
class from the previous test.

4. Enter the number of broadcasts (“count,” 0 to 9999) and press Return. If “0”
is entered, broadcasting will continue until the Escape Key is pressed.

5. Enter the test interval (0 to 9999) and press Return. The test interval units
are 0.1 ms, so the possible range is 0 t0 999.9 ms.
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Reception Status

The following display will appear.

* % % BROADCAST TEST x ¥ X
Network 1 Node address 12 Optical LAN D3
Class (A - D) VA
Count {(Hax =9999) H )
(8 = Aging)
Interval (Max =9889) I |
([(8.1msec])
Start 195/82/21 11:19:48
Send 195782721 11:28:68
Count 1188
Stop :95/82/21 11:20:48
Press {ESClkey to exlt.

6. When the test is over, press any key to return to the main menu.
(The test can be terminated before it is over by pressing the Escape Key.)

Enter “5” at the main menu to select “5. Broadcast Test.” Then enter “2” to bring
up the reception status display shown below.

x % X BROADCAST TEST N 2
Network 1 Node address 12 Optical LAN D3

Type :A
Receive :95/02/21 11:28:09

Count:188

Press [ESClkey to exit.

5-9-3 Interpreting Test Results

Using “Read Node Status”

Using “Loop Construction
Display”
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After performing a broadcast test (transmitting test data), use the following op-
erations to diagnose the status of the network.

Execute the “All Nodes” operation from the Read Node Status menu and check
the count under the “loop test” heading to see whether each node received the
test packets properly. Refer to 5-5-3 Operation 1: All Nodes for details on this
Read Node Status operation.

Itis easier to diagnose the network by executing the “Loop Construction Display”
operation to display the test results. Refer 10 5-12 Loop Construction Display for
details on this operation.
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Inthe following example, all of the nodes downstream from a certain node (node
2) have alower count. It appears that a packet was lost between nodes 2 and 3.
Checkthe LAN elements such as the optical fiber cable, connectors, and boards
between nodes 2 and 3.

Number of transmissions: 412
Count Count
Node 6: 411 Node 1: 412
Node 5: 411 Node 2: 412
Node 4: 411 Node 3: 411

In this example, node 4 has a low count, but the downstream nodes (5 and 6)
have the correct count.

Number of transmissions: 412
Count Count
Node 6: 548 Node 1: 548
Node 5: 548 Node 2: 548
Node 4: 443 Node 3: 548

One of the following 3 problems might have occurred.

1,2,3.. 1. The affected node (node 4) was reset during the measurement.

2. Software processing in the affected node was too slow and the test packets
were lost.

3. Test packets were lost because the affected node was busy with other data
transfers and the reception buffer overflowed.

Precautions Take the following precautions when interpreting broadcast test results.

1,2,3.. 1. Ifthe other node’s Diagnostic Utility program is earlier than version 4.00, it
won't support the broadcast test and won't display the correct results. The
version of the other node’s diagnostic operation can be displayed with the
Read Node Status operation. Refer to 5-5-5 Operation 3: The Specified
Nodée for details.

2. InLoop Construction Display, the count is displayed with a 2-byte counter for
all of the nodes so the count might differ from the number of transmissions.
Compare the count from node to node to locate problems.

Ifthe Read Node Status operation shows that the version of the other node’s
diagnostic operation is earlier than 5.51, the counter is a 2-byte counter and
“short” will be displayed.
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5-10 Configuration

5-10-1 Introduction

5-10-2 Operation

1,2 3.

The Configuration operation is used to set the Diagnostic Utility Program’s time-
out value (the maximum time from the transmission of test data to the reception
of a response) and the display format for the Read Node Status operation. A
timeout occurs if the timeout value elapses before a response is received from
the destination node.

Use the procedure below to execute the Configuration operation.

1. Enter “6” at the main menu to select “6. Configuration.” The following display
will appear.

x & X CONFIGURATION * % %
Network 1 Node address 12 Optical LAN D3

Timeout (8-999) 1
Select display pattern for node status information : 8
#:All stations

l:Stations with comment only
2:Suppress timeout node's

Press (ESClkey to exit.

2. Enter the timeout value (1 to 999 seconds) and press Return.

3. Enter the format (0 to 2) to be used for the Read Node Status operation and
press Return. The three formats are as follows:
0: Execute Read Node Status for all nodes.
1: Execute Read Node Statusonly for nodes that have comments.
2: Execute Read Node Status for all nodes except those that have timed out.
When the formatis entered, the configuration will be set and the main menu
will be displayed.

5-11 Loop Construction Check

5-11-1 Introduction

This operation checks the order of the nodes operating in the network and dis-
plays their status information. There are two polling methods available in the
Loop Construction Check operation: go-ahead polling and center polling. These
polling methods are described next.

5-11-2 The Go-ahead Polling Method
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The startup node creates the polling data and adds it to the local node informa-
tion. This data is transmitted to the next node. The node that received the poliing
data adds its local node information and transmits it to the next node.
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Precautions

1,2, 3.

In this way, the polling data goes around the network while each node's informa-
tion is added and finally returns to the startup node. The startup node displays
the loop construction based on the returned polling data.

The poliing data will be lost and the inquiry will fail when there is a node with a
version of software that can’t process the node diagnosis response operation,
even if there is an NSB in the network that can receive the polling data. (A time-
out will occur if the inquiry fails.)

Take the following precautions when using this method.

1. This operation can't detect when a loopback has occurred in the Line Serv-
er. Therefore, just an upstream loopback might be displayed or the display
might appear normal although a loopback has actually occurred.

2. Inorder for go-ahead polling to be executed properly, all of the nodes in the
network must have a release of the node diagnosis response operation that
is version 5.0 or higher. Furthermore, the NSB must handle the Loop
Construction Check operation.

The version of the Diagnostic Utility Program for the response is displayed
with the Read Node Status operation. Refer to 5-5-8 Operation 6: Diagnos-
tic Table Read for details.

3. Only nodes in the same network can be checked.

5-11-3 Operation with Go-ahead Polling

1,2 3.

The procedure for checking the loop construction with go-ahead polling is as fol-
lows:

1. Enter “7" at the main menu to select “7. Loop Construction Check.” The fol-
lowing display will appear.

® % % LOOP CONSTRUCTION CHECK % * x

We can analyse the active loop structure by following 2 ways.

1. Go ahead poliing
This check is finished in a short time.
We get only limited information of that go ahead

polling matched( NSB & software ) node.

2. Center polling
This check takes a little time.

We can get mode information of go ahead palling.

Enter your requirement.

2. Enter “1” to select go-ahead polling. The loop construction check will begin
and the results will be displayed when it is completed.
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a) The following display will appear if go-ahead poliing is completed suc-

cessfully.
«%x« LOOP CONSTRUCTION CHECK BY GO AHEAD POLLING w#x
95/82/21 11:22:27 Result this time
w==Comment-—-- Type Node Node Type ---Comnment---
pmmmmmmme d=emm4
[ TEYEEEPE TR +
L (00 B
LI L
§ 4m--Back==>-4 1 [ :setr Node
¢===(-Normal=-~~=+
LESC) :Exit

The order of the nodes in the network is displayed as the outer, normal loop.
The node identifiers and comments are displayed alongside the node hum-
bers.

The nodes displayed here aren't necessarily all of the nodes in the network.
There may be nodes in between the displayed nodes, where the NSB can't
receive the polling data.

Also when there is a loopback, the location is displayed by an interconnec-
tion between the normal loop and back loop.

b) The following display will appear if go-ahead polling fails.

*® LOOP CONSTRUCTION CHECK BY GO AHEAD POLLING % »

There are nodes that have the go ahead polling
matched NSB, but have unmatched software.
Please do center polling, because it is Impossible to

grasp loop construction by go ahead polling.

Press any key to exit.

This display appears because the go-ahead polling has timed out. The time-
out value is set using the Configuration operation. Refer to 5-10 Configura-
tion for more details on the timeout vaiue setting.

- The software referred to in the message is the Diagnostic Utiltiy Program
software.
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5-11-4 The Center Polling Method

Upstream Notification

Precautions

1,2, 3.

The startup node broadcasts the center polling data to all of the nodes in the net-
work (including the startup node itself). When each node receives this data, it
clears the existing “upstream node number” and sends an upstream notification
to the next node. The “transmission source node number” is included in this up-
stream notification and can’t be received by an NSB unless the NSB supports
center polling.

When a node receives an upstream notification from its upstream node, it takes
the transmission source node number from that data and uses it as its new “up-
stream node number.”

After transmitting the center polling data, the startup node performs a Read
Node Status on all of the nodes. Each node's Read Node Status information in-
dicates its “upstream node number” and these numbers are used to analyze the
loop construction.

The upstream notification allows the local node to recognize the node number of
its upstream node. information containing the node numbers is passed through
the network and each node records the address of its upstream node.

Take the following precautions when using this method.

1. Nodes with a Diagnostic Utility program earlier than version 5.01 don't have
the operation that sets the “upstream node number” when the upstream no-
tification is received. Furthermore, these nodes can't transmit an “upstream
notification” to the next node.

2. Some NSBs shipped before 1989 do not support the operation that receives
the upstream notification.

3. This operation can’t be executed when the local network's comments
haven't been input.

5-11-5 Operation with Center Polling

1,2, 3.

The procedure for checking the loop construction with center polling is as fol-
lows:
1. Enter “7” at the main menu to select “7. Loop Construction Check.”

2. Enter “2” to select center polling. The foliowing dispiay will appear.
(Press the Escape Key to abort the operation while it's in progress.)

#*% LOOP CONSTRUCTION CHECK BY CENTER POLLING *x

NOW STATUS READING

Inquirlng node a16
Remainling nodes 118
Data is Inquired for all node(l - 126).

Press (ESClkey to exit.

The node that performs the Read Node Status operation must be set for “All
stations” or “Stations with comment only.” That setting and the timeout value
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setting are made with the Configuration operation. Refer to 5-10 Configura-
tion for more details.

The following display will appear when the Read Node Status operations
have been completed for all of the nodes.

%% LOOP CONSTRUCTION CHECK BY CENTER POLLING #*

ANALYZING RESULT

Groupe : (22
Stand alone node : 1D
Groupe : There are over 2 nodes that related each other.

It is possible to decide order of nodes,
but it is impossible to decide order of group

Stand alone node : It has no relation with another nede.

In case of watching node's order, please imput that group No.
, and in case of stand alone node,please imput 99.

[ESC) :Exit

The display willindicate the number of groups and stand-alone nodes identi-
fied by analysis of the upstream node numbers.

There may be different versions of the node diagnosis operation in the
nodes in the network, but the existence of the nodes can always be identi-
fied with center polling.

When there is 1 group, the loop construction can be analyzed to show the
order of all of the nodes clearly.

When there are 2 or more groups, the data is insufficient so the network is
analyzed by dividing itinto several groups. Group numbers are added auto-
matically (from 1 to the total number of groups in the network).

3. Enter the desired group number to display the configuration of nodes in that

group. A list of the stand-alone nodes' status information will be displayed if
“99” is entered for the group number.

a) The following example shows the results when there is just 1 group.

%% LOOP CONSTRUCTION CHECK BY CENTER POLLING #x

. 95/92/21 11:35:33 Result this time
Node Type ~==-Comment--~
+

~=~Comment--=- Type Node

e e

Groupe No. H 1)1 ! te===Back-->-+ }
Node volume @ 881 +-==(-Normal---~+

[:::] :Self Node

% :No upper data

{ESCI:Exfit 1:Status display
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This example shows the results when the check was able to make a com-
plete loop of the network. The outer loop is the normal loop and the inner
loop is the back loop. The node identifiers and comments are displayed
alongside the node numbers. Stand-alone nodes aren't displayed in this
diagram.

An asterisk is displayed next to the node number of nodes that don’t confirm
the upstream data.

Ifa*“1"is input while these results are displayed, an input prompt will appear
for a node number. The status information for the desired node will be dis-
played at the bottom of the screen when the node number is entered.

Groupe No. HEE 2 3Y

iSelf Node
Node volume : 281 * :No upper data
Node Optical LAN Pwr. Type Comment I P type count tlme
12 Normal OFF NAA PC-9881 81969C11 A 188 11:208:89%

[ESC) :ExIt 1:Status display

b) The foliowing example shows the results when there are several groups.

*% LOOP CONSTRUCTION CHECK BY CENTER POLLING *x
95/62/21 11:49:87 Result this time
Node Type -==Comment=~~~-

---Comment--- Type Node

DOWN Up

' '
Pl

i i1- %884 SBG NSU

’
H
L
:
H i
'
I HI
v
'
H

PC/AT IcA 812-1

Groupe No. T 881 i #---Back==>-+ | [:::]:Self Node
Node volume : 882 +--=(-Normal=-~-=-~+ * :No upper data

[ESC):Exit 1:Status display

When there are several stand-alone nodes, itisn't possible to determine the
connections before and after the stand-alone node, so the network is di-
vided into groups in the display. Stand-alone nodes aren't displayed.

Status information can be displayed by pressing “1,” as in the previous ex-
ample.

Note Evenwhenthere isjustone group, this pattern will be displayed when
the positions of the most upstream node and the most downstream
node are uncertain.
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¢) The following example shows the display for a stand-alone node.

x% DISPLAY STAND ALONE NODE #x

Stand alone node : It has no relation with another node.
{---Loop test-~---)
Node Optical LAN Pwr. Type Comment I P type count time
g1 Normal OFF UAA FX-9288 81488111 ]

Press any key to exit.

The stand-alone node’s node number, status information, and broadcast
test results will be displayed. '

5-11-6 Units Supporting the Loop Construction Check Operation

Some Communications Units don't support the Loop Construction Check opera-
tion, as shown in the following table.

Serles Model Go-ahead Polling Center Polling
C Series C500-SNT31 No No
C500-SNT31-V1 No No
C500-SNT31-V2 Yes Yes
C500-SNT31-V3 Yes Yes
C500-SNT31-V4 Yes Yes
CV Series CV500-SNT31 Yes Yes

Go-ahead polling can’t be performed in a network that contains even one
C500-SNT31 or C500-SNT31-V1 SYSMAC NET Link Unit. Center polling can
be performed.

5-12 Loop Construction Display

5-12-1 Introduction

Precautions

1, 2, 3...

72

This operation displays each node's information in the order that the network’s
nodes were defined with the Set Comment operation. The displayed information
includes the status display and the upstream data display. The loop construction
can be checked again with center polling for either display.

Take the following precautions when displaying the loop construction.

1. This operation can't be executed when the local network’'s comments
haven'tbeen input. Refer to 5-7-2 Inputting Comments in the Local Network
for details on inputting comments.

2. The order in which the nodes are displayed is determined when the com-
ments are input; the results of analysis performed during execution of the
Loop Construction Check operation aren’t used to determine the order.
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5-12-2 Displaying the Loop Construction

Note

Enter “8” at the main menu to select “8. Loop Construction Display.” Each node’s
information is displayed alongside the configuration diagram, as shown below.

#x LOOP CONSTRUCTION #x 895/€2/21 11:35:33 Resuit this time
---Comment=-~ Type Node Node Type -~-Comment---
?j;--- + L.Ss.
: ; ‘~g41 UAA FX-8268
N OFF 21889111 g

Ica #1213
189 11:268:69: ! '

i #-==Back-~D>-+
#~==(-Normal--~-+

PC/AT
N OFF 81886C11 A
i Normai
U : Upstreanm
D : Downstreanm
Status data : from left Optlcal=LAN Pwr,
[ESC]:Exit l:Upper node display
9:Data update by center polling

Display subject is

only commented node.

[P Loop test(type.count,time)
2:Status display

The display shows the loop construction with the Line Server in the center of the
screen and the nodes in order with the outer loop as the normal loop.

The node information indicates the node number, node type, and comments on
the first line and the node status (N, U, or D), power supply, IP address, and
broadcast test results on the second line.

A date and time is shown in the upper-right comer of the screen. This is the last
time that the loop construction information was checked by center polling. The
displayed information was coliected at that time.

5-12-3 Displaying Upstream Data

1,2,3..

Use the following procedure to display the upstream data.

1. Enter *1" from the loop construction display accessed in 5-12-2 Displaying
the Loop Construction. The upstream data will be displayed as shown be-

low.
*% LOOP CONSTRUCTION =x 95/82/21 11:35:33 Result this timd
«-=~Comment--- Type Node Node Type ---Comment---
mmemm line >==--4 L.S.
Po4--C sy, ==mt !
[ i
H i 1-8061 UAA FX-9288
Vo
PC/AT Ica 8i2-: ¢ :
Blas H . LI
¢ t---Back-=>-+
> : There are over 6 upper data +---<-Normal=---+ Display subject is
( ALL data display §s {fmput 5) only commented node.
[ESCl:Exit 1:Upper node-display 2:Status display
9:Data update by center polling
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A single node can have upstream data for 20 nodes max., but only 6 up-
stream nodes can be displayed because of display limitations. Ifthere is up-
stream data for more than 6 nodes, a “>" symbol wili be displayed at the bot-
tom of the screen indicating that there is more data to be displayed.

2. Input “5” when you want to display all of the upstream data. An input prompt
(“Input node number.”) will be displayed.

3. When the desired node number is entered, all of the upstream data for that
node will be displayed at the bottom of the screen.

Note A date and time is shown in the upper-right corner of the screen. This is the last
time that the loop construction information was checked by center polling. The
displayed information was collected at that time.

5-12-4 Refreshing Data with Center Polling

This operation performs a loop construction check with center polling, collects
the latest node information, and displays that node information on screen.

1,2,3.. 1. Enter“9"from the loop construction display accessed in 5-12-2 Displaying
the Loop Construction ot the upstream data display accessed in 5-12-3 Dis-
playing Upstream Data.

Center polling will begin and the foliowing display will appear.

%% LOOP CONSTRUCTION #*x

NOW STATUS READING

Inquiring node B804

Remaining nodes 264

Data it inquired for only commented node .

Press (ESClkey to exit.

2. When the configuration check is completed, the status disptay will be shown
with the latest node information.

5-13 Error Messages

An error message and error code will be displayed when an error occurs in the
Diagnostic Utility Program. Error messages can be divided into the following 3
categories:
1,2,3.. 1. Error messages during operation (except transmission and reception)
2. Error messages during transmission processes
3. Error messages during reception processes

This section lists the Diagnostic Utility Program’s error messages as well asthe
likely causes and remedies for the indicated error.
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5-13-1 Operational Error Messages

Error message

Likely cause

Remedy

Cannot Find Packet Type in the PCB.

The packet type specified in the
protocol counter of the diagnostic
table display isn’t supported.

Enter the correct packet type.

Cannot open the DIAG driver.

The SYSMAC NET link driver
(CP_3200.SYS) or DIAG32.SYS
hasn't been loaded.

Register the SYSMAC NET link driver
(CP_3200.8YS) and DIAG32.5YS in
the CONFIG.SYS file and reset the
Unit.

Partner don't have this operation.

The other node’s Diagnostic Utility
program is earlier than version 5.51,
so the diagnostic table can’t be read.

Replace the other node’s Diagnostic
Utility program with version 5.51 or
higher.

Write error to the DIAGMTS32.DT file.

An error occurred writing to the data
file when exiting a menu display by
pressing the Escape Kaey.

It is possible that there isn't enough
free space to write the file or the disk
is faulty. Check the amount of free
memory and make sure that the disk
is not write-protected.

5-13-2 Transmission-processing Error Messages

Error message

Likely cause

Remedy

Network address or Destination
address is invalid.

Error code: 7B00

An invalid address was specified for
the destination node.

For example, an attempt was made to
transmit to a network address that
isn’t registered in the routing table.

When transmitting to a node outside
the local network, register that
address in the routing table.

Itis possible that there is a'problem
with the NSB board if this message is
displayed when transmitting to a node
within the local network (with network
address set to 0 and node address set
to 1 to 126).

Cannot use optical LAN.
Error code: 0005

A network error has occurred because
the Line Server’s power supply is off
or an optical fiber cable is
disconnected.

Make sure that the Peripheral Devices
are connected correctly.

Send process is busy.
Error code: 4405

An attempt was made to transmit
more data even though the previously
transmitted data hasn't been
completely processed.

Increase the interval between
transmissions.

Token loss. Check the Line Server.
Error code: 7A00

The token was lost because the Line
Server's power supply is off or an
optical fiber cable is disconnected.

Make sure that the Peripheral Devices
are connected correctly.

Have the user application perform the
transmission process again.

An error detected in send process.
Error code: XXXX

When data transmission was
attempted, an error code was returned
that doesn't correspond to error
messages from the SYSMAC NET link
driver.

It is possible that an older version of
the SYSMAC NET link driver or
DIAG32.8YS program is being used.
Chack the versions of these
programs.

5-13-3 Reception-processing Error Messages

Error message

Likely cause

Remedy

Destination: Node address error
Error code: 4F01

The data received by the destination
node was addressed to another node.

There may be an error in the other
node’s DIAG program.

Destination: No effect command.
Error code: 4F02

The data received from the destination
was invalid.

There may be an error in the other
node’s DIAG program or the program
may be older than version 5.51.

Destination: Maintenance read error,
Error code: 4F03

There was an error at the destination
during the maintenance read
operation psrformed when the Read
Node Status's response data was

returned.

There may be an error in the other
node’s DIAG program.
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Error message Likely cause Remedy
Destination: Maintenance read error. | There was an error at the destination | There may ba an error in the other
Error code: 4F04 during the Read Node Status node’s DIAG program.

operation performed when the Read
Node Status’s response data was

returned.
Destination: address error. The address specified for a memory Specify a correct address.
. read (segment + offset) either doesn’t
Error code: 4F05 exist in the other node or isn’t
readable.
Destination abnormal status. An error code was returned that There may be an error in the other
Error coda: XXXX doesn't correspond to an error node’s DIAG program or the program
) message. may be older than version 5.51.
When the error cods is 6, there is a When the error code is 6, check the
node in the local network with a network address settings.
different network address.
Timeout (receive). The response data wasn't returned Check the status of the specified
Error coda: 4400 within the timeout value set with the node.

Configuration operation. The specified
node might not exist in the network or
it might be down.

Buffer short (receive). The amount of data received exceeds | The buffer capacity provided is usually
Error code: 0D0O the capacity of the reception buffer sufficient, so contact your OMRON
) provided in this utility program. representative if this error code is
returned.
An error detected in receive. An error code that doesn't correspond | It is possible that an older version of
Error coda: XXXX to an error message was returned the SYSMAC NET link driver or

when data reception was attempted. DIAG32.8YS program is being used.
Check the versions of these
programs.

5-14 Troubleshooting

5-14-1 Introduction

This section explains how to correct the problems that can occur when using the
SYSMAC NET System for communications. There are 3 major problems pre-
venting communications with another node.

1,2, 3.. 1. Communication is completely disabled for unknown reasons; the transmit-
ting node, transmission path, or reception node could be at fault.

2. Communications are usually possible, but data is lost for some reason.

3. Communications are normal with the Diagnostic Utility program, but prob-
lems occur with the application programs.

In addition to the hardware and software that make up the network, the trouble
could be caused by the operating system, application program, or hardware that
aren’t directly involved in data transmission and reception. Furthermore there
are cases where the tests required to track down the cause of the problem can’t
be performed; for example, it might not be possible to perform the tests with the
system operating.

The network administrator can use the troubleshooting techniques described in
this section 1o select a method to identify the problem that takes the system’s
limitations into account and then solve the problem. Start troubleshooting with
5-14-2 Communications Configuration/Equipment Problems when there aren’t
any particular limitations to the problem-solving or you don't know where to start
troubleshooting.

All of the networks should operate in normal status; the system should operate in
- a loopback status only when an error has occurred.
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5-14-2 Communications Configuration/Equipment Problems

Data losses will occur in cases 1, 2, and 3 described in the table below. Data
loses will be indicated by increases in timeouts for or low reception counts for
broadcast tests.

Token losses will also occur occasionally. Check the user program and the oper-
ating status of each piece of equipment when problems occur. Depending on the
operating status, these problems can be ignored in some cases.

These problems might occur when the system is operating, but the user can set
up a system to re-transmit data if necessary. With communications that use
UDP/IP connectionless protocols, the program in the receiving node should
notify the transmitting node of the arrival of the data. If the transmitting node
doesn'treceive this notification within a specified time, a timeout occurs. Set up
a process in the program that will re-transmit the data if a timeout occurs.

Case Recommended troubleshooting method

1 A cable was broken or a connector was disconnected and then the
connection was re-established, so the network has switched between
loopback and normal status.

An error will occur in a data packet if the packet was being transmitted
when the network entered the loopback status or was restored to normal
status.

2 An error might occur in a data packet if the packet was being transmitted
when a power supply (the power supply of the node connected to the
concentrator or the Central Power Supply Unit) is turned on.or off.

3 A packet might be discarded if a arge number of packets arrive at one
node and that node’s hardware or software buffer overflows. This can occur
when the node broadcasts a transmission and requests responses from the
other nodes, but there are too many other nodes.

There are hardware reception buffers that contain 7 or 15 packets. The size
of the software recsption buffers varies from Unit to Unit.

The user can determine whether the packet was discarded by checking the
protocol with the Read Node Status operation, although some Units don't
support this operation. Refer to 5-5-8 Operation 6: Diagnostic Table Read
for details.

5-14-3 Problems between Transmitting and Receiving Nodes

Perform tests 4 through 8 in the following table. Try the solution described if the
problem spot is identified and proceed to 5-14-4 Problems within the Transmit-
ting Node or Receiving Node and 5-14-5 Problems with Other Network Devices
if further troubleshooting is required.

Case Recommended troubleshooting method
4 Check whether the Line Server's power supply is on.
5 Check whether there is another node in the same network with the same

node number. This can be checked with the Read Node Status operation
(1. All Nodes) or the Loop Construction Check operation. A node's
information won't be displayed unless its power supply is on.

in the following example, the data transmitted from node A to node B is
received by node B, but the response from node B to node A is intercepted
by node C, which has the same node number as node A.

Node number: 1 Node number: 2

Normal
Loop

Node number: 1
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Case Recommended troubleshooting method

6 Parform echo back tests between the problem nodes and from other nodes.
Proceed to 5-14-4 Problems within the Transmitting Node or Receiving
Node and §-14-5 Problems with Other Network Devices if all of these tests
result in errors.

Proceed to case 7 if errors occur rarely.

If the test results are normal, execute a test program that uses the same
protocol as the user program, for example, a test program in a datagram.
The idea is to create a simple program for testing. If this test results are
normal, there is a problem with the user program. Proceed to case 7 if
arrors occur.

7 Execute a broadcast test and check whether there are any nodes with a low
count of reception packets. Refer to 5-9 Broadcast Test for details.
8 If the problem developed after the system was modified, return the system

to its original configuration and test it.

It is possible that the problem developed because the comments input with
this utility program and materials created for management weren’t changed
along with the system configuration.

5-14-4 Problems within the Transmitting Node or Receiving Node

Refer to the manuals included with each Unit or Board and perform the following
tests. Take the appropriate corrective steps and test the device if the problem is
isolated.

Case Recommended troubleshooting method

9 Chack whether the settings and LED indicators on each device (NSB, etc.)
are correct.

10 Use a test program to check whether the software is installed properly.
Display and check the settings for the local node, such as the node number.

Perform the following tests if the results of cases 9 and 10 were normal.

Case Recommended troubleshooting method

11 After turning on the power supply for the affected node, perform a
communications test without operating any other user programs. If the node
operates normally, there is probably a problem in a user program that is
affecting the node.

12 Re-install the LAN-related software from the floppy disk and test the
- | system. Replace the Unit and/or NSB and test the system.

13 When using another optional board or device driver, the problem could be
caused by a conflict of the /O addresses or irterrupt levels being used.

Stop the use of these optional operations in both the hardware and
software, and perform tests in a configuration using optional operations
related to the SYSMAC NET System only. When there is a conflict, refer to
the manual of the optional operation involved and change its settings.

14 The malfunction might be caused by a fauity power supply, an error in the
Unit itself, or the operating system. Refer to the manuals for the Units and
operating system and check for any problems. Also, check the power
supply with some diagnostic equipment, such as an AC line analyzer.

15 When several of the same device are being used, there might be a
common problem or characteristic problem with that model.

16 Try connecting just the Line Server and the affected Unit and performing a
loop test.

5-14-5 Problems with other Network Devices

Refer to each device’s manual and check the other devices inthe network to see
whether the problem is caused by a Line Server, Cable, Bridge, Router, Gate-
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way, Central Power Supply, or other device. If aproblemis isolated, correctit and
test the system again.

Case Recommended troubleshooting method
17 Check whether the Line Server's LEDs are normal.
18 Check whether the Central Powsr Supply Unit’s settings are correct.

19 Use the Node Configuration Utility to check whether the set parameters
(such as the local network addresses in Bridges, Routers, and Gateways
and the routing table values) are correct. Also check the devices’ switch
settings and LED indicators.

Checkwhether the cable connections are correct. In order to verify that the inter-
node connections are secure, turn off the power supplies to all of the devices
connected to the network and perform the following tests.

First of all, turn on the Line Server’s power supply, then turn on the power sup-
plies of the downstream node. Next, use a loop test or other test with that node to
check whether communication is possible in the LAN.

if the results are normal, perform the same test on the next downstream node. If
the results aren’tnormal, there is an error in the cables, connectors, NSB, or oth-
er hardware between the problem node and its upstream node. In this case, use
an optical power meter to measure the light levels and check the status of the
faulty device.
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SECTION 6
Loop Test Utility

The loop test utility is used to diagnose whether an IBM PC/AT or compatible computer setup with SYSMAC NET System
can communicate or not.

6-1
6-2
6-3
6-5

Procedure . ...

82
82
83

81



Procedure

Section 6-2

6-1 General Description

6-2 Procedure

1,2, 3.

The loop test utility is a program that diagnoses whether a computer setup with
SYSMAC NET System can communicated on the SYSMAC NET network or not.

In the loop test, 2 Koytes of test data is transmitted onto the SYSMAC NET net-
work from the computer to the computer’s node address. The received data is
compared to the transmitted data, and the results are then displayed.

The following procedure is used to execute the loop test.
1. Enter LTEST at the prompt for the SN3200 directory.

C:\SN3200> LTEST

The following initial screen is displayed.

~*xs SYSNET LOOP TEST UTILITY PROGRAM *** Version 2.0S

This program tests the SYSNET by cpmparing data
transmitted for own node and received data.
2k byte test data is changed its copmposition of format every time.

< Press [P} or [G] key to start >

(P} key-~--> Print out the result of the test.
6} key-~--> Not to print.
(ESC} key-~--> Exit from this test.

2. Input G to start the loop test. Input P to print out the test results. The results
are printed out when the test is completed.

Note A Japanese or English language display can be selected by attaching the option
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when inputting the command as shown below. If no option is selected, the lan-
guage set in the CONFIG.SYS will be used.

C:\SN3200> LTEST_/Ey English
C:\SN3200> LTEST_/J7 Japanese
The display can also be switched by entering CTRL + E from the initial screen.

3. Press the Escape Key when the loop test has been performed a sufficient
number of times to display the results.

network address = 00h
node addesss = 12h
loop status =~ D3h
Start Date 1992/10/15 Time 11:13:50 data = 3Fh

Total Normal Time out Abnormal length Abnormal data
64 64

Message :
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Section 6-3

6-3 Test Results

Network Address
Terminal Address

Loop Status

4. Press any key while test results are displayed on screen to end the utility and
display a prompt.

The test results are described below.

network address = 00h

node addesss = 12h
loop status = D3h
Start Date 1992/10/15 Time 11:13:50 data = 3Fh

Total Normal Time out Abnormal length
64 64

Apnormal data

Message :

The network address is displayed in hexadecimal.

The node address for the SYSMAC NET Support Board mounted in the comput-
er is displayed in hexadecimal.

The network status (LAN status) is displayed. Details of the display are provided
below.

Loop status Normal loop Upstream loop back | Downstream loop back Loop error
No power supplied D3y DBy D7y DFy
Power supplied F3y FBy F7y FFy

First Data Value
Reception Time Outs

Number of Recelve Data
Errors

Inconsistent Data

The first value for test data that is sent is displayed in hexadecimal.

The number of times transmitted data was not returned to the local node after
about 2 seconds.

The number of times the receive data bytes were bit notthe same as the number
of send data bytes.

The number of times the send and receive received data did not match.
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Section 6-4

6-5 Error Messages

The following table lists messages displayed in the loop test as well as check
locations for each message.

Error Check Locations

No. Message Main locatlon checked
SYSMAC | User | SYSMAC | Line Other | Cables
NET link | utility NET Server | nodes
driver Support
Board

1 SYSNET BIOS is not loaded. Check Yes

CONFIG.SYS file.
2 Lost Token! Check the LINE SERVER. Yes Yes Yes Yes Yes
3 Receive Time Out. Yes Yes Yes Yes Yes
4 Abnormal loop status. Yes Yes Yes Yes Yes
5 Status read is not performed normally. Yes Yes Yes
6 Packet can't release normally. Yes Yes
7 This packet-type has already been initialized. Yes Yes
8 Too many registered packet-types. Yes Yes
9 Send-request has already been issued. Yes Yes
10 | Miscelaneous transmit error. Return status is Yes

XXh.
11 | Receive process has already excuted. Yes
12 | lliegal buffer size. Yes
13 | Mescelaneous receive error. Return status is

XXh.
14 | Error of Transmit data length. Yes
15 | Destination node address error. Yes
16 | Invalid Packet-type. Yes
17 |data length error
18 |compare error

Handling Procedures
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Check the following items first when messages 1 to 4 are displayed.

ltem
no.

jtem checked

Is Line Server power ON? Are the proper LED indicators lit?

Are the optical fiber, power, and other cables properly connected?

Is the monitor LED indicator on the SYSMAC NET Support Board |it?

E N ESE R D R

Does another node have the same address in this network?

Check the following for messages 1 to 9 (those requiring checking the SYSMAC
NET link driver).

Item
no.

item checked

5

Are the setting for the Board switches and shert pins as well as the
parameter set by the SYSMAC NET link driver correct according to the

version and the read status displays?
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Section 6-4

Check the following for messages 6 to 16 (those requiring checking the user
software and utilities).

Item Item checked
no.

6 After starting the computer, executs the loop test without having user
software and utilities execute even once. If there is no test error, the user
software is the problem.

If there is an error, execute the node diagnosis utility to display the status
of the local node. The loop test utility is malfunctioning if there is no status
error. If there is a status error, then the problem is not in the loop test utility.

If the problem area is found through checks 1 to 6, correct the settings and cab-
ling. If the problem area is not found, use the SYSMAC NET Support Software to
reinstall all software, and then perform the test again.

Check the following if the problem cannot be isolated using checks 1 to 6.

Item item no.
no.

7 There may be problems if the addresses (I/O and interrupt) being used are
competing with another option boards and device drivers. Turn off all
hardware and software optional functions and test in an environment
where only SYSMAC NET-related options are in use.

Refer to the manual for the optional functions if there is any competition,
and reset the addresses to ones not currently being used.

8 Consider error operation due to a poor power supply as well as computer,
QO8, or other malfunctions. Refer to the computer and OS mianuals to
check for such malfunctions.

9 Check to see if the same problem occurs in similar devices if more than
one of the same device is being used.
10 Construct a loop with a Line Server and the two problem nodes, and then

perform a loop test to see if the problem still occurs.
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SECTION 7
Node Configuration Utility

The node configuration utility sets various parameters related to NSUs and Bridges connected to SYSMAC NET System.
Refer to this section to set any NSUs or Bridges that are used.

7-1  General DesCriPtion ... .ueuuer i ni it rates ettt it e, 88
7-2 NSU and Bridge Preparation ... .....veuueeieseneesnnnernneeninenasnnennnn. 89
7-3  Starting and QUILHIE . v\ it it e ittt e e e 90
74 SettingS ParametersS . . .....ue'ueeeneenansnneeernseinnneanneeeneeeannnennns 90
7-5 Node REMOE RESEL ... vttttest ettt eiet e eeee et iit it ennnnns 91
76 MOAe SEttNZS . ..o\ ettt ettt e e e e e 92
7-7 Node Configuration Parameter Setings . ... ..ottt it ittt ceeire e ieeernnnns 93
7-7-1  General DesCription ... .vutin ittt ittt et ie e aiainee e 93
7-7-2  Editing and Writing to NOeS ......ovvurirtriinniiii e eanennn. 94
7-7-3 LoadfromFile .. ..ottt 95
7-7-4  Read fromNOGe . ... .ovtr it e e 95
T-7-5  SaVe Lt DISK .ottt e e 96
T-T-6 WHHE ONOGE . ..t et ettt it et et e et 96
7-8 Configuration Data to a BHAZE .. ..vnerinirirnn e itiiinir i, 97
7-8-1  General DesCription .. .....vvvninirnreneerrenenennnnnns e 97
7-8-2  Node Configuration Parameters .............vvvueirvnnernennnnannnnn, 98
7-8-3  IP Routing Table Settings (Editing and WritetoNode) .................... 100
7-8-4  LoadfromFle . ..ottt e e 103
7-8-5 ReadfromNOde . ....ovniit ittt e e e 103
T-8-6  SavetoDiSK ...\ttt e e e 104
T-8-T  WHHE tONOGE . .o v vttt et et et e 104
D = 1o (LD 105
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7-1

General Description

The node configuration utility sets various parameters related to NSUs (Network
Service Units) and Bridges connected to a SYSMAC NET System.

System administrators should perform utility operations. NSU configurations
enable communications with workstations, personal computers, and other de-
vices that do not support SYSMAC NET Systems.

Bridge configurations and IP routing table settings enable the construction of
multiple level networks.

Be sure to read 7-2 NSU and Bridge Preparation prior to using this utility.

The following shows an example of a network constructed with an NSU and a
Bridge.

IBM PC/AT
or compatible

1BM PC/AT
1BM PC/AT or compatible
or compatible l
%
=i
I Line Server
CV500 Bridge CV1000
7
.- )
I Line Server
IBM PC/AT
or compatible
CV500 Gl | M PC/AT  CV1000
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Menu Structure The following illustration shows the menu structure of the node configuration

utility.
r—' 1. Node Configuration Parameters }’——I 1. Editing l

-{ 2. Load from file l
—-{ 3. Read from node —l

Menu screen "‘I 4. Save to disk ’

—'l 5. Write to node

——i 2. 1P Routing Tables ‘——{;1 Editing }
—-LZ. Load from file |
—-i 3. Read from node

—L4. Save to disk —!
—I 5. Write 1o node ]

——| 3. Node Remote Reset ’

—{4. Mode Settings ,
7-2 NSU and Bridge Preparation

The items that must be performed prior to using the node configuration utility to
configure an NSU or Bridge are described next.
The following NSU and Bridge models are described.
e NSU SYSMAC NET Network Service Unit (S3200-NSUA1-10)
e Bridge SYSMAC NET Bridge (83200-NSUG4-10E)
The following procedure is used for NSU and Bridge preparation.

1,2,3.. 1. Setpin 4 of DIP switch 1 on the back of the NSU or Bridge to ON.
2. Reset by pressing the RESET button located on the left side of SW1. The
NSU and Bridge can also be reset using the remote reset (see 7-5 Node Re-
mote Resel) or by turning the power on and off on.

3. Turn OFF pin 4 on DIP switch 1. The NSU or Bridge can be set using the
node configuration utility.

Note 1. Be sure to perform the above preparation steps before using the node con-
figuration utility. Configuration data that was set without prior preparation
will be completely invalid. ltems can be set, but the settings will not be used
in the NSU or the Bridge.
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2. Be sure to reset the NSU or Bridge after it is set by the node configuration
utility. Configuration data that has been set will not be used unless the NSU
or Bridge is reset.

7-3 Starting and Quitting
The following procedure is used to start and quit the node configuration utility.
Startup Procedure Enter CONF32- from the prompt for the SN3200 directory.

C:\SN3200> CONF327y

The following screen will be displayed if the startup is normal.

SYSNET Configuration Utility V1.04

Enter drive number (a-z) : 3

Quitting Procedure Press the Escape Key from the screen shown above to quit the node configura-
tion utility and return a prompt. (The Escape Key will return one screen or one
itemwhile the utility is running, so entering the Escape Key several times will quit
the utility.)

If an item is input incorrectly, the item can be entered again by entering the Es-
cape Key.
Reference Information

A Japanese or English language display can be selected by entering a com-
mand with an option attached. Enter the foliowing:

C:\8N3200> CONF32_/Ep  English
C:\SN3200> CONF32_/Jy Japanese

if no option is specified, the language set in the CONFIG.SYS will be used.

7-4 Settings Parameters

A request for the following parameters will be dispiayed when the node configu-
ration utility starts up. The procedure is explained below.

SYSNET Configuration Utility V1.04

Enter drive number (a-z) : a

1,2, 3.. 1. Enterthe name of the disk drive storing accessory and data files (disk drive
containing the SN3200 directory during installation) using Ato Z and press
Return.

The network address will be requested.

2. Input a number between 0 to 127 to specify the network address where the
node that will be connected, and press Return.

The node address will be requested.

20
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3. Use 1 to 126 to specify the node address, and press Return.

Note Be sure to enter the decimal address for the node in the network of the computer

fromwhich the node configuration utility starts up if a Bridge is specified in step 3.
above.

Example: Enter 16 for the example below.

IBM PC/AT or
compatible
Bridge
LAN 1 'V LAN2
Network 1 Node address , Node address Network 2
=16(10y) ., =21(15.)
Network address = 1 Network address =2

The following is an example of the parameters.

SYSNET Configuration Utility V1.04

Enter drive number (a-z) : ¢
Enter network number : ¢

Enter node number :

The menu screen will be displayed when the node address is entered and Re-
turn is pressed.

Note The following error message will be displayed if the wrong network address or
node address is entered.

Status cannot be read errmo = x
This type of node is not currently supported. Type: XXX Version. XX
Press the Escape key to cancel incorrect inputs.

Refer to 7-9 Summary of Error Messages for more details on error messages.

7-5 Node Remote Reset

The node remote reset is used to reset a configured node. The remote reset en-
ables newly configured data for that node.

Make sure that the initialize switch for the node being reset is OFF prior to reset-
ting. Leaving the initialize switch ON disables all configuration details.

The following procedure is used to reset remote node.
1,2,3.. 1. Enter3fromthe menuscreen shown below to select “1. Node remote reset.”
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Menu Screen

SYSNET Configuration Utility v1.04

Net No.O Nod No.124 Kode Type: SCA

. Node Configuration Parameters
. IP Routing Tables

. Node Remote Reset

. Mode Setting

PRy

Enter command >>

2. Pressing 3 displays the password prompt, so enter the password. I the cor-
rect password is not entered after three tries, the utility will wait for another
command. Start again from step 1.

PASSWORD >>__

The node is reset when the correct password is entered. After the reset is com-
pleted, the utility will wait for another command.

Note 1. The password for the node configuration utility is $3200, and it must be en-
tered with a lowercase s. Since the password is used to prevent accidental
overwriting or setting rather than for security purposes, it cannot be changed
or deleted.

2. Some nodes do not support remote resetting, so refer to the operating
manual for each node to determine whether remote resetting is available or
not.

3. Make sure that the initialize switch of the node being reset is OFF. Leaving
the initialize switch ON disables all configuration details.

7-6 Mode Settings

The mode setting function sets the timeout time. The timeout time is the maxi-
mum amount of time in seconds to wait for a response from the destination of a
transmission.

The default timeout value is set at 5 seconds because it takes a while to get a
response from a node when communicating through a Bridge, for example.
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The mode setting procedure is given below.

1,2, 3... 1. Enter 4 onthe menu screen to select “Mode setting.” The following screen
will be displayed.

SYSNET Configuration Otility v1.04

Net No.O Rod No.124 Node Type: SCA

1. Node Configuration Parameters bbb At MODE SBTTING Al
2. IP Routing Tables

3. Node Remote Resat
4

. Mode Setting time-out (secs) = 5

.

*
* -
. .
v .
- -
* (ESC} Cancel M
. .
- .

R L L L T R R T Y

2. Enter the timeout time, and press Return. After the timeout time is set, the
utility will wait for another command.

7-7  Node Configuration Parameter Settings

7-7-1 General Description

An NSU is set with “1. Node configuration parameters.” This function sets pa-
rameters for the two NSU ports. Parameters for the two ports, PORT1 and
PORT2, can be set individually.

The following processes are available.
1,2,3.. 1. Editing
Edits node configuration parameters.
2. Load from file
Reads the node configuration parameter data file.

3. Read from node
Reads node configuration parameters from the NSU.

4. Save to disk
Writes edited node configuration parameters to the node configuration pa-
rameter data file.

5. Write to node
Writes edited node configuration parameters to the NSU.

*The password must be entered to execute processes 4. and 5.
Note 1. The password for the node configuration utility is s3200, and it must be en-
tered with a lowercase s. Since the password is used to prevent accidental

overwriting or setting rather than for security purposes, it cannotbe changed
or deleted.

2. Refer to 7-2 NSU and Bridge Preparations to prepare the NSU prior to set-
ting configuration data in the NSU.

3. Be sure to reset the NSU after the node data parameters are set.
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7-7-2 Editing and Writing to Nodes

1,23.
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The following procedure is used to edit node configuration parameters and to
write them to an NSU. The NSU is configured using the series of operations pro-
vided below.

1. Enter 1 on the menu screen to select “1. Node configuration parameters.”
The following screen will be displayed, and the utility will wait for another
command. The screen contains default values read from file.

Enter CRTL +J todisplay the following screen so that otheritems and details
can be checked. Refer to the NSU manual for more details about the items
and details. Enter CTRL + K to return to the previous screen.

< Node Configuration Parameter Configuration >
Net:0 Node:124 Node Type:SCA

No. Itenm Contents
1.PORT1 Port name

2.PORT2 Port name :

3.PORT1 Non-intervension monitor timer : 0

4.PORT2 Non-intervension monitor timer : 0

5.PORT1 Speed 3 9600
6.PORT2 Speed : 9600
7.PORT1 Bits : Bbits
8.PORT2 Bits : Bbits
.9.PORT1 Parity : no parity
10.PORT2 Parity : no parity
11.PORT1 Stop bita : 1 bit
12.PORT2 Stop bits X : 1 bit
----- Status: Enter number of item to be changed > 1 ———— e ——————
ESC: terminate 1. Editing
CTRL-J: next entry 2. Load from file
CTRL-K! previous entry 3. Read from node
P print 4. Save to disk

5. Write to node

2. Enter 1 on the screen above to change to the status display shown below.
The edit mode is selected if “1. Editing” is highlighted.

----- Status: Enter number of item to be changed > 1  —=====-=sr-co—non-

ESC: raturn to menu
CTRL~J: next entry
CTRL-K: previous entry

Load from file
. Read from node
. Save to disk

. Write to node

wawn

3. Enter the number ofthe itemto be changed, and press Return. Here, enter5
and Enter to change the baud rate (speed) at PORT1. The cursor will move
to the PORT1 baud rate location.

The status will change as shown below, and the input format will be dis-
played.

————— Status: Select code name ————————— e e

< Input format >

CTRL-J/K: enter to switch 2, Load from file
CR: enter to select 3. Read from node
ESC: return to menu 4. Save to disk

5

. Write to node

4. Enter CTRL +J or CRTL + K to select the desired speed.
5. The settings are made by pressing Return.

Use the status and input format displays described above to set other items
that need to be changed.
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6. Pressthe Escape key to end the setting. The utility will wait for another com-
mand as indicated in step 1.
7. Enter 5 to select “5. Write to Node.”
8. Enter the password. Node configuration data that was set is written to the
NSU when the correct password is entered.
NSU Reset If node configuration parameters are simply written to the NSU without a reset,
the data will notbe used in the NSU. Be sure to use a remote reset or ahardware
reset to reset the NSU. Refer to 7-5 Node Remote Reset for more details on a
remote reset.

7-7-3 Load from File

When “Load from File” is executed, data in the node configuration parameter
data file (iXXXX4) is read and displayed. Edited data displayed on screenwill be
lost when data is loaded from disk.

The procedure is explained below.
1,2,3... 1. Enter 2 on the command input screen shown below.

----- Status: Enter Command > 2 B T p—

ESC: terminate
CTIRL-J: next entry
CTRL-K:  previous entry
P: print

. Editing

« Load from file
+ Read from node
. Save to disk

. Write to node

LI AN S

The following screen will be displayed.

----- Status: OK ? [y/n] —————— e e

ESC: terminate 1. Editing
CTRL-J: next entry

CTRL-K: Previous entry 3. Read from node
p: print 4. Save to disk

5. Write to node

2. Enter Y to load and display the node configuration parameter data file.
Enter N to cancel loading, and return the utility to for another command.
After loading is completed, the utility will wait for another command.
Note 1. A node configuration parameter data file is created using “4. Save to Disk.”
This data file is not included with the SYSMAC NET Support Software.

2. If*4. Save to Disk” has not been performed at leastonce before or ifthe file is
not located in the directory from which the utility was started, then “node
configuration parameter data file (C:iXXXX4) not found” will be displayed,
and loading is terminated. Press the Escape Key at this point.

7-7-4 Read from Node

When “Read from Node” is executed, node configuration parameters set in the
NSU specified for the node configuration utility are read and displayed. Edited
data displayed on screen will be lost when data is read from the node.

The procedure is explained below.
1,2, 3... 1. Enter 3 on the command input screen shown below.

————— Status: Enter Command > 3 —————————— e

ESC: terminate
CTRL~J: next entry
CTRL-K: previous entry
P: print

. Editing

. Load from file
. Read from node
. Save to disk

. Write to node

[LRCNERN S
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7-7-5 Save to Disk

1,2, 3.

7-7-6 Write to Node

1,2, 8.
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The following screen will be displayed.

----- Status: oK ? [y/n] R —

ESC: terminate 1. Editing

CTRL-J: next entry 2. Load from file
CTRL-K: previous entry
P: print 4. Save to disk

5. Write to node

2. Enter Y to read and display data from the NSU.
Enter N to cancel the read.

After loading is completed, the utility will wait for another command.

“Save to disk” writes data set in “1. Editing” to the node configuration parameter
data file.

The file will be overwritten when data is saved to disk.
The procedure is explained below.

- 1. Enter 4 on the command input screen shown below.

----- Status: Enter Command > 4 RO ———

ESC: terminate
CTRL~J: next entry
CTRL-K: previous entxy
e: print

. BEditing

. Load from file
. Read from node
. Save to disk

. Write to node

A

The following screen will be displayed.

----- Status: PASSWORD >> o e e

ESC: terminate 1. Editing
CTRL~J:  next entry 2. Load from file
CTRL~K: previous entry 3. Read from node
P: print A SV Lo LR
5. Write to node

2. Enterthe password. Datais written to the NSU when the correct password is
entered.

Enter the password again if the wrong password is entered. If the correct pass-
word is not entered after three tries, the utility will wait for another command at
step 1. Press the Escape Key to cancel the save.

After the save is completed, the utility will wait for the next command.

“Write to node” writes edited node configuration parameters {0 the NSU.
The procedure is explained below.

1. Enter 5 on the command input screen shown below.

----- Status: Enter Command > 5§ mm——vm————————

ESC: . terminate
CTRL-J: next entry
CTRL-K: previous entry
P print

. Editing .

. Load from file
. Read from node
. Save to disk

. Write to node

[ N Ny
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The following screen will be displayed.

----- Status: PASSWORD >> ————————————————

ESC: terminate
CTRL-J: next entry
CTRL-K: previous entry
P: print

. Editing

Load from file
Read from node
. Save to disk

FNEXEXRY

2. Enterthe password. Data is written to the NSU when the correct password is
entered.

Note If the configuration is simply written to the NSU without a reset, the data will not
be used in the NSU. Be sure to use a remote reset or a hardware reset to reset
the NSU.

7-8 Configuration Data to a Bridge

7-8-1 General Description
Node configuration parameters and IP routing tables must be set in a Bridge
when a multiple level network is constructed using a Bridge.

The settings are performed with “1. Node configuration parameters” and “2. IP
routing tables” in the node configuration utility.

The following procedures are used.

Node Configuration Parameters
1,2, 3... 1. Editing
Edits node configuration parameters.

2. Load from file
Reads the node configuration parameter data file.

3. Read from node
Reads node configuration parameters from the NSU.

4. Save to disk
Wirites edited node configuration parameters to the node configuration pa-
rameter data file.

5. Write to node
Wirites edited node configuration parameters to the NSU.

*The password must be entered to execute processes 4. and 5.

IP Routing Tables

1,2, 3.. 1. Editing
Edits an IP routing table.

2. Load from file
Reads the IP routing table data file from disk.

3. Read from node
Reads the IP routing table data from the Bridge.

4. Save to disk
Writes the IP routing table data to disk.

5. Write to node
Writes the IP routing table data to the Bridge.

*The password must be entered to execute processes 4. and 5..
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Example of a Network That  The following shows an example of two networks connected by a Bridge. Config-

Uses a Bridge

uration data from the computer to a Bridge will be described using this network.

IBM PC/AT or
compatible
Bridge
LAN 1 P LAN2
Network 1 Node address , Node address Network 2
= 16(10H) . =21(15H)
Network address = 1 Network address =2

Reference Information
e The Bridge consists of two nodes as shown in the figure above.

« Routing uses the basic concept and settings performed in Section 4 Routing
Table Setting Utility. The data required for routing consists of the destination
network address and the first hop address (gateway IP address).

Note 1. The password for the node configuration utility is s3200, and it must be en-
tered with a lowercase s. Since the password is used o prevent accidental
overwriting or setting rather than for security purposes, it cannotbe changed
or deleted.

2. Referto 7-2 NSU and Bridge Preparationsto prepare the Bridge prior to set-
ting configuration data in the Bridge.

3. Be sure to reset the Bridge after setting the node data parameters and 1P
routing address tables to the Bridge.

4. In addition to setting the IP routing table to the Bridge, routing tables must
also be set for each node when communicating between networks.

5. Refer to Section 4 Routing Table Setting Utility to set the routing table for the

computer node. Refer to the respective manuals for more information about
setting routing tables for other nodes.

7-8-2 Node Configuration Parameters
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Node configuration parameters specify data such as the networks to which the
nodes of the Bridge belong to. The data is written to the node on the Bridge on
the network side of the computer that starts up the node configuration utility.

In the example shown above, the data will be written to the node at node ad-
dress16 on network address 1. Start up the utility and use the parameters (Refer
to 7-4 Settings Parameters.) to specify 1 for the network address and 16 for the
node address.

The following procedure is used to set a Bridge for the network example shown
above.
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1,2, 3... 1. Enter 1 on the menu screen to select “1. Node configuration parameters.”
The screen below will be displayed, and the utility will wait for another com-
mand.

< Node Configuration Parameter Configuration >
Net:l Node:16 Node Type:SBE

No. Iten Contents
1.LAN1 Network address + 0
2.LAN2 Network address + 0
3.Gateway TTL initial value i 0
4.Gataway TTL decrease value + 0
S.Gateway TTL limit value : 0
6.IP trace switch : don't log
7.Broadcast packet pass : don't pass
8.Netware packet paas : don't pass
----- Status:  Enter Command >

ESC: terminate . Editing

« Load from file
» Read from node
. Save to disk

. Write to node

CTRL~J: next entry
CTRL-K: previous entry
P: print

I N N

2. Enter 3 to select “3. Read from node.” Confirmation of status is requested.
Status: OK? [Y/N]

3. Enter Y to display the data read from the Bridge (initial settings) as shown
below.
Note If step 3. is executed without preparing the Bridge as described in 7-2 NSU and
Bridge Preparations, data set in the Bridge will be read rather than the initial set-
tings.

< Node Configuration Parameter Configuration >
Ret:1l Nede:16 Node Type:SBE

No. Item Contents
1.LAN]1 Network address : 0
2.LANZ Retwork address 1 0
3.Gateway TTL initial value : 15
4.Gateway TTL decrease value ;1

© S.Gateway TTL limit value i1
6.IP trace switch : don't log
7.Broadcast packet pass B
8.Natware packet pass : don't pass

4. Enter 1 to select “1. Editing.” The number of the item to changed is
prompted.

5. Enter 1 and Return.

6. Enter the network address of the LAN1 side of the Bridge. Enter 1 and Re-
turn here because LAN1 is connected to network address 1. The number of
the item to changed is prompted.
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7. Enter just Return.

8. Enter the network address on the LAN2 side of the Bridge. Enter 2 and Re-
turn here because the LAN2 is connected to network address2. The follow-
ing screen will be displayed.

< Node Configuration Parameter Configuration >
Net:l Node:16 Node Type:SBE

No. Item Contents
1.LAN]1 Network address i1

2.LAN2 Network address T2
3.Gateway TTL initial value : 15
4.Gateway TTL decrease value Tl
5.Gateway TTL limit value : 1

6.IP trace switch : don't log
7.Broadcast packet pass : don't pass
8.Netware packet pass : don't pass
----- Status: Enter Command >

EsC: terminate
CTRL-T: next entry
CTRL-K: previous entry
P: print

. Load from file
. Read from node
. Save to disk

. Write to node

newn

Items 3 to 6 are not changed here. Refer to the Bridge manual for more de-
tails on items 3 to 6.

9. Press the Escape Key, and the utility will wait for another command.

10. Enter 5 to select “5. Write to node.” Enter the password. Node configuration
parameters will be written to the Bridge when the correct password is en-
tered.

11. Press the Escape Key to return to the menu screen. Node configuration pa-
rameter settings are now completed.

7-8-3 IP Routing Table Settings (Editing and Write to Node)

The following procedure is used to set IP routing tables.

1, 2,3... 1. Enter 2 on the menu screen to select “2. IP Routing Tables.” the following
screen will be displayed, and the utility will wait for another command. LAN1
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on the upper left side of the screen is highlighted because the routing table

for LAN1 is being edited.

SYSNET IP Routing Table Configuration
LaNZ ->

Net:1 Node:16 Node Type:SBE

No. Net-addr lst-hop-addr No_entry No_entry
------ Status : Enter Command >
ESC: terminate 1. BEditing
CTRL~J: next entry 2. Load from file
CTRL-K: previous entry 3. Read from hode
CTRL-H/L: enter to switch 4. Save to disk
5. Write to node

2. Enter 1 to change the status as shown below. The utility will wait for an edit-

ing command.

------ Status : Enter edit command >

ESC: enter to return
CTRL~-J: next entry
CTRL-K: previous entry

1. Data Entry
2. Data Delaetion
3. Data Modification

3. Enter 1 here to create a new routing table. The following screen will be dis-

played.

SYSNET IP Routing Table Configuration

SR LAN2 ->

Net:1 Node:16 Node Type:SBE

No. Net~addr 1st-hop-addr No_entry No_entry
1. 00000000
------ Status : Enter hexadecimal value
ESC: enter to return
< Input format >

Data count, byte count : (ldata/4byte)

2. Data Deletion
3. Data Modification
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4. Enter the network address in up to 8 hexadecimal digits. Since the destina-
tion address is 2, enter 02 and Return here. If the entry is not 8 digits fong,
the remaining digits will be filled in with zeroes as shown below.

SYSNET IP Routing Table Configuration

<- LAN 1 LANZ -> Net:1 Node:1l6 Node Type:SBE
No. Net-addr 1st-hop-addr No_entry No_entry
1. 02000000 00000000

5. Enter the first hop address (gateway IP address) in up to 8 hexadecimal dig-
its. Since network 1 is connected to network 2 through the node at node ad-
dress 16, enter 01001011 and Return here.

SYSNET IP Routing Table Configuration
<- LAN 1 LAN2 -> Net:l Node:16 Node Type:SBE

No. Net-addr 1st-hop-addr No_entry No_entry

1. 02000000 01001011
2. 00000000

6. Press the Escape Key twice. The utility will wait for another command.
Reference Information

Refer to 4-2 What Is A Routing Table ?for further details on network, node, and IP
addresses. '

7. Enter 5 to select “5. Write to node.”

------ Status : Enter Command > 5

ESC: terminate 1. Bditing

CTRL-J: next entry 2, Load from file

CTRL-K: previous entry 3. Read from node

CTRL-H/L: enter to switch 4. Save to disk
5. Write to node

8. Enter the password.

------ Status :PASSWORD >>

ESC: terminate 1. Editing
CTRL~J: next entry 2. Load from file
CTRL-K: previous entry 3. Read from node
CTRL-H/L: enter to switch 4. save to disk

W RGO TG,

9. Enter CRTL +L to switch to LAN2 editing. LAN2 is highlighted as shown be-
low.

SYSNET IP Routing Table Configuration

<= LAN 1 Net:l Node:16 Node Type:SBE
No. Net~addr 1st-hop-addr No_entry No_entry
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10. Enter the following by repeating steps 2. to 5.

SYSNET IP Routing Table Configuration

<~ LAN 1 Net:1 Node:16 Node Type:SBE
No. Net~addr 1st-hop-addr No_entry No_entry

1. 01000000 02001511

2. 00000000

The settings above mean that network 2 is connected to network 1 through
node address 21 (15)

11. Press the Escape Key twice. The utility will wait for another command.

12. Enter 5, and then enter the password.

13. Press the Escape Key to return to the menu screen. The IP routing table is
now set.

Resetting a Bridge If node configuration parameters and IP routing tables are simply written to the
Bridge without a reset, the data will not be used in the Bridge. Be sure to use a
remote reset or a hardware reset to reset the Bridge.

Refer to 7-5 Node Remote Reset for more information about remote resetting.

7-8-4 Load from File

When “Load from File" is executed, data in the routing data file (rXXXX1) is read
and displayed. Edited data on screen will be lost when data is loaded from disk.

The procedure is explained below.
1,2,3.. 1. Enter 2 on the command input screen shown below.

------ Status : Enter Command > 2

ESC: texrminate
CTRL~J3 next entry
CTRL~K: previous entry
CTRL~H/L: enter to switch

. Editing

. Load from file
. Read from node
. Save to disk

« Write to node

LI TNy

The following screen will be displayed.

------ Status : OK ? [y/n)

ESC: terminate 1. Editing
CTRL-J: next entry

CTRL-K: previous entry 3. Read from node
CTRL-H/L: enter to switch 4. Save to disk

5. Writa to nods

2. Enter Y to load and display the routing data file.
Enter N to cancel loading. The utility will wait for another command.

After loading is completed, the utility will wait for another command.
Note 1. Arouting data file is created by performing “4. Save to Disk.” The data file is
not included with the SYSMAC NET Support Software.

2. If“4. Saveto Disk” has notbeen performed at least once before orifthe file is
not located in the directory from which the utility was started, then “node
configuration parameter data file (C:rXXXX1) not found” will be displayed,
and loading is terminated. Press the Escape Key at this point.

7-8-5 Read from Node

When “Read from Node” is executed, the IP routing table ofthe Bridge specified
when the node configuration utility was started are read and displayed. Edited
data displayed on screen will be lost when data is read from a node.
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1,2, 3..

7-8-6 Save to Disk

1,2, 3.

7-8-7 Write to Node
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The procedure is explained below.
1. Enter 3 on the command input screen shown below.

...... Status : Enter Command > 3

. Editing

. Load from file
. Read from node
. Save to disk

. Write to node

BSC: terminate
CTRL-J:  next antry
CTRL-K: previous antry
CTRL-H/L: enter to switch

o N

The following screen will be displayed.

------ Status : OK ? (y/n]

ESC: terminate 1. Editing
CTRL-J: next entry 2. Load from file
CTRL-K¢ previous entry

CTRL-H/L: enter to switch 4. Save to disk

5. Write to node

2. Enter Y to read and display data from the Bridge.
Enter N to cancel the read.

Atfter loading is completed, the utility will wait for another command.

“Save To Disk” writes data set in “1. Editing” to the routing data file.
The file will be overwritten when data is saved to disk.
The procedure is explained below.

1. Enter 4 on the command input screen shown below.

______ Status : Enter Command > q

. Editing

. Load from file
. Read from node
. Save to disk

. Write to node

ESC: terminate
CTRL-J: naxt entry
CTRL-K: previous entry
CTRL-H/L: enter to switch

(LY R Xy

The following screen will be displayed.

—————— Status :PASSWORD >>

. Editing

. Load from file
« Read from node
SESAVEELOE G

. Write to node

ESC: terminate
CTRL~J: next entry
CTRL-K: previous entxry
CTRL-H/L: enter to switch

1
2
3
4
5

2. Enter the password. Data is written to the routing data file when the correct
password is entered.

Enter the password again if the wrong password is entered. If the correct pass-
word is not entered after three tries, the utility will wait for another command at
step 1.. Press the Escape Key to cancel the save.

“Write To Node” writes the edited IP routing table to the Bridge.
The procedure is explained below.
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1,2,3... 1. Enter 5 on the command input screen shown below.

~&ow==== Status : Enter Command > 5

ESC: terminate 1. Editing

CTRL=J: next entry 2. Load from file

CIRL=K: previous entry 3. Read from node

CTRL-K/L: enter to switch 4. Save to disk
5. Write to node

The following screen will be displayed.

—————— Status :PASSWORD >>

EsC: terminate 1. Editing
CTRL-J: next entry 2, Load from file
CTRL-K: previous entry 3. Read from node
CTRL-H/L: enter to switch 4. Save to disk

2. Enter the password. Data is written to the Bridge when the correct password
is entered.
Enter the password again if the wrong password is entered. If the correct pass-
word is not entered after three tries, the utility will wait for another command at
step 1. Press the Escape Key to cancel the save.

Note If configuration is simply written to the Bridge without a reset, the data will not be
used inthe Bridge. Be sure to use a remote reset or a hardware resettoreset the
Bridge.

7-9 Error Messages

The following messagse may appear when using the SYSMAC NET Support
Board.

Message Detalls
Cannot open DIAG driver. errno = XX DIAG32 and CP_3200 are not loaded in the system.

ERR: 02: File not found
03: Wrong bus name
04: Too many files open

Vermng: Currently unsupported node type.: XX The status of the target node was read, and the type of node
ver. XX obtained (model name and version) was not loaded in the
VERMNG file.

Cannot perform status read. errno = XX The status of the target node cannot be read.

ERR: 04: Node address error
05: Loop error
06: Transmission busy
07: Token loss error
8004: No data to send

Cannot open file. (fila : XXXX) Files provided with the configuration utility cannot be opened.

Specified node does not respond errmo = XX errorno: 05: Loop error

06: Transmission busy
07: Token loss error
8004: No data to send

Cannot transmit to node errno = XX errorno: 05: Loop error

06: Transmission busy
07: Token loss error

Invalid number The item number entered during editing not found.
Input value out of range The value entered is not valid for the item.

XXXX: File not present The data file to be loaded from disk not found.
XXXX: Cannot create file The file to be saved to disk cannot be created.
XXXX: Cannot read file Data cannot be read from the file.
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SECTION 8§
Other Utilities

This section describes procedures for operating the version display utility, the status display utility, and the packet removal
utility. :

8-1  Version Display UIILY « . v vuvereetee et ittt e e e e 108
8-1-1  Operating PrOCEAUIe ... ....uu'veneureninenetn e eeeeereeenanrnss 108
8-1-2  Display Details . . .o c.veree et 109
8-2  Status Display UHLLY .o vrir ettt et et e e e e e ee e, 109
8-2-1  Operating Procedure . ...........uuruninineieasrne e e, 109
8-2-2  Display Details . . .o .vue et e 110
8-3 PacketRemoval Utility ...........coovvveeennnn.n.. e teiereieieee e, 111
8-3-1  General DeSCHPLON .. v vttt ettt et et 111
8-3-2  PrOCEdUTE ... evitttete et tie ettt e et e e e 111
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8-1 Version Display Utility

8-1-1 Operating Procedure

The version display utility displays data set in the SYSMAC NET link driver. This
is not the data set with for the NSB.

Enter VER32- at the prompt for the SN3200 directory.
C:\S8N3200> VER32y

The following will be displayed.

owo SYSNET VERSION INFORMATION * + * vyersion 3.03
Type cp_3200
Version 3.0
Revision 3.3

packet Length (MAX) 2048 Byte
Interrupt Number 11

1/0 Address 0300H
Interrupt Process Address

Offset 1FBBH Segment 1B25H
C:\SN3200>

When the version display is completed, the utility will quit, and a prompt will re-
turn.

Reference Information

A Japanese or English language display can be selected by entering a com-
mand with an option attached. Enter the following:

C:\SN3200> VER32_/Ey English
C:\8N3200> VER32_/J7 Japanese

If no option is specified, the language set in the CONFIG.SYS will be used.
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8-1-2 Display Details

Version Display Screen

Display Details

The display details of the version display are described next.

A SYSNET VERSION INFORMATION * *# * Version 3.03
Type CP_3200
Version 3.0
Revision 3.3

Packet Length (MAX) 2048 Byte

Intaxrupt Number 11

1/0 Address 0300H

Interrupt Pxocess Address
Offset 1FB8H Segment 1B25H

Type: Displays SYSMAC NET link driver types.

Version, Revision: Displays the SYSMAC NET version and revi-
sion.

Packet Length: Displays the maximum packet length that can

be transmitted and received through the SYS-
MAC NET link driver. The user portion is even
shorter because the maximum packet length
also includes the header section.

interrupt Number, I/O Address: Displays SYSMAC NET link driver parame-
ters from the CONFIG.SYS file.

Interrupt Process Address: A maintenance display used by the manufac-
turer.

Make sure that the model name and version displayed are correct.

8-2 Status Display Utility
8-2-1 Operating Procedure

The status display utility displays various information related to your node. Since
itdisplays data set in the SYSMAC NET link driver and SYSMAC NET Support
Board as well as statistical information for send and receive data handied by the
SYSMAC NET link driver, the utility is used for network maintenance.

Enter STAT32 at the prompt for the SN3200 directory.
C:\SN3200> STAT32

The SYSMAC NET node data on the next page will be displayed.
Reference Information

A Japanese or English language display can be selected by entering a com-
mand with an option attached. Enter the following:

C:\SN3200> STAT32_/Ey English
C:\SN3200> STAT32,_,/J7 Japanese

If no option is specified, the language set in the CONFIG.SYS will be used.
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8-2-2 Display Details

SYSMAC NET Node Data
Screen

SYSMAC Net Node Data
Details

Error Counts

110

The display details for SYSMAC NET node data are described next.

The following screen will be displayed when STAT327 is entered.

oo SYSNET

Node Address
Optical LAN
Power

Number of
Total send
Normal send
Total receive
Normal receive
Send Execute
Send Regquest
1P Sand

C:\SN3200>

Net work Address = 000 .

= 018

= pormal

= OFF

80 D3 12 A4 01 2A 2P VER=V 3.0,R 3.3

coococoon

When you have the option to set the /P,you can look at the

STATUS INFORMATION * * * Version 3.03

Illegal Interrupt
Receive Interxupt Error
Send Interrupt Exrer
Error in Receive Pxocess
PCB Packet Type Unmatch
Illegal Loop

Can't Use The Send Buffer
Receive Data Short

Send Time out

Receive Time out

CCO0O00ODO0O

counter of every PROTOCOL.

Network Address:

Node Address (number):

Optical LAN:

Power:

Counts:

Displays decimal values set with SYSMAC
NET link driver parameters in the CON-
FIG.SYS file.

Displays decimal values set with the rotary
switches on the Board.

Displays normal, upstream/downstream loop
back, and individual status for loop malfunc-
tions.

Displays ON when the Central Power Supply
is supplying power, and OFF when it is not.

Displays the values counted by the SYSMAC
NET link driver as well as statistical informa-
tion for data handled by the SYSMAC NET link
driver.

Error counts on the right side (illegal interrupt o receive time out) can be caused
by the following. Use the loop test, node diagnosis, or other utility to determine
the cause and appropriate action.

e Error data is sent from another node. (Sometimes, a packet type that the local
node cannot process may be broadcast.)

o A SYSMAC NET Support Board malfunction.
e A error in the transmission path caused the packet o be lost.

» The other node is not processing the data.

» The processing program at the local node is creating the error.
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Diagnosis by Packet Type

The diagnosis counter screen for individual packet types shown below will be
displayed when diagnosis is executed with the /P option attached to the com-
mand.

oW SYSNET STATUS INFORMATION * * * Version 3.03

Net work Address = 000

Node Address = 018
Optical LAN = normal
Powar = OFF

80 D3 12 A4 01 2A 2D VER=V 3.0,R 3.3

Packet Type (Hex) DIaG upp
Number of
Send Packet Count 35
Rev  Packet Count 30
Send Busy = 0
Send Data Size Over
Send Data Size short
Node Address Error
Receive Busy
Rcv Packet Over
Rev Packet {IP Length)
Send Interrupt Erroxr
[ESC] :Exit TN’ :Nex:

ocooLo0ccooo

0
0
Q
]
]
0
Q
t

'P!:Prevew

Press the Escape Key to exit,

Check the program at the local node or the other nodes using the packet type
when an error is generated for a specific packet type.

8-3 Packet Removal Utility
8-3-1 General Description

8-3-2 Procedure

The packet removal utility deletes packet types stored in the SYSMAC NET link
driver from the driver.

The utility deletes from the SYSMAC NET link driver all packet types from 80y to
FFy provided for the user, and may be used when a program shuts down due to
an error. This utility is not used under normal circumstances.

Enter CUT32; at the prompt for the SN3200 directory. The packets will be de-
leted immediately.

rowox SYSNET PACKET TYPE COT * * * Version 3.01

Releasing Packet Types. =  80R - ffH

BD
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The packets deleted at this time are displayed. (Example BD)
After the packets are deleted, “Removal completed” will be displayed, and the
utility end.

Reference Information

A Japanese or English language display can be selected by entering a com-
mand with an option attached. Enter the following:

C:\SN3200> CUT32_/E3 English
C:\S8N3200> CUT32_/J7 Japanese

If no option is specified, the language set in the CONFIG.SYS will be used.



SECTION 9
Datagram Service Test Program

The datagram service test program performs sending and receiving tests with other nodes using the SYSMAC NET datagram
function.
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9-6-3  Received Data Display 2 (Displays in 256-byte Increments) ................ 122
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9-9-2  Display CONENLS .. ..euunnenretienenreteineneanerseaeeanennennanns 126
9-10 Summary Of ErrOr MESSAZES .. vverseteenentenneeneseneesanesesennsennseans 127
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9-1 General Description

This section describes using the test program for the datagram service. The pro-
gram performs sending and receiving tests with other nodes using the SYSMAC
NET datagram function. The test program not only outputs received data to a
file, but also reads and displays data output to the file.

Since the program is interactive, communication tests can be performed simply
by entering numbers.

9-2 Menu Structure

Logic port no. setting

The menu structure and functions for the test program are briefly outlined below.

r———-Menuscreen ——————————————————— |
—{ 1. Transmission test l - - - - Inputs and then transmits data.
—l 2. Receiving test I - - - -~ Displays received data.
[ 3. Echo-back test (transmission) | - - - - Compares transmission data

|

I!

|

|

|

f

|

| with returned data and dis-
{ plays the results.
|

|

|

|

I

|

|

|

i _ _ . - Returns received data to the trans-
—{ 4. Echo-back test (receiving) | mission source, and displays the

status of the source.

L{"s. Display file contents |---- Displays data witien i a il

L s e o e e o e e e e e o

9-3 Starting and Exiting

9-3-1 Starting

9-3-2 Exiting
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The following procedure is used to start and exit the test program.

Enter DGTESTM- at the prompt for the SN3200 directory.
C:\SN3200> DGTESTMy

When the test program starts, the setting screen for the logic port number (Refer
to 9-4 Logic Port Number Setting) will be displayed.

Press the Escape Key from the logic port number setting screen to exit the test
program and return to a prompt.

Press the Escape Key several times when exiting from another screen. Each
time the Escape Key is entered, it returns one screen.

Reference Information

A Japanese or English language display can be selected by entering a com-
mand with an option attached. Enter the following:

C:\SN3200> DGTESTM,_/E» English
C:¥SN3200> DGTESTM_/J Japanese

If no option is specified, the language set in the CONFIG.SYS will be used.
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9-4 Logic Port Number Setting

The following procedure is used to set the logic port number used to perform
communication tests.

The procedure is given below.

1,2,3... 1. Enter DGTESTM> at the prompt for the SN3200 directory.
C:\SN3200> DGTESTMy

The logic port number setting screen will be displayed.

ko SYSNET DGTESTM LR Version 1.01

<< LOGICAL PORT No. SETTING >>

Set up the disignated logical port No.

logical port No. (0 -=- 89, 110 -- 254 ) =

Press [ESC]key to exit

2. Enter a number from 0 to 89 or 110 to 254 for the port number, and enter

Return,
The following menu screen will be displayed if the port number is entered cor-
rectly. ‘
AL SYSNET DGTESTM * ok . Version 1.01
<< MENU >>
self net :000 self node:018 self poxt:001 loop snormal

1 TRANSMISSON TEST

2 RECEIVEING TEST

3 ECHO-BACK TEST (TRANSMISSION)
4 ECHO-BACK TEST (RECEIVING}

S DISPLAY FILE CONTENTS

Enter number.

Press [ESClkey to exit
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9-5 Transmission Test

Specify the transmission destination and create transmission data to perform
the transmission test. The transmission destination can be set using one of two
procedures. The following procedures is used to execute the transmission test.

9-5-1 Selecting the Input Method
One of the following procedures can be used to specify the transmission des-
tination.

 Specify the destination by entering the network and hode addresses individu-
ally.

¢ Specify the destination by entering the IP address.
The following describes the procedures.

1,2, 3... 1. Enter 1 on the menu screen.
The input method selection screen shown below will be displayed.

* ok SYSNET DGTESTM v oh Version 1.01
<<TRANSMISSION. ENTERING METHOD SELECTION>>
self net :000 self node:018 self port:001 loop tnormal

There are two ways in destination address setting.

1 Entering destination network address (lbyte)}

and destination node address (1byte)

2 Entering destination IP address (4byte)

Enter numbar.

Press [ESClkey to exit

2. Enter 1 or 2.

Go to 9-5-2 Transmission Destination Designation 1, if 1 is input.
Go to 9-5-3 Transmission Destination Designation 2, if 2 is input.
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9-5-2 Transmission Destination Designation 1

The following screen will be displayed when 1 is selected on the input method
selection screen.

<<TRANSMISSION TEST>>

self nat :000 self node:018 self port:001 loop :normal

dest/source network address =

dest/source node address

dest/source port No.

interval ([0.13ec})

transmission data

transmission times (Owasing)=

= enter by character

Prass [ESClkey to exit

count

1. Enter the network address of the transmission destination. Enter ¢ to 127 or
255, and press Return.
2. Enter the node address of the transmission destination. Enter 1 to 126 or
255, and press Return.
1f 255 is specified in step 1., then only 255 can be specified for the node ad-
dress as well.
3. Enterthe port number of the transmission destination. Enter 0 to 65535, and
press Return.
The transmission destination is now specified. Go to 9-5-4 Setting and Execut-
ing Transmission Data.

1, 2, 3...

9-5-3 Transmission Destination Designation 2

The following screen will be displayed when 2 is selected on the input method
selection screen.

<<TRANSMISSION TEST>>

self net :000 salf node:018

dest/souxce IP address

dest/source port No.

interval ([0.1sec])

transmission data

aelf port:001 loop :normal

transmission times (O=asing)=

=
= anter by character

Press {ESClkey to exit

count
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1, 2, 3... 1. Enter the IP address of the transmission destination. Enter the IP address
using the formats given below. Enter decimal digits for each byte, and sepa-
rate the bytes with periods.

[First byte].[Second byte].[Third byte].[Fourth byte]
Enter a decimal number with each byte separated by periods so the hexade-
cimal iP address will look as follows:

00000311H becomes 0.0.3.11
0AOBOCODH becomes 10.11.12.13
10111213H becomes 16.17.18.19
FFFFFFFFH becomes 255.255.255.255

2. Enter the transmission destination board number. Enter 1 to 126 or 255, and
press Return.

The transmission destination is now specified. Go to 9-5-4 Setting and Execut-
ing Transmission Data.

9-5-4 Setting and Executing Transmission Data

After the transmission destination is specified, set the number of transmissions,
transmission intervals, and the transmission data, and then execute the trans-
mission test.

The setting and executing procedures are described below.

<<TRANSMISSION TEST>>
self net :000 self node:018 self port:001 loop :normal

dest/source network address =0

deat/source node address =11

dest/source port No. =l

transmission times (O=asing)=

interval([0.1sec]) » =

transmission data = enter by character

Press (ESC)key to exit

count

Note The screen displayed is the same screen in 9-5-2 Transmission Destination
Designation 1.

1, 2,3... 1. Enter the number of transmissions. Enter 0 to 9998, and press Return. The
transmission will be sent continuously until the Escape Key is entered if 0 is
entered.

2. Enter the transmission interval. Enter 0 to 9999, and press Return. Enter in
0.1-second increments. If 10 and Return are entered, for example, data will
be transmitted in 1-second intervals.

3. Create the transmission data using one of the three procedures given be-
low.
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Character Input

Hexadecimal Format

transmission data = enter by character

Enter the characters to be transmitted and press Return on the display above.
Up to 36 bytes can be entered.

transmission data = enter by character

press Return on the display above. The following screen will be displayed.

transmission data . = enter by hexadecimal

Enter0to 9, Ato F or atof, and press Return. Up to 80 characters can be en-
tered.
Forexample, if the data to be sentis in the formaton the left, then inputthe format
on the right.

12345 becomes 3132333435

ABCDE becomes 4142434445

abede becomes 6162636465

Number of Incremental Data Bytes

transmission data . = enter by hexadecimal

Press Return on the dispiay above. The screen below will be displayed.

transmission data = incremsnt data
<<length (1~ 2000 Byte}>> =

Specify from 1 to 2000 here, and press Return. Incremental data is data pro-
videdinthe program that s written 00y, 01,4, 02y..., FFy, 00y, 01y from the top of
the user area in increments of 01y,

4. Afterinputting the transmission data, enter G to transmit. Press the Escape
Key to end the transmission test without transmitting the specified number
oftimes. After ending, the number of transmissions, start time, and end time
are displayed.

5. After exiting, press the Escape Key to return to the input method selection
screen.

1. Ifthe transmission interval for continuous transmission in transmission test
and echo-back test transmission is too fong, the Escape Key must be held
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down until the transmission ends. The longer the transmission interval, the
longer it takes to end.

2. Shortening the transmission interval for continuous transmission in the
transmission test and echo-back test with DGTESTM.EXE may cause a
“Transmission buffer full” error.

9-6 Receiving Test

When the receiving test is executed, the transmission destination address and
received data are displayed each time data is received. Received dataand other
information can also be output to afile.

The following procedure is used to execute the receiving test.

9-6-1 Display Method and File Output Selection

Received data will be displayed in one of the following two ways.
 Received data displayed continuously.
» Received data displayed in one-page (256 bytes) increments.

1,2,3... 1. Enter 2 on the menu screen.
The display method selection screen shown below will be displayed.

. ©  SYSNET DGTESTM L Version 1.01
<<RECEIVING TEST.DISPLAY METHOD SELECTION>>
self net :000 salf node:018 self port:001 loop  :normal

There are two ways in display receive data.

1 Receive data display sequentially

2 Receive data display by 256 bytes

Enter number.

Press [ESClkey to exit

2. Enter1or2.
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The file output selection screen shown below will be displayed.

L SYSNET DGTESTM i Version 1.01
<<RECEIVING TEST.FILE OUTPUT METHOD SELECTION>>
saelf net :000 self node:018 salf port:001 loop tnormal

Do you output recaiving data,source address and

source port No.

1 yes {output)

2 no (no output)

Enter number.

Press [ESC)key to exit

3. Enter 1 or 2.

The test program will wait for the file name if 1 is selected.

Enter file name. { b]

4. Enter the file name, and press Return.

Attach the path name using up to 30 characters if the file is not in the current
directory.

If an existing file name is entered, the received data and other information is
added to the end of the file.

If a non-existent file name is entered, a new file is created for the received
data.

5. Entering the file name shifts the screen to the received data display.
6. If 2 is selected, the screen immediately shifts to the received data display.

Refer to 9-6-2 Received Data Display 1 (Continuous Display) if1 is entered on
the display method selection screen.

Refer to 9-6-3 Received Data Display 2 (Displays in 256-byte Increments)if 2 is
entered on the display method selection screen.

Note Files cannot be deleted with the test program. Delete unnecessary files using
DOS commands.
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9-6-2 Received Data Display 1 (Continuous Display)

The followihg screen will be displayed via the file output selection screen when
“1. Display received data continuously” is selected on the display method selec-

tion screen.

<<RECEIVING TEST >>
self net :000 self node:018 self port:001 loop inormal
source net : source node: source port: data length:
source IP : rec. time : remain length:
{ESC]) rexit

This screen displays the transmission destination, received data, and other in-
formation when data has been received (or is being received).

The IP address will be displayed in hexadecimal. Received data will be dis-
played in both hexadecimal and characters.

Pressing the Escape Key ends the received data display, and returns fo the file
output selection screen.

9-6-3 Received Data Display 2 (Displays in 256-byte Increments)
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The following screen will be displayed from the file output selection screen when
2. Display received data in 256 block increments” is selected on the display
method selection screen.

<<RECEIVING TEST >>

self net :000 Self node:018 self port:001 loop :inormal
source net :000 source node: source port: data length:2000
source IP : © rec. time : remain length:1744

000 30 31 32 33 34 35 36 37 38'39 3A 3B 3C 3D3E 3F 0123456789:i<=>?

010 40 41 42 43 44 45 46 47 48 '49- 4A 4B 4C 4D4E 4F @ABCDERGHUKIMNO

020 50 51 52 53 54 55 56 57.58 59 SA SB 5C SDSE SF PQRSTUVWXYZ[¥}r_

030 60 61 62 63 64 65 66 67 68 69 6A 6B 6C 6D6E 6F ‘abedcfghijkimno

040 707172737475 76 7178 79 7A 7B IC IDTE TF parstuvwxyz{i}".

050 80818283 8 858 878889 8A3B S EEESL ... ...0ininnn

050 90919293 X% 9596697989 9AIBIGCIDIEIF ....ovvninnnrnnn

070 ADALA2AI A4 ASAGATASASAAABACADAEAF .........c.c00nn
080 BOBIB2B3 B4B5B6B7B3 B9BABBBCBD BEBF ................
090 COCIC2C C4CSCECTCR OCACBOCCD CECF -ovvvvvvnnrennnn
0A0 DODID2D3 D4DSD6DIDE DIDADBDCDD DEDF ....ovvvnvvanan,
OB0 EQ EYE2E3 EAESEG E7ES ESEA EBECED EEEF ..........c0hens
0C0 RO FI F2F3 RAFSF6 FIF8 MFAFBFCFD FEFF ......emivvnans
ODO 00010203 04050507080 CA0OBOCODOEDF ......cvtnnnne
CE0 101 1213141561718 19JAIBICIDIEIR (. .....ovinntn
OF0 20212223 24 25 26 27 28 29 2A 2B 2C 2D ZE oF "RB&'( ) 4 L/

{BSC]:exit ‘N':next data 'B':prev page other key :next page

When datais received, the transmission destination and received data up to the
256th byte will be displayed, and the system will wait for key input.
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Enter one of the keys listed below.

Escape Return to the file output selection screen.
N Go on standby to received data.
B Display received data in 256-byte increments in front of

data already displayed, and the system will wait for key in-
put. The B input is ignored when displaying received data
from byte 0.

Other keys Displays data in 256-byte increments continuously after re-
ceived data already displayed. When there is no more data
remaining on the display, the system will wait for the next
data.

9-7 Echo-back Test (Transmission)

In echo-back tests, data is transmitted to a remote node and then returned from
the remote node. The test compares the transmission data with the returned
data and displays the results.

The following procedure is used to execute the echo-back test.

9-7-1 Setting the Reception Standby Timer Value

1,2,3..

The receive standby timer value specifies exactly how long to wait for data after it
is transmitted.

if received data is not returned after the specified amount of time, reception is
terminated, and the next data block is transmitted.

The following procedure is used to set the standby timer value.

1. Enter 3 on the menu screen to display the following screen.

L SYSNET DGTESTM * o Version 1.01
<< receiving timer setting >>

salf net :000 self node:018 self port:001 loop rnormal

Enter receiving timer.

receiving timer (0.lsec) = 50

Press [ESC)key to exit

2. Enter a number between 0 and 9999, and press Return. The time is in
0.1-second increments. The default value is 50, or 5 seconds. If the default
value isokay, justenter Return. Press the Escape Key to return to the menu
screen.

Note If the receive standby timer value is too long for the echo-back test, the Escape

Key must be held down until transmission ends. The longer the receive standby
timer value, the longer it takes to end.
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9-7-2 Execution and Results

Procedure Operations after the receive standby timer value is set are the same as those
described in 9-5 Receiving Test. Refer o the following sections for more details.

I 9-5-1 I Select the Input Me!hod|

Transmission Des- Transmission Des-
9-5-2 | {ination Designation 1 l 9-53 |ﬁnation Designation 2

|

Setting and Executing Trans-
‘ 9-5-4 | mission Data (See note)

Note Incremental datais transmitted in the echo-back test. Creating the transmission
data is simply a matter of specifying the number of bytes transmitted.
Transmission data in character or hexadecimal format cannot be created.

Results Display When the transmission part of the echo-back test is executed, the results are
displayed on the lower part of the screen as shown below.

<<ECHO-BACK TEST (TRANSMISSION)>>
self net :000 self node:018 salf port:001 loop :normal

dest/source network address =0
dest/source node address ' =11
dcst/s;urco port No. =]
transmission times (0=asing)=50
interval ([0.1lsec]) =5
<<length (1~ 2000 Byte)>> =2000

Press [ESC]key to axit

count normal abnormal length unnatch time out ' first
50 50 31

Note This screen will be displayed when 1 is selected on the input method selection
screen.

Communications are normal if the value given for “count” is the same as that for
“normal.” An error has been generated when any of the items below is counted.

Abnormal length  The lengths of the transmission and receive data are

different.

Unmatch The contents of the transmission and receive data are
different.

Time out Returned data is not received within the receive stand-

by timer value.

9-8 Echo-back Test (Receiving)

In this test, received data is returned to the transmitting node. Information on the
transmission node and the received data are displayed.
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Enter 4 on the menu screen to display the following screen.

<<ECHO-BACK TEST (RECEIVING)>>
self net :000 self noda:018 self port:001 loop inormal

dest/source network address =
dest/source node address =
dast/source IP address =

dest/source port No. =

receive count =
first part of data =
receive data length =

Press [ESC}key to exit

When data has been received (or is being received), the received data is re-
turned to the transmitting node, and the data shown on the screen above will be
displayed.

The remote IP address will be displayed in hexadecimal format.
Pressing any key after the Escape Key returns to the menu screen.

9-9 Display File Contents

When “Display File Contents” is executed, the data written in the file when
“2. Receiving Test” on the menu screen is executed are read and displayed.

9-9-1 Executing Procedure

1, 2, 3..

The setting and executing procedures are described below.

1. Enter 5 on the menu screen to display the following screen.

<< DISPLAY FILE CONTENTS >>
self net :000 self node:018 self port:001 loop  :normal

Enter file name, [ )

Press [ESClkey to exit

2. Enter the file name, and enter Return to display file contents. Add the path
name if the file is not in the current directory.
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The following will be displayed when a file name that does not exist is en-

tered.

File not existed or unable to open fila,

Here, press any key to return to standby awaiting file name input.

Pressing the Escape Key returns to the menu screen.

9-9-2 Display Contents

If the file with the specified name is found, the data shown in the following screen
will be displayed, and the system will wait for key input. Received data up to the
256th byte will be displayed.

self net :000
source net :OQO

070
080
090
0AQ
0BO
0Co
0DO
QE0
OF0

(ESC) :exit

<< DISPLAY FILE CONTENIS >>
self node:018
source node:

source IP rec. time remain length:1744

000 30 31 32 33 34 35 36 37 38 39 3A 3B 3C 3D3E 3F 0123456789:;<=>?
010 40 41 42 43 44 45 46 47 48 49 4A 4B 4C 4D4E 4F @ABRCLERGHIKIMND
020 50 51 52 53 54 55 56 57 58 59 5A 5B.5C SDSE SF PQRSTUVWXYZ¥)'_
030 " 60 61 62 63 64 65 66 67 63 69 6A 6B 6C 6DGE &F ‘abcdefghijkimno
040 7071 727374757677 7819 7TA B ICTDTIE TF pqrstuvwxyz{l}”,
050 80 81 82 83 84 85 86 87 83 89 8A 8B 8C 8D BE §F

060. 90 91 92 93 94 95 96 97 98 99 9A 9B 9C 9D SE 9F

self port:001 loop inormal
source port: data length:2000

AD Al A2 A3 Ad AS A6 AT A8 A9 AA AB AC AD AE AF

\BO B1 B2 B3 B4 BS B6 B7 B8 B9 BA BB BC BD BE BF

C0CIC2C3 C4CSC6CTC8 WCACBCCLD CECF
DOD1D2D3 D4DSDSD7D8 D9 DA DB DC DD DEDF

* E0 E1E2E3 E4ESE6 E7ES E9EA EBECED EE EF

FOFl F2F3 F4F5F6 FIF3 W FA FBFC FD FE FF ...

00 01 02 03 04 05 06 07 08 09 0A 0B OC 0D OE OF
1011 12 13 141516 17 18 19 1A 1B IC IDIE IF
W2 2228225227282 2422 2D2%EF

'N':next data

"8%&'() 4./

'B':prev page other key :next page

Enter one of the keys listed below to select the processing.

Escape:
N:

Other keys:

Returns to the file name input screen.

Data following the data on screen (second data item here)
will be displayed, and the system will again wait for key in-
put.

The data block of 256 bytes prior to the received data on
screen will be displayed, and the system will again wait for
key input.

The data block of 256 bytes following the received data on
screen will be displayed, and the system will again wait for
key input. When there is no data left to display, the next
block of received data will be displayed.

Note When no more data is left to receive, “No more data, or the file being read has
been lost” will be displayed.
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9-10 Summary of Error Messages

An error message and the return status (COM, AX) are displayed when there is
an error.

Return status (COM, AX), error messages, and corrections are given below.

Process COM AX Error Message Corrections
Common 00y 01y DGIOX version unmatch DGTESTM.EXE is transmitting or receiving the IP
address. Be sure to use DGIOX.SYS version 1.08
ot higher.
Program 00y 02y DGIOX not exist. Check to see if the DGIOX program is there, and
startup load the program from the CONFIG.SYS.
00y 04y too many opend files. Increase the FILES= value in the CONFIG.SYS.
Transmission | 03y 02y transmission buffer full Increase the transmission interval. If that does not
solve the problem, check to see if the Line Server
power is ON, and if the interrupt level is set
correctly.
03y 04y destination address error Check the routing table, and specify the other
network address correctly.
03y 05y abnormal loop status Check to see if the loop is properly connected.
Program start | 104 02y NSB not exited or invalid Check to see if the NSB is properly installed, and
up instration. check the 1/O address settings in the
CONFIG.SYS.
104 034 abnormal loop status Check to see if the loop is properly connected.
Reception 104 04y Unable to write. Insufficient disk capacity. Delete any unnecessary
files.
File contents | 10y 05y File not existed or unable to Check to see if the specified file is there.
display open file.
104 06y Data not existed or unable to All the data was read (Normal), or the file is
read damaged (Error). Check the specified file.
Reception 104 074 Unable to open file. Enter the correct file name, and increase the
FILES= value in the CONFIG.SYS.
Insufficient disk capacity. Delete any unnecessary
files.
Common 104 08y Unable to close file. Insert the correct floppy disk.
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SECTION 10
Datagram Services

This section describes the datagram service. Use the datagram service when communicating with nodes that do not support the
FINS protocol, such as C-series PCs.
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10-1 Introduction

Use the datagram service (UDP/IP) when communicating with nodes thatdo not
support the FINS protocol, such as C-series PCs. The datagram service can be
used with either the BASIC or C programming languages.

With BASIC, the user creates programs using the BASIC library. With C, the user
creates C programs that access the DGIOX I/O module.

10-2 Datagram Service

DGIOX Functions

DGIOX Ports

Starting Datagram Services
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This section briefly explains the DGIOX IO module, which supports use of the
datagram service.

The DGIOX resides in the computer’s main memory, as shown in the foliowing
diagram, and acts as an interface between the BIOS and application program.
The DGIOX performs datagram services requested by the application program,
such as transmitting data to other nodes and passing data received from other
nodes to the application program.

Application program

BASIC interface

DOS

CP-3200 (BIOS)

The DGIOX has ports numbered 0 to 254 (excluding 90 to 109). One of these
port addresses must be specified when accessing the DGIOX from the applica-
tion program.

The DGIOX manages transmission and reception independently for each port
address. Data that is sent to a port that has not been opened will not be passed
on to the application program - it will be discarded.

Do not specify port addresses 90 through 109.

lfthe systemis set up using the method described in Section 3 Setup, the operat-
ing system will automatically load the BIOS and DGIOX when the computer is
booted. The following message will be displayed if the DGIOX has been loaded
successfully.

SYSNET DATAGRAM SERVICE is successfully loaded.
(DGIOX Version X.¥X)
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C-mode Commands and
Responses

Use C-mode commands and responses when transmitting messages to a C-se-
ries PC, or CV-series PC that is set for C-mode commands and responses. The
following table lists the C-mode commands that can be addressed to PCs. Refer
to the Operation Manual provided with the Communications Unit for more details
on these commands.

Comn;and Command name Compatible PC modes
code

00 IR/SR AREA READ RUN, MONITOR, and PROGRAM
01 IR/SR AREA WRITE MONITOR and PROGRAM

02 LR AREA READ RUN, MONITOR, and PROGRAM
03 LR AREA WRITE MONITOR and PROGRAM

04 HR AREA READ RUN, MONITOR, and PROGRAM
05 HR AREA WRITE MONITOR and PROGRAM

06 TIM/CNT PV READ RUN, MONITOR, and PROGRAM
07 TIM/CNT FLAG DATA READ - MONITOR and PROGRAM

08 TIM/CNT PV READ RUN, MONITOR, and PROGRAM
0A DM AREA READ

0B DM AREA WRITE MONITOR and PROGRAM

10 STATUS READ RUN, MONITOR, and PROGRAM
k! STATUS WRITE

12 ERROR LOG READ

13 FORCED SET/RESET MONITCR and PROGRAM

14 FORCED SET/RESET CANCEL

17 PROGRAM READ RUN, MONITOR, and PROGRAM
18 PROGRAM WRITE MONITOR and PROGRAM

19 /0 TABLE READ The PC mode is irrelevant.

1A 170 TABLE WRITE PROGRAM

1C AR AREA READ RUN, MONITOR, and PROGRAM
1D AR AREA WRITE MONITOR and PROGRAM

1E DATA LINK STATUS READ RUN, MONITOR, and PROGRAM
1F DATA LINK TABLE READ The PC mode is irrelevant.

20 DATA LINK TABLE WRITE

21 START DATA LINK

22 HALT DATA LINK

23 ROUTING TABLE SET

24 ROUTING TABLE READ

25 TEST

26 INITIALIZE

2A SET NAME RUN, MONITOR, and PROGRAM
2B DELETE NAME

2C READ NAME

2D SET CLOCK

60 TRANSMIT DATA

81 RECEIVE DATA
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10-3 Programming in BASIC

This section explains how to create BASIC programs needed to use the data-
gram service. Refer to sample program ATDSPBAM.BAS.

Loading the Library Load the interface library at the beginning of the program. The following type of
programming should be used.

LABEL=&H9C00

DEF SEG=LABEL
BLOAD “DGSUB.BIN”,0
DEF SEG

Call Statements Use the following format for calls.

function_name=function number: DEF SEG=LABEL
CALL function_name (argument): DEF SEG

Integer-type Arguments Integer-type (%) interface arguments are being used, so use the following type
of programming to handie values that exceed 32768.

10 IF SEGPTR(6) >=32768

THEN K1%=32767-SEGPTR(6)

ELSE K1%=SEGPTR(6)
15 REM Same for SEGPTR(7), (8)
20 CALL INIT(K1%,K2%,K3%,RST%)

Return Values Similarly, negative return values should be corrected as shown below.

100 CALL DREC (NA%,DA%,PA%,D%,CT%,RST%,RCS)
110  IF PA%<0

THEN PA2!=65536+PA%

ELSE PA2!=PA%

The process above is not necessary when return values are converted with
HEX$(), as shown below.

100 CALL AREC(NA%,DA%,P3A%,D%,CT%,RST%,RC%)
110 PRINT HEXS$ (NA%) , HEXS (DA%)
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10-4 BASIC Functions

Format

Function Number
Description
Arguments
Command

Return Codes

Precautions

This section describes the functions provided in the DGIOX BASIC interface.
The following items are detailed for each function.

Shows how to use the function.

Shows the function number defined in the library.

Describes the operation performed by the function.

Describes the meanings and setting ranges of arguments used by the function.

Shows the command and its meaning when there is a command in the argu-
ment.

Describes the return codes returned to the source of the function call. Return
codes are hexadecimal.

Describes precautions to observe when using the function.

10-4-1 DINIT — Initialize 1

Format
Function Number
Description

Arguments

Return Codes

Precautions

CALL DINIT (RS%)
00

Opens the datagram service (DGIOX) and clears the transmission buffer. Pro-
vides the necessary information to the datagram service interface routine
(DGSUB).

110 Argument Remarks

input |RS%: Flags 00: Use interpreter.
Other than 00:  Use compiler.

Output | RS%: Return code Ses below.

Return code Meaning
0000 Normal completion
8001 Port address error:

This routine uses port 0. A fatal error is indicated when this code
is returned. Check the system,

0002 The datagram service (DGIOX) has not been loaded. The DGIOX
must be loaded.

Be sure to execute this function once at the beginning of the program.
Use the PRINT- Initialize 2 function when specifying the local port address.
Do not use DINIT and PRINT simultaneously.
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10-4-2 PRINT - Initialize 2

Format CALL PRINT (PT%, RS%)
Function Number 09
Description Opens the datagram service (DGIOX), clears the transmission buffer, and speci-

fies the port that will be used. Provides the necessary information to the data-
gram service interface routine (DGSUB).

Arguments /0 Argument Remarks
input |PT%: Port address Specify an address from O to 254, but not 90 to
109.
RS%: Flags 00: Use interpreter.
Other than 00:  Use compiler.
Output | RS%: Return code See below.

Return Codes Return code Meaning
0000 Normal completion
8001 Port address error
0002 . | The datagram service (DGIOX) has not been loaded. The DGIOX
must be loaded.

Precautions Be sure to execute this function once at the beginning of the pregram.
This function is the same as DINIT except for the port address specification.
Do not use DINIT and PRINT simultangously.

10-4-3 DSTAT — Read Status

Format CALL DSTAT (X1%, X2%, X3%)
Function Number 01
Description Reads the status of the NSB.
Arguments 10 Argument Remarks
Output | X1%: DMA contro! status | Used by the manufacturer for troubleshooting.
X2%: NSB loop status Negative when there is a loop error.
0: Not inserted
1: Inserted

|
[+ 1 Jve] 1 [t ]B2]ms| 1]
1 |

0: Power supply OFF  00: Normal loop

1: Power supply ON 10: Upstream loopback
10: Downstream loopback
11: Loop error

X3%: Local node number | Node numbers range from 1 1o 126.

Precautions It is easier to read the status of the bits in argument X2% if it is converted with
HEX$().
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10-4-4 DREC — Receive 1

Format DREC (NA%, DA%, PA%, D$, CT%, RST%, RC%)
Function Number 02

Description Requests data reception.

Returns the data in the reception queue if there is already data there; otherwise
DREC waits until data is received or the Escape Key is pressed.

Arguments 1) Argument Remarks
Output | NA%:  Source network address | ---

DA%: Source node number -

PA%:  Source pott address -

Input | D$: Reception buffer Allocate memory to the buffer.
Output | D$: Reception data -

CT%: Reception data length The amount of data in D$

RST%: Return code See below.
RC%: Remaining data The amount of data remaining
Return Codes : Return code Meaning
00 Normal completion
01 Port address error
03 Reception was terminated by pressing the Escape Key.
10-4-5 DRECT — Receive 2
Format CALL DRECT (NA%, DA%, PA%, D$, CT%, RST%, RC%, TIM%)
Function Number 03
Description Requests data reception.

Returns the data in the reception queue if there is already data there; otherwise
DRECT waits for the specified length of time for data to be received. A timeout
error (return code 02) will occur if data is not received within the specified time.

Arguments /0 Argument Remarks
Output | NA%:  Source network address | ---

DA%:  Source node number -

PA%:  Source port address

Input | D$: Reception buffer Allocate memory to the buffer.
Qutput | D$: Reception data

CT%: Reception data length The amount of data in D$

RST%: Return code See below.
RC%: Remaining data The amount of data remaining
Input | TIM%: Timer setting Sets the waiting time in 100-ms units.
Return Codes Return code Meaning
00 Normal completion
01 Port address error
02 Timeout
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10-4-6 DREC — Receive 3

Format CALL DREC (1%, 12%, PA%, D$, CT%, RST%, RC%)
Function Number 06
Description Requests data reception.

Returns the data in the reception queue if there is already data there; otherwise
DREC waits until data is received or the Escape Key is pressed.

Arguments 10 Argument Remarks
Qutput |1%:  Source IP address Upper 2 bytes
12%: Source IP address Lower 2 bytes
PA%:  Source port address -
input | D$: Reception buffer Allocate memory to the buffer.
Output {CT%: Reception data length The amount of reception data
RST%: Return code See below.
RC%: Remaining data The amount of data remaining
Return Codes Return code Meaning
00 Normal completion
01 Port address error
03 Reception was terminated by pressing the Escape Key.
Precautions This command cannot be used uniess the DGIOX release is version 1.06 or

higher. This function is the same as the DREC function with function number 02,
except the transmission source address is expressed as an IP address. For ex-
ample, if data was received from the node with IP address &H003008C11, 11%
would be &H0300 and 12% would be &H8C11.

Also, all of the port addresses can be handled, from 0 to 65535 (2 bytes). With
the DREC function with function number 02, only addresses 0 to 255 (1 byte) can
be handled.

Refer to 4-2-4 IP Addresses for details on IP addresses.
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10-4-7 DRECT — Receive 4

Format
Function Number
Description

Arguments

Return Codes

Precautions

CALL DRECT (1%, 12%, PA%, D$, CT%, RST%, RC%, TIM%)
07

Requests data reception.

Returns the data in the reception queue if there is already data there; otherwise
DRECT waits for the specified length of time for data to be received. A timeout
error (return code 02) will occur if data is not received within the specified time.

110 Argument Remarks
Output | 11%:  Source IP address Upper 2 bytes
12%:  Source IP address Lower 2 bytes
PA%: Sourece port address -
Input | D$: Reception buffer Allocate memory to the buffer.

Output | D$: Reception data -
CT%: Reception data length The amount of data in D$

RST%: Return code See below.
RC%: Remaining data The amount of data remaining
Input | TIM%: Timer setting Sets the waiting time in 100-ms units.
Return code Meaning
00 Normal completion
01 Port address error
02 Timeout

This command cannot be used unless the DGIOX release is version 1.06 or
higher. This function is the same as the DRECT function with function number
03, except the transmission source address is expressed as an IP address. For
example, if data was received from the node with IP address &H003008C11,
11% would be &H0300 and 12% would be &H8C11.

Also, all of the port addresses can be handled, from 0 to 65535 (2 bytes). With
the DRECT function with function number 03, only addresses 0 to 255 (1 byte)
can be handled.

Refer to 4-2-4 IP Addresses for details on IP addresses.
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10-4-8 DSEND — Transmit 1

Format
Function Number

Description

Arguments

Command Codes

Return Codes

Broadcast

138

CALL DSEND (NA%, DA%, PA%, D$, RST%)
04

Specifies the destination node and requests data transmission. If the data can-
notfitin a single character variable, execute DSEND repeatedly with the “contin-
ue” command to store the data in the transmission buffer before transmission.
Up to 2000 bytes of data can be transmitted at one time.

Vo Argument Remarks
Input | NA%: Destination network address | ---
DA%: Destination node number
PA%: Destination port address --
D$: Transmission data -
RST%: Command code See below.
Output | RST%: Return code See below.
Command code Meaning
00 End notice (last packet)
01 Continue
02 Clear transmission buffer
Return code Meaning
00 Normal completion
01 Buffer full (Occurs when more than 2000 bytes are stored with the
continue command.)
02 Data for another destination nede is in the buffer. (Occurs when a
continue command is used but NA% or DA% is changed.)
03 Port address error
04 DGIOX transmission buffer full
05 Transmit byte count error
06 Destination address error
07 Loop error
08 Command error (The command code must be 00, 01, or 02.)

Broadcasting enables simultaneous data transmission to all of the nodes inthe
network and is achieved by setting the destination node number (DA%) to 255
(FF in hexadecimal).

The port address can also be specified when broadcasting. For example, if the
node address is set to 255 and the port address is set to 0, data will be trans-
mitted to port 0 in all nodes. Set the port address to 255 to broadcast to all ports.

Argument settings
NA% | DA% | PA%

00 FF 00 All nodes will receive the transmission when datagram port 0
is being used. (NSUs will not receive.)

00 FF 01 All nodes will receive the transmission when datagram port 1
is being used. (NSUs will receive in port 1 only.)
00 FF 02 All nodes will receive the transmission when datagram port 2
is being used. (NSUs will receive in port 2 only.)
00 FF FF Depends upon the node. (NSUs will receive in ports 1 and 2,

DOS personal computers will receive in port addresses 0 to
89 and 110 to 255.)

Receiving nodes (potts)
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10-4-9 DSEND - Transmit 2

Format
Function Number

Description

Arguments

Command Codes

Return Codes

Precautions

CALL DSEND (1%, 12%, PA%, D$, RST%)
08
Specifies the destination node and requests data transmission. If the data can-

notfitin a single character variable, execute DSEND repeatediy with the “contin-
ue” command to store the data in the transmission buffer before transmission.

1/0 Argument Remarks
Input | 1%: Destination IP address Upper 2 bytes
12%: Destination IP address Lower 2 bytes
PA%: Destination port address -
D$: Transmission data -
RST%: Command code See below
Output | RST%: Return code See below.
Command code Meaning
0o End notice (last packet)
01 Continue
02 Clear transmission buffer
Return code Meaning
00 Normal completion
01 Buffer full (Occurs when more than 2000 bytes are stored with the
continue command.)
02 Data for another destination node is in the buffer. (Occurs when a
continue command is used but NA% or DA% is changed.)
03 Port address error
04 DGIOX transmission buffer full
05 Transmit byte count error
06 Destination address error
07 Loop error
08 Command error (The command code must be 00, 01, or 02.)

This command cannot be used unless the DGIOX release is version 1.06 or
higher. This function is the same as the DSEND function with function number
04, except the destination address is expressed as an IP address.

Two-byte port addresses (0 to 65535) can be specified. With the DSEND fune-
tion with function number 04, only addresses 0 to 255 (1 byte) can be specified.

10-4-10 DCUT - Close

Format

Function Number
Description
Arguments

Precautions

CALL DCUT

05

Closes the datagram service.
None

Be sure to execute this function at the end of the program.
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10-5 Using the DGIOX with C Programming

The DGIOX must be accessed directly when the DGIOX is used in a C program
because a C interface is not supported. This section explains how to access and
use the DGIOX, and provides a sample C program and programming advice.

10-5-1 Accessing the DGIOX

1. Opening the File

2. Accessing the DGIOX File

3. Closing the File
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When using the DGIOX, first open the driver through DOS. Opening the driver
yields the “file handle” used to refer to the file. This file handle is the basis for /O

requests made when using each DGIOX service.
When finished using the DGIOX, close the driver through DOS.

When using the DGIOX, first obtain the file handle by opening the file.
Calling Sequence

AX « 3D02
DS : DX ¢« Pointer to the path name (DB “SUMDG",0)
INT 21

Return Values
An error has occurred when the carry is set (1).

AX=02 « File not found
AX=03 ¢ Invalid path
aX=04 ¢« Too many open files, etc. Refer to your DOS manual.

The file was opened successfully when the carry is not set (0).
AX=file handle

Prepare the required /O parameters, use the file handle, and make the request.

Calling Sequence

AX « 4403

ax « 007F

BX « File handle

DS : DX « Pointer to parameters
INT 21

Return Values
An error has occurred when the carry is set (1).

aX=06 ¢« Invalid file handle or other error. Refer to your DOS manual.
When the carry is not set (0):

2X=00 <« Normal completion

AX=FF ¢« Invalid command

BX=7F ¢« Operating system malfunction

AX=other « Errorcode. Refer to the description of the command.
Close the DGIOX when you have finished using it.
Calling Sequence

AX « 3E
BX ¢ File handle
INT 21

Return Values
The close failed when the carry is set (1).

ax=06 « Invalid filte handle
The close was successful when the carry is not set (0).

Section 10-5
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10-5-2 List of DGIOX Service Functions

The following table lists the DGIOX service functions.

10-5-3 Initialize — 01

Description

Parameter Format

Parameter Settings

Return Codes

Command Name Description
code
01 Initialize Initializes the service.
02 Receive Requests reception of a command or response.
03 Transmit Requests transmission of a command or response.
04 Status Read | Writes status in the buffer provided in the user program.

Defines the local port address and clears the transmission and reception buff-

ers.

0 Port Address

1 01 (Command)
2 Not used.
Parameter Settings

Port address

Specify the local port address. Port addresses 0 through 89 and
110 through 255 are valid.

Command

Set the command code to 01 (hexadecimal).

AX

Meaning

00 | Normal complstion

01 | Port address error
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10-5-4 Receive — 02

Description Takes received data from the DGIOX buffer and passes it on to the user pro-
gram. If the reception buffer is empty, this function waits for the specified time
and returns a timeout error (AX = 2) if no data is received.

Parameter Format 0 Port Address
1 02 (Command)
2 Not used.
3 Reception Buffer Address
— Offset
4 —
5
= Segment
6
7 . .
l— Reception Buffer Size -
8
g .
— Timer Setting -
10
11 Network Address
— Source Address ~
12 (H)
— Node Number =~ —
13 L
14 Port Address
15 .
—  Number of Bytes Received
16
Parameter Settings Parameter Settings
Port address Set the port address of the port that was specified in
the Initialize function.
Command Set the command code to 02 (hexadecimal).
Reception buffer address | Set the leading address of the buffer that will receive
the data.
Reception buffer size Set the size (number of bytes) of the reception buffer.
Timer setting Set the time (in 100-ms units) to wait to receive data.
For example set to 10 to specify 1 second.
There is no waiting time when the timer setting is 0.
Source address Contains the network address, node number, and port
address of the source.
Number of bytes received. | Contains the number of bytes of data received.

Return Codes AX Meaning
00 | Normal completion
01 | Port address error
03 | Timeout
04 'tl"hf? amount of data received exceeds the size of the DGIOX's reception
uffer.
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10-5-5 Transmit — 03

Description Requests data transmission. The response is returned to the user program
when the transmission data is written to the DGIOX transmission buffer.

Parameter Format 0 Port Address
1 03 (Command)
2 Not used.
3 Transmission Buffer Address
B Offset
4 —
5
— Segment
6
7
— Transmission Buffer Size —
8
9 Network Address
— Destination ~
10 Address (H)
- Node Number =~ -
11 L)
12 Port Address
Parameter Settings Parameter Settings
Port address Set the port address of the port that was specified in
the Initialize function.
Command Set the command code to 03 (hexadecimal).
Transmission buffer address | Set the leading address of the transmission data.
Transmission buffer size Set the number of bytes of transmission data (0 to
2000).
Destination address Set the network address, node number, and port
address of the destination.
Return Codes AX Meaning
00 | Normal completion
01 | Port address error
02 | Transmission buffer full
03 | Transmission buffer size error
04 | Destination address error
05 | Loop error
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10-5-6 Status Read — 04

Description Writes the following status information to the buffer provided by the user pro-
gram.
0| RIE | RDIE| TDIE | RDI TD! | RDE | TDE | RCVI
1 1 1 V2 1 B1 B2 INS 1
2 Local Node Number
3 8259 Mask Status
4 Local Network Address
Status Read Flags/Bits Flag/Bit Meaning
RIE Reception Interrupt Enabled Flag

RDIE Reception DMA Completion Interrupt Enabled Flag
TDIE Transmission DMA Completion Interrupt Enabled Flag

RDI Reception DMA Completion Interrupt
TDI Transmission DMA Completion Interrupt
RDE Reception DMA Completion Enabled Flag
TDE Transmission DMA Completion Enabled Flag
RCVI Reception Interrupt
V2 Power Supply Flag (ON when center power is being supplied.)
B1, B2 Loop status (the node’s status in the network)
00: Normal

10: Upstream loopback
01: Downstream loopback
11: Loop srror

INS insertion status (ON when inserted.)

The 8259 Mask Status” reflects the mask status of the Interrupt Controller.

Parameter Format 0 Not used
1 04 (Command)
2 Not used.
3 Status Buffer Address
l offset
4 e
5
— segment
6
7
t—  Buffer Size -
8
Parameter Settings Parameter Settings
Command Set the command code to 04 (hexadecimal).

Status buffer address | Set the leading address of the area where the status
information will be stored.

Buffer size Set the number of bytes in the status buffer.

00 | Normal completion
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10-5-7 Sample C Program

Program’s Filename
Compiling Command
Description

1,23.

This section describes the contents of the sample program included with the
SYSMAC NET Support Software. The sample program, shown at the end of the
section, is automatically copied to the SN3200 directory when the software is
installed.

PCDSPMSM.C

CL /AS /Zp PCDSPMSM.C

The main elements of the program are described below.
1. Declaration of the Parameter Structures

Structure i Usage
struct para_s Parameter structure for the Initialize, Status Read, and
Transmit functions
struct para_r Parameter structure for the Receive function
struct stread Buffer structure for the Status Read function

2. Creation of Transmission Data

Writes 36 bytes of data in the s_buf transmission buffer. The transmission
data are ASCII codes “0x30” through “0x4f.”

. Open Datagram

Opens the DGIOX and obtains the file handle. “SUMDG"” is DGIOX's device
name (reserved file name). When completed normally, the return status of
int86x is set in the variable f_hundle. If an error occurs, the.foliowing mes-
sage will be displayed and the program will end.

UDP service access error

AX = dhs

. Initialization

Initializes port 0. If an error oceurs, the following message will be displayed
and the program wiil end.

Initialize error

AX = #+4

. Status Read

Sets the local network address and local node number in the Status Read
buffer. If an error occurs, the following message will be displayed and the
program will end.

Status-read error

IVELL

. Data Transmission:

Transmits 36 bytes of data to the local node. If an error occurs, the following
message will be displayed and the program will end.

Transmission error

AX =#e+
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7. Data Reception:
Sets a waiting time of 5 seconds and receives data. If an error occurs, the
following message will be displayed and the program will end.

Receive error

AX = *¥%

8. Display Received Data:
The received data will be displayed as shown below if the reception was suc-
cessful.

Source network address==> *¥¥
Source node address==> **x
Source port address==> ¥**x
Receive data length==> **¥*

Receive data

0123456789:;<=>@?ABCDEFGHIJKLMNOPQRS

9. Close Datagram:

Closes the file and exits. If an error occurs, the following message will be
displayed and the program will end.

UDP service close error
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Sample Program The sample program is listed below.

Note The following sample program appears in Japanese only. The English transla-
tion of the Japanese sample program is provided as an aid to running the Japa-
nese sample program.

/'k***'k********‘k*********-k************************************************

* *
* sample program code *
* *
* file name : pcdspmsm.c (Version 1.01) *
* *
* 0s : MS-DOS *
* protocol : UDP *
* language : MS-C *
* *
* compire : CL /AS /Zp PCDSPMSM.C *
* *
****‘k***********************************************‘k*******‘k*‘k*********/
#include <dos.h>

#define SOURCELP 0 /* port No. */
#define S_LENGTH 36 /* transmit data length */
#define R_LENGTH 2000 /* buffer size */
#define SET TIME 50 /* waiting time */
#define DGINIT 0x01 /* initialize command */
#define DGRECV 0x02 /* receive command */
#define DGSEND 0x03 /* transmit command */
#define STREADMY 0x04 /* status-read command */

/* usage of initialize, status-read,transmit parameter */
struct para_s({

unsigned char port; /* port No. */
unsigned char com; /* command */
unsigned char dum; /* dunmy (0 fixed) */
unsigned short buf_o; /* buffer address (OFFSET) */
unsigned short buf_s; /* buffer address (SEGMENT) */
unsigned short bufl; /* buffer size (MAX 2000) */
unsigned char net; /* target network address */
unsigned char node_h; /* dummy (0 fixed) */
unsigned char node_ 1: /* target node address */
unsigned char lp; /* target port No. */

}:
/* usage of receive */
struct para_r{

unsigned char port; /* port No. */
unsigned char com; /* command (2 fixed) *x/
unsigned char dum; /* dummy (0 fixed) */
unsigned short buf o; /* buffer address (OFFSET) */
unsigned short buf_s; /* buffer address (SEGMENT) */
unsigned short bufl; /* buffer size (MAX 2000) */
unsigned short timer; /* waiting time */
unsigned char net; /* source network address */
unsigned char node_h; /* dummy (0 fixed) */
unsigned char node_1; /* source node address */
unsigned char 1lp; /* source port No. *x/

unsigned short length; /* receive length */

147



Using the DGIOX with C Programming

Section 10-5

}s

/* usage of status-read */
struct stread{

unsigned char nsb_h; /* NSB status (high)
unsigned char nsb 1; /* NSB status (low)
unsigned char node_add; /* self node address
unsigned char mask; /* 8259 masked bit
unsigned char net_add; /* self network address
}i
struct para_s paral = {0}; /* for initialize parameter
struct para_r para2 = {0}; /* for receive parameter
struct para_s para3 = {0}; /* for transmit parameter
struct para_s parad = {0}; /* for status-read parameter
struct stread status = {0}; /* for status-read buffer
unsigned char s_buf [2000]; /* transmit buffer
unsigned char r_buf [2000]; /* receive buffer

*/
*/
*/
*/
*/

*/
*/
*/
*/

*/

*/
*/

/************************************************************************

*
*
*

main routine

*
*
*

************************************************************************/

main ()
{

union REGS inregs, outregs;

struct SREGS segregs; /* for segment register

int £_hundle; /* file handle

int ret; /* return value

int i; /* repeat count

unsigned char data; /* transmission data

char far *filename = “SUMDG”; /* device name

char far *pa; /* pointer of paral

char far *pb; /* pointer of para2

char far *pe; /* pointer of para3

char far *pd; /* pointer of para4d

char far *statpoint; /* pointer of status-read buffer
char far *sbpoint; /* pointer of transmit buffer
char far *rbpoint; /* pointer of receive buffer

for(i = 0,
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/************************************************

* make out transmit data *
************************************************/

data = 0x30; i < 36; i+t+, data++)

s_buf{i)=data;

*/

*/
*/

*/
*/

*/

*/
*/
*/
*/

*/
*/
*/
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/************************************************

* UDP service open and get it’s file handle *
************************************************/

inregs.x.ax = 0x3d02;
inregs.x.dx = FP_OFF (filename) ;
segregs.ds = FP_SEG(filename);

ret = int86x(0x21, &inregs, &outregs, &segregs);

/************************************************

* error judgment *
************************************************/
if (outregs.x.cflag != 0) /* check carry flag */

{
printf (“UDP service access error\n”);
printf (*"AX = %x\n”, ret);

cl dg(f_hundle); /* UDP service close */
exit(1);

} .

f_hundle = ret; /* file handle */

/******************************************************

* initialize *
******************************************************/

paral.port = SOURCELP; /* port No. */
paral.com = DGINIT; /* command */
pa = (char far *)&paral;

inregs.x.dx = FP_OFF (pa);

segregs.ds = FP_SEG(pa); /* pointre of paral */

inregs.x.ax = 0x4403;
inregs.x.cx 0x7£;
inregs.x.bx £ hundle;

ret = int86x(0x21, &inregs, &outregs, &segregs);

/************************************************

* error judgment *
************************************************/
if ((outregs.x.cflag != 0)] | (ret != 0))

{
printf (“initialize error\n”);
printf (“AX = %x\n”, ret);
cl_dg(f_hundle); /* UDP service close */

exit (1);

/******************************************************

* status—read *
******************************************************/
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parad.port = SOURCELP; /* port No. */
para4.com = STREADMY; /* command */
parad.bufl = 5; /* buffer size */
statpoint = (char far *)é&status;

parad.buf_o = (short)FP_OFF (statpoint);
parad.buf_s (short) FP_SEG (statpoint);

i

pb = (char far *)é&para4; /* pointer of status-read buffer */
inregs.x.dx = FP_OFF (pb);
segregs.ds = FP_SEG(pb);

inregs.x.ax 0x4403;
inregs.x.cx 0x7f;
inregs.x.bx = f hundle;

It

ret = int86x(0x21, &inregs, &outregs, &segregs);

/************************************************

* error judgment *
************************************************/
if ((outregs.x.cflag != 0) || (xret !'= 0))

{
printf (“*status-read error\n”);
printf (*AX = %x\n”, ret);
cl _dg(f_hundle); /* UDP service close */

exit (1);
}

/******************************************************

* transmit process address to myself *
******************************************************/

para3.port = SOURCELP; /* port No. *x/
para3.com = DGSEND; /* command */
para3.bufl = S_LENGTH; /* transmission data length */
para3.net = status.net_add; /* target network address */
para3.node_1 = status.node_add; /* target node address */
para3.lp = SOURCELP; /* target port No. */
sbpoint = (char far *)s_buf;

para3.buf_o = (short)FP_OFF (sbpoint);
para3.buf_s = (short)FP_SEG(sbpoint);

pc = (char *)&para3; /* transmission data buffer */

inregs.x.dx = FP_OFF (pc):;
segregs.ds = FP_SEG(pc);

inregs.x.ax = 0x4403;
inregs.x.cx 0x7£;
inregs.x.bx £ _hundle;

[l

ret = int86x(0x21, &inregs, &outregs, &segregs);

/************************************************
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* error judgment *
************************************************/

if ((outregs.x.cflag '= 0)||(ret != 0))
{ ‘
printf (“transmission error\n”);
printf (*AX = %x\n”, ret):;

cl _dg(f_hundle); . /* UDP service close */

exit (1) ;

/******************************************************

* receive Process *

* waiting time is 5sec. *
******************************************************/

para2.port = SOURCELP; /* port No. */
para2.com = DGRECV; /* command */
para2.bufl = R_LENGTH; /* buffer size (2000byte) */
para2.timer = SET_TIME; /* waiting time value */
rbpoint = (char far *)r_ buf;

para2.buf_o = (short)FP_OFF (rbpoint);
para2.buf_s = (short)FP_SEG(rbpoint);

pd = (char *)é&para2; /* receive buffer pointer */
inregs.x.dx = FP_OFF (pd);
segregs.ds = FP_SEG(pd):

inregs.x.ax = 0x4403;
inregs.x.cx = 0x7f;
inregs.x.bx f_hundle;

ret = int86x(0x21, &inregs, &outregs, &segregs) ;

/************************************************

* error judgment *
************************************************/

if ((outregs.x.cflag != 0) || (ret != 0))
{
printf (“receive error\n”);
printf (*AX = %x\n”, ret):

cl_dg(f_hundle); /* UDP service close */
exit (1)

/************************************************

* display receive information *
************************************************/

printf (“source network address ==> $d\n”,para2.net) ;

printf (“source node address ==> %d\n”,para2.node_1) ;
printf (“source port No. ==> %d\n”,para2.lp);
printf (“receive data length ==> %d\n”,para2.length) ;

printf (“receive data\n”);
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for(i = 0; i < para2.length ; i++)

{
printf (“%c”, r_buf[i]);

cl_dg(f_hundle); /* UDP service close

exit (0);

/******************************************************

*
*
*

*

UDP service close *

*

******************************************************/

cl_dg(f_hundle)

}

int £ _hundle; /* file handle
int ret; /* return value

ret = close(f_hundle); /* file close

/************************************************

* error judgment

************************************************/

if (ret != 0)
printf (“UDP service Close error\n”);

*/

*/
*/
*/

/************************************************************************

*

concluded

*

************************************************************************/
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Appendix
Diagnostic Table Contents

The diagnostic table maintains the counts of 27 items that can be useful when troubleshooting the system. To
display the diagnostic table, select “6. Diagnostic Table Read” from the Read Node’s Status menu.

No. Item Process | Normal/ Remarks
Error
1 Total Sends Transmit | --- Shows the total count of transmissions (the total of items 2, 10,
12, 13, 14, 16, and all transmission errors in the protocol table).
2 Normal Sends Transmit | Normal | Shows the total count of successful transmissions.
3 Total Receives Receive |--- Shows the total count of raceptions (the total of items 4, 9, 11,
15, 17, and all reception errors in the protocol table).
4 Normal Receives Receive |Normal | Shows the total count of successful receptions.
5 Send Exscutions Transmit | - The count of separate command transmission requests
6 Send Requests Transmit | — Breakdown of transmission requests (for DOS computers)
i The total of items 5, 6, and 7 is the same as item 1.
7 IP Sends Transmit | --- It isn’t necessary to set items 5, 6, and 7. (Optional items)
8 llegal Interrupts -- Error There was an undefined interrupt.
9 Receive Interrupt Errors Receive | Error There was an unsupported protocol {(packet type).
10 | Send Interrupt Errors Transmit | Error There is a send interrupt even though the transmission process
isn't performed.
11 | Errors in Receive Process | Receive | Error There was an unsupported protocol.
12 | PCB Packet Type Transmit | Error There was a transmission request with an unsupported
Mismatches protocol.
13 | lllegal Loops Transmit | Error There was a loop (nstwork) error during transmission.
14 | No. of “Can’t Use the Send | Transmit | Error Can't start transmission process because there is data left over
Buffer” from the previous transmission.
15 | No. of “Receive Data Receive | Error The data length is less than 28 bytes. (3200 header data
Shornt” missing.)
16 | Send Timeouts Transmit | Error Transmission wasn’t completed within the required time.
17 | Receive Timeouts Receive | Error Reception wasn't completed within the required time.

The protocol counters are incremented for the following items in the situations described.

No. ltem Process | Normal/ Remarks
Error
1 Send Packet Count Transmit | Normal | ---
2 Receive Packst Count Receive | Normal |---
3 Send Busy Count Transmit | Error The IP process was busy and the transmission was cancelled.
4 Send Data Size Overflow | Transmit | Error The data transferred from the protocol exceeded the prescribed
Count length.
5 Send Data Size Too Short | Transmit | Error The data transferred from the protocol was less than the
Count prescribed length.

6 Node Address Error Count | Transmit | Error The node number was greater than 126.

The network address was 00, but the node number wasn't in
the local network'’s registered routing table values.

7 Receive Busy Count Receive | Error The host protocol wasn't able to receive.

8 Receive Packet Overfiow Receive | Error The amount of received data exceeds the size of the reception
Count buffer.

9 Receive Packet (IP Length) | Receive | Error The amount of received data did not match the IP length.
Count

10 | Send Interrupt Error Count | Transmit | Error The protocol was not in transmission completed wait status
when transmission was completed.
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Back-loop Function

Bridge

Broadcast Test

Communications Cycle Time

Echo-back Test

IP Address

L.oop-back Function

Maximum Node Number

Network Address

Node Bypass Function

Node Number

Port Address

RAS Functions

Routing Table

Server Function

Glossary

See Loop-back Function.

Abridge connects two networks. A SYSMAC LINK - SYSMAC NET Link bridge
can be made with the FC55.

This test transmits test data to all of the nodes in the network a specified number
of times and then reads the number of receptions from each node.

The communications cycle time is the sum of the time required to pass the node
around the network for nodes to transmit data (the token passing time) and the
time required for the Control Node to poli each node in the network (the control
cycletime). The SYSMAC NET Link and SYSMAC LINK Systems communicate
by repeating these steps.

This test transmits test data to the specified node and then compares the re-
turned data to the originally transmitted data. (The transmitted and returned data
should be identical.)

The networl{ address and node number together are known as the IP (Internet
Protocol) address. The IP address is expressed in 4 bytes (32 bits) divided be-
tween the network address and node number.

When a break occurs in the transmission path of the ring, this function automati-
cally uses a loop-back to create a new transmission path and prevent the entire
network from going down.

This network parameterindicates the maximum node number that can be added
inaSYSMAC NET Link or SYSMAC Link Network. A node can’t be added to the
network if its node number is greater than this value.

Each network is assigned its own network address to distinguish it from other
networks. Network addresses range from 1 to 127. Network address 0 is usually
used to specify the local network.

When anode in the network goes down because of a power interruption or mal-
function, this function automatically bypasses that node to prevent the entire
network from going down. A Center Power Supply Unit (S3200-CP03) is re-
quired to perform the node bypass function.

Each node within a network is assigned its own node number to distinguish it
fromother nodes. Node numbersrange from 1 to 126 in SYSMAC NET Link Net-
works and from 1 to 62 in SYSMAC LINK Networks.

See Unit Address.

The acronym “RAS" is short for “Reliability, Availability, and Serviceability” and
means high reliability, quick recovery after an error, and easy maintenance.

This table registers the communications paths to other networks and is required
for communication with those other networks.

After a command is received and processed at unit address 0, a response is re-
turned to the source.
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Glossary

Token

Token Bus

Unit Address

User Application (Client)

User Application (Server)

User Application
(Transmission)
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When several nodes are connected by a single cable, asina LAN, only one node
can transmit data at a time. To prevent two nodes from transmitting data simulta-
neously, a control code called the “token”is passed around the network and only
the node that possesses the token has the right to transmit data.

Token bus is a communications protocol in which the token (transmission right)
is passed around a logical ring of the nodes physically connected in a bus struc-
ture. Each node transmits data when it acquires the token.

When a node such as a PC is composed of several Units, each Unit within the
node is assigned its own unit address. Unit address 0 specifies the node itself
(such as the PC or personal computer) and unit address Ofxe (hexadecimal)
specifies the SYSMAC NET Link or SYSMAC LINK Unit/Support Board.

Transmits commands from the user program and receives responses from the
destination.

After a command is received from another node and processed in the user pro-
gram, a response is returned.

Performs data transmission only.



A

addresses
destination network, 34
gateway, 34
/O, settings, 14
1P, 35
network, 35
format, 36
loop testing, 83
nodes, 35
format, 36
settings, 14
terminal, loop testing, 83

ANSISYS, 21

AUTOEXEC.BAT, 21
settings, 23
updating, 27

B

BASIC, 6,9
programming, datagram service, 132

BASIC functions, 133
Close, 139
Initialize 1, 133
Initialize 2, 134
Read Status, 134
Receive 1, 135
Receive 2, 135
Receive 3, 136
Receive 4, 137
Transmit 1, 138
Transmit 2, 139

baud rate, serial ports, 3

bracket, 2
cable, 18

Bridges
models, node configuration utility, 89
network example, 98
node configuration
IP routing table settings, 100
loading from file, 103
parameters, 98
reading from node, 103
saving to disk, 104
writing to node, 104

broadcast test, 42, 62
interpreting results, 64
precautions, 62, 65
reception status, 64
transmitting data, 63

Index

C

C language, 6
DGIOX, 140
sample programs, in SYSMAC NET Support Software, 145

C mode, commands, 131

Central Power Supply, 6, 10, 19
start/stop procedures, 3

comments
inputting
local network, 56
other networks, 58
Read Node Status, 46

communications
loopback, 10
node bypass, 10
tests, logic port number, 115
token ring, 10

CONFIG.SYS, 21
checking, 27
settings, 23
updating, 27

connectors
expansion, 17
power, 17

cover
mounting, 18
removing, 17

CP_3200.8YS, 27, 28

D

datagram service, 6

BASIC programming, 132

DGIOX, 130

DGIOX.SYS, 28

drivers, 9

loading, 24

software installation, 21

starting, 130

test program, 114
display file contents, 125
echo back receiving, 124
echo back transmission, 123
error messages, 127
exiting, 114
logic port number, 115
receiving, 120
starting, 114
transmission, 116

DCUT, 139
destination network address, 34

DGIOX, 9
accessing, 140
C language programming, 140
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Index

DGIOX service functions, 141 E
Initialize -~ 01, 141
Receive — 02, 142
Status Read - 04, 144
Transmit — 03, 143

echo back test, 9, 42, 59
invalid data, 61
invalid length, 61

DGIOX.SYS, 27, 28 receive standby timer, 123
reception timeout, 61
DIAG32.8YS, 27, 28 transmission, 123
diagnostic service driver, 9 ) electrical disturbances, 3, 6
diagnostic table, 52 English, displays, 38, 43, 82, 90, 108, 109, 112, 114
comparison display, 53 errors
display information, 53 counts, status display utility, 110
list of contents, 153 datagram service, test program, 127
protocol counter display, 53 loops, 84
redisplay, 53 messages, SYSMAC NET driver parameters, 30
software compatibility, 53 node configuration utility, 105

. T routing tables, 37
Diagnostic Utility Program, 9, 42

broadcast test, 62 expansion connectors, 17
comments, 56 expansion slots, 17
display contents, 44

dump memory, 54

echo back test, 59

error messages, 74 F

operational, 75

reception, 75 Factory Intelligent Network Service. See FINS
transmission, 75 files, list, 29
exiting, 43
input fields, moving, 44 FINS, 6,
loops library, installation, 21
displaying, 72 PCs, 7
polling, 66 SYSMACLINK, 8
mode] number, 44 first hop address. See gateway address

network address, 44

node status, Read Node Status, 45
offset, 44

printer, 44

segment, 44 G ) J
starting, 43
timeout value, 66
troubleshooting, 76

floppy disks, SYSMAC NET Support Software, 2

gateway address, 34

glossary, 155
DINTT, 133 1/0, addresses, settings, 14
displays 1/O modules
d)agnosnc- table. CP_3200.5YS, 9
comparison display, 53 DGIOX.SYS, 9
redisplay, 53 .
English, 38, 43, 82, 90, 108, 109, 112, 114 IBM PC/AT or compatible, 2,3, 12, 21
file contents, 125 identifier, 46
Japanese, 38, 43, 82, 90, 108, 109, 112, 114 identifiers, 46
node status, 109 indi 13
protocol counter, 53 indicators,
version, 108 installation, SYSMAC NET Support Board, 17
DREC, 135, 136 internet protocol address. See IP addresses
DRECT. 135, 137 interrupts, levels, settings, 15

IP addresses, 35
Read Node Status, 47

DSTAT, 134 IP routing tables, 100
dump memory, operation, 54 Japanese, displays, 38, 43, 82, 90, 108, 109, 112, 114

DSEND, 138, 139
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Index

L

LAN, token ring, 6
LED, indicators, 13
Line Servers, 7

logic port number, 115
loop test utility, 82

loop tests, 6
procedure, 31

loopbacks, 10
automatic, 6

loops

checking
center polling, 69
communication units, 72
go-ahead polling, 66

displaying, 72
construction, 73
loop construction, 73
precautions, 72
refreshing data, 74
upstream data, 73

error messages, 84
handling procedures, 84
locations, 84

results
first data value, 83
inconsistent data, 83
loop status, 83
network address, 83
receive data errors, 83
reception timeouts, 83
terminal address, 83

testing, 82

M

memory, dump, 42
operation, 54

menus, structure, 42

modes, setting, for configured node, 92

N

N:N communications, 6

network, addresses, 35

Network Service Units. See NSUs

networks
configuration, 7
multiple-level, 8
single-level, 7

node configuration utility, 89

nodes
addresses, 35
settings, 14
Bridge
IP routing table settings, 100
loading from file, 103
parameters, 98
reading from node, 103
saving to disk, 104
writing to node, 104
Bridges, 88
bypasses, 6, 10
configurations, 6
configuring
Bridge, 97
error messages, 105
mode setting, 92
parameters, 90, 93
quitting, 90
remote reset, 91
starting, 90
diagnosis, 6
DIAG32.5YS, 28
end, 20, 21
node configuration utility
Bridge models, 89
NSU models, 89
parameters
editing, 94
loading from file, 95
reading from node, 95
saving to disk, 96
writing, 94
writing to node, 96
status, 42, 45
all nodes, 48
comments, 46
diagnostic table, 52
identifier, 46
IP addresses, 47
loops, 45
specified node, 50
specified node to last node, 49
status table, 51, 52
upstream notification, 69

noise, 3, 6

NSUs, 88

models, node configuration utility, 89

optical fiber cables, 3, 6, 18
connecting, 19, 20
packet removal utility, 111

packets, removal, 111
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parameters
node configuration, 90
nodes
editing, 94
loading from file, 95
reading from node, 95
saving to disk, 96
writing, 94
writing to node, 96
ports, 93

parts, product, 2

PCs
C-series, 7
CV-series, 7
polling
center polling, 69
precautions, 69
refreshing data, 74
upstream notification, 69
go-ahead polling, 66
precautions, 67

power connectors, 17
power lines, 3, 6, 19

power supplies, 3, 6
connector, 13

precautions, 3
broadcast test, 62
interpreting, 65
center polling, 69
Central Power Supply, 3
go-ahead polling, 67
loops, displaying, 72
multiple boards, 3
overheating, 18
power lines, 3
serial ports, 3

PRINT, 134

Programmable Controllers. See PCs

R

RAS functions, 6

Read Node Status, 47
operations

all nodes, 48
clearing status table, 52
displaying status tabie, 51
reading diagnostic table, 52
specified node, 50
specified node to last node, 49

receive standby timer value, 123

receiving test, 120
display, 120
continuous displays, 122
displays in 256-byte increments, 122
file output, 120

160

registration cards, 3

reset, remote, for configured node, 91
resetting system, 30

restrictions, 2

rotary switches, 16

ROUTE.DAT, 36

routing, 34
data, 36

routing tables, 6, 12, 34
automatic settings, 39
editing, 36
errors, 37
IP, 100
reading, 38
ROUTE.DAT, 36
RTSET.EXE, 39
setting, 36

RTSET.EXE, 39

S

serial ports, baud rate, 3
setup, SYSMAC NET Support Board, 12

short pins, 13
settings, 16

specifications, communications, 6
static electricity, 3, 6

status display utility, 109
error counts, 110

status information, SYSMAC NET link driver, 31

switches, 13
rotary, settings, 16

SYSMAC LINK, FINS, 8
SYSMAC LINK Support Board, 15

SYSMAC NET link driver
CP_3200.5YS, 28
diagnostic table, 53
error messages, 30
routing table, error, 39
status information, 31
version display utility, 30

SYSMAC NET Link Units, 7

SYSMAC NET Support Board
backup copies, 2
installation, 17
setup, 12

SYSMAC NET Support Software, 2, 21
C-language sample program, 145
configuration, 9
installation, install program, 21
registration cards, 3
upgrades, 2



Index

T

testing, 30
broadcast test, 62
communications, logic port number, 115
echo back, 59, 123
receiving, 120
system reset, 30
transmission, 116

timeout, 61, 66
loop testing, 83

token ring, 10

ransferring, data, 6

transmission test, 116
destination, 117
executing, 118
character input, 119
number of incremental data bytes, 119
input method, 116
setting, 118
character input, 119
number of incremental data bytes, 119

Uu-v
upstream data, 73

user agreement, 3

version, display utility, SYSMAC NET link driver, 30

version display utility, 108
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Revision History

A manual revision code appears as a suffix to the catalog number on the front cover of the manual.

Cat. No. W158-E1-5

Revision code

The following table outlines the changes made to the manual during each revision. Page numbers refer to the

previous version.

Revision code Date Revised content
1 June 1989 Original production
2 July 1989 Redundancies removed, and general cleaning of text and graphics.
3 December 1988 | Corrections and additional information.
Pages: 2, 5, 13 through 16, 18 through 22, 24, 29 through 38, 42, 43, 66, 81
4 April 1990 Corrections and additional information. General cleaning of graphics.
5 June 1995 All the information in this manual has been completely revised.
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